E2EE Validation Status - 20260108

* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POl vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 - SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information Protocol information Case ID

Host2T 2.x
MOV508BB, ECR .
Bambora Device AB Ingenico  [Move/5000 |MOV50DB, 820376v0121  [4-20316 |5 Bambora Device AB Bambora POS | 15.08.00794.006 201910513 [SPDH Sofie 8.07 PNC-2015-
1.0.x Sharp EFT 032
MOV50JB Stand-alone 10
ECR Host2T 2.x
LIN25BA, LIN25DA, o
Bambora Device AB  |Ingenico |Link/2500  |LIN25FA, LIN25HA, [820376v01.21  [4-30326  |5.x Bambora Device AB Bambora POS | 15.08.00794.006 2019/05/13 |SPDH Sofle 8.07 PNC-2019-
1.0.x Sharp EFT 033
LIN25JA Stand-alone 1.0
LAN30AA, ECR
LAN30BA,
LAN30CA, Host2T 2.x
' ' LAN30DA, ' Bambora POS Sofie 8.07 PNC-2019-
Bambora Device AB Ingenico Lane/3000 LAN3O0EA, 820376v01.21 4-30310 5.x Bambora Device AB 1.0x 18-08.00794.006 2019/05/13 |SPDH Sharp EFT 035
LAN3OFA, Stand-alone 10
LAN30GA,
LAN30HA
ECR Host2T 2.x
) ' DES50BB, ) Bambora POS Sofie 8.07 PNC-2019-
Bambora Device AB Ingenico Desk/5000 DES50DB 820376v01.21 4-20317 5.x Bambora Device AB 1.0x 18-08.00794.006 2019/05/13 |SPDH Sharp EFT 036
Stand-alone 10
Bambora Device AB Ingenico  [Move/5000 |MOV50JB, 820376v01xx  [4-20316 |5 Bambora Device AB Bambora POS | 15.08.00794.006 201910513 [SPDH Sofie 8.07 PNC-2020-
MOV50BG 1.0.x Sharp EFT 101
MOV50BQ Stand-alone 1.0
ECR Host2T 2.x
LIN25BA, LIN25DA, o
Bambora Device AB  |Ingenico |Link/2500  |LIN25FA, LIN25HA, [820376v01.xx  [4-30326  |5.x Bambora Device AB Bambora POS | 15.08.00794.006 2019/05/13 |SPDH Sofle 8.07 PNG-2020-
1.0.x Sharp EFT 102
LIN25JA Stand-alone 10
LAN30AA, ECR
LAN30BA,
LAN30CA, Host2T 2.x
' ' LAN30DA, ' Bambora POS Sofie 8.07 PNC-2020-
Bambora Device AB Ingenico Lane/3000 LAN3O0EA, 820376v01.xx 4-30310 5.x Bambora Device AB 1.0x 18-08.00794.006 2019/05/13 |SPDH Sharp EFT 103
LAN30FA, Stand-alone 1.0
LAN30GA,
LAN30HA
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E2EE Validation Status - 20260108

* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POl vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 - SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information Protocol information Case ID

ECR Host2T 2.x
Bambora Device AB Ingenico | Deskis000 |PESS0BE, 820376v01.xx  [4-20317 |5 Bambora Device AB Bambora POS | 15.08.00794.006 201910513 [SPDH Sofie 8.07 PNC-2020-
DES50DB 1.0.x Sharp EFT 104
Stand-alone 10
sy SSF: ECR Host2T 2.x
Bambora Device AB Ingenico  |Move/5000 |MOV50JB, 820376v01.xx  |4-20316 |5 Bambora Device AB WL Samport | 23-47.00794.001 2023/12/13 |SPDH Sofie 8.07 PNC-2023-
MOVS0BG POS 1.0.x PADSS: Standeal Sharp EFT 041
Y and-alone
MOVZ08G 18-08.00794.006 1.0
LAN30AA,
LAN30BA, ECR
LAN3O0CA, SSF: Host2T 2.x
) ) LAN30DA, ) WL Samport  |23-47.00794.001 Sofie 8.07 PNC-2023-
Bambora Device AB Ingenico Lane/3000 LAN3O0EA, 820376v01.xx 4-30310 5.x Bambora Device AB POS 1.0.x PADSS: 2023/12/13 |SPDH Sharp EFT 042
LAN3OFA, 18-08.00794.006 1.0
LAN30GA, Stand-alone
LAN3OHA
ECR
Terminal
) ) AXIUM R51411xxxx 02.03.11.xxx%XX ) Samport  AX |SSF: PaymentAPI |REST API PNC-2024-
Bambora Device AB Ingenico | py5000 (pinshield 1) 1208110000 | 4730527 |6 Bambora Device AB 1.0.0 24-47.00794.002 2024111108 14 ECR Protocol 023
v2
Stand-alone
ECR
01.07.11.xxxxX Terminal
) ) AXIUM 11.10.11.xxx%x ) Samport  AX |SSF: PaymentAPI |REST API PNC-2024-
Bambora Device AB Ingenico EX8000 E801x2, E801x1 01.09.11 X00XK 4-30444 6.x Bambora Device AB 1.0.0 24-47.00794.002 2024/11/06 v ECR Protocol 024
01.06.11.XxXXX v2
Stand-alone
ECR
01.09.11.xxxxX Terminal
) ) Axium DX8000-5 (Binch  |01.07.11.xxxxx ) Samport  AX |SSF: PaymentAPI |REST API PNC-2024-
Bambora Device AB Ingenico | 5y@000-5  |screen): DB51x3  |01.06. 11000 | 130443 |6 Bambora Device AB 1.0.0 24-47.00794.002 2024111106 14 ECR Protocol 025
11.10.11.xxXXXX v2
Stand-alone
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* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POl vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 - SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information R fEZEE Protocol information Case ID
eference
Manufacturer
PCI PTS name:
: . facture | Terminal : ScftwareAversmn PCI PTS Appltoval Device modeI:A HOST or HOSTs used for the Scftwar‘e ver5|f)n PCI SSC's S‘SF Reference # Intended E2EE Validation Terminal to Terminal to
Terminal vendor F name: model: Hardware version: for Security Approval Version: Hardware version: - for Debit/Credit |or alternatively PCI G i host ECR Protcol PNC Case ID
. : Application: Number(s): [Expiry dates |Software version P! Application: SSC’s PA-DSS Reference # : protocol
see * above] |for Security
Application:

] ECR -2021-
Modul-System Sweden |\ngenico  |Movel5000 |MOV5088 820547v01xx  [4-20316 |5 ABSCIDO MSanAPP 21-11.01062.004 20210024 |STPHTME | G g0 | [ PNC-2021
AB v01.00.xx 1.5 064

Stand-alone

5 . ECR - -
Moduk-System Sweden |ngenico  |Linki2soo  |LINZIBA(Basi erosazvorxx  [4-30326 |5 ABSCIDO MSanAPP 21-11.01062.004 20210024 |STPHTME | i g0 | | PNC-2021
AB version with CTLS) v01.00.xx 1.5 066

Stand-alone
LAN30AA,
LANS0BA, 820547v01.xx ECR
Modub-System Sweden |\ngenico  |Lane/3000 | -ANSOCA: 820561v01.xx  [4-30310 |5 ABSCIDO MSanAPP 21-11.01062.004 20210024 |STPHTME | i g0 | | PNC-2021-
AB LAN3O0DA, N v01.00.xx 1.5 065
LAN3O0EA, (Base Firmware) Standual
LAN3OFA, LAN30GA and-alone
820376v01.xx, ECR
Modul-System Sweden . 820547v01.xx, MSanAPP SPDH TME PNC-2021-
AB Ingenico Desk/5000 |DES50BB 820555v01 xx 4-20317 5.x ABSCIDO v01.00.xx 21-11.01062.004 2021/09/24 15 GKITP 1.0.x 067
(SRED) Stand-alone
. 820547v01.xx, - BBS Apax PNC-2020-
Nets Denmark A/S Ingenico Lane/3000 |LAN30OEA 820561v01.xx 4-30310 5.x Nets Branch Norway 7.0.x (Viking) 19-11.01222.009 ECR 2020/01/23 40, 8.21 BAXI 1.5 007
ECR - -
Nets Denmark A/S Ingenico Desk/3500 |DES35BB 820547v01.04 4-20321 5.x Nets Branch Norway 7.0.x (Viking) 19-11.01222.009 2020/01/23 BBS Apax BAXI 1.5 PNC-2020
820548v02.05 40, 8.21 008
Stand-alone
ECR = -
Nets Denmark A/S Ingenico Move/3500 |MOV35BB 820547v01.04 4-20320 5.x Nets Branch Norway 7.0.x (Viking) 19-11.01222.009 2020/01/23 BBS Apax BAXI 1.5 PNC-2020
820548v02.05 40, 8.21 008
Stand-alone
LAN30AA,
LAN3O0BA,
LAN3OCA,
. LAN3O0DA, 820547v01.xx, BBS Apax PNC-2020-
Nets Denmark A/S Ingenico Lane/3000 LAN3O0EA, 820561v01 xx 4-30310 5.x Nets Branch Norway v3.1.0 18-11.01222.001.aaa ECR 2020/01/29 40, 8.21 BAXI 1.8 014
LAN3OFA,
LAN30GA,
LAN30HA
820547v01.xx,
820376v01.xx,
. 820549v01.xx
,';A’*S"’f:iz’;;)s'”g'e (SRED OnGuard
. FPE),
,';A’*S’\’f;eca/\dg"“a' 820561v01.xx
Nets Denmark A/S Ingenico  |Lane/5000 |LAN51DA (single (SSDR;EE)D OnGuard 1, 50324 [5.x Nets Branch Norway v3.1.0 18-11.01222.001.aaa  |ECR 2020/01/29 igsssgﬁax BAXI 1.8 PN%’fE?zO'
MSR head and . T
camera) LAN51EA ?Szgf’;gml;’;x
gﬁég)SR head and | g20555v01.xx
(SRED AWL),
820565v01.xx
(SRED FF1)
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* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032

The POI vendors and their third party auditors have asserted that the POl vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

E2EE Validation Status - 20260108

E2EE Validation Status - POI

Terminal vendor

2 - Point of Encryption POI

5 - Decryption HOST

Debit/Credit Application Information

Product Information

Protocol information

Case ID

LAN30AA,
LAN30BA,
LAN30CA,
) LAN30DA, 820547v01.xx, BBS Apax PNC-2020-
Nets Denmark A/S Ingenico Lane/3000 LAN3OEA, 820561v01 xx 4-30310 5.x Nets Branch Norway v3.4.0 18-11.01222.001.caa ECR 2020/03/27 40, 8.21 BAXI 1.8 043
LAN3OFA,
LAN30GA,
LAN3OHA
820547v01.xx,
820376v01.xx,
. 820549v01.xx
kﬂ’*s"faz’;})s'“g'e (SRED OnGuard
LAN51CA (dual FPE),
MSR head) 820561v01.xx
Nets Denmark A/S Ingenico  |Lanef5000 |LANS1DA (single  |SRED OnGuard 1y 54304 |54 Nets Branch Norway v3.4.0 18-11.01222.001.caa  |ECR 20200327 [BBS AP Baxi 18 PNC-2020-
MSR head o SDE), 40, 8.21 044
camera) LAN51EA ?SzgsE?‘;\(ﬂl'_’)‘x
(dual MSR head and N
comera) 820555v01.xx
(SRED AWL),
820565v01.xx
(SRED FF1)
LAN30AA,
LAN30BA,
LAN3O0CA,
) LAN30DA, 820547v01.xx, BBS Apax PNC-2020-
Nets Denmark A/S Ingenico Lane/3000 LAN3OEA, 820561v01.xx 4-30310 5.x Nets Branch Norway v3.5.0, OnePA |18-11.01222.001.daa ECR 2020/06/11 40, 8.21 BAXI 1.8 080
LAN3OFA,
LAN30GA,
LAN3OHA
820547v01.xx,
820376v01.xx,
. 820549v01.xx
kﬂ’*s"faz’;})s'“g'e (SRED OnGuard
: FPE),
kﬂ’*s"g’;ecgjgd”a' 820556v01.xx
Nets Denmark A/S Ingenico  |Lanef5000 |LANS1DA (single  |SRED OnGuard 1 54304 |54 Nets Branch Norway v3.5.0,0nePA [18-11.01222.001.daa  |ECR 20200611 |BES AP Baxi 1 PNC-2020-
MSR head o SDE), 40, 8.21 081
820559v01.xx
camera) LANS1EA (SRED ANL)
(dual MSR head and N
comera) 820555v01.xx
(SRED AWL),
820565v01.xx
(SRED FF1)
LAN30AA,
LAN30BA,
LAN3O0CA, )
) LAN30DA, 820547v01.xx, BBS Apax  |P2Xiagent: PNC-2020-
Nets Denmark A/S Ingenico Lane/3000 LAN3OEA, 820561v01.xx 4-30310 5.x Nets Branch Norway v4.0.x, OnePA |20-08.01222.012 ECR 2020/12/04 40, 8.21 1352- 129
LAN30FA aa160157
LAN30GA,
LAN30HA Page: 4 (117)




* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032

E2EE Validation Status - 20260108

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POl vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor

2 - Point of Encryption POI

5 - Decryption HOST

Debit/Credit Application Information

Product Information

Protocol information

Case ID

820547v01.xx,
820376v01.xx,
) 820549v01.xx
LAN51BA (single (SRED OnGuard
MSR Head), FPE)
LAN51CA (dual :
MSR fead) (SRED Onderd BBS A baxi_agent- PNC-2020
Nets Denmark A/S Ingenico  |Lane/5000 |LAN51DA (single gDE) nGuard 14 20324 |5 Nets Branch Norway v4.0.x, OnePA  [20-08.01222.012 ECR 202012004 |, zﬁax 1352- e
MSR head and : T aa160157
820559v01.xx

camera) LAN5S1EA

(dual MSR head and | (SRED ANL),

camera) 820555v01.xx
(SRED AWL),
820565v01.xx
(SRED FF1)
820547v01.xx,
820376v01.xx,
820549v01.xx

MOV50AB (SRED OnGuard

MOV 5088 FPE),

MOV 50CB 820556v01.xx baxi_agent-

Nets Denmark A/S Ingenico | Move/sooo |MOVS0DE (SRED OnGuard 1, 50316 [5x Nets Branch Norway v4.0.x, OnePA  |20-08.01222.012 ECR 2020112004 [BBS AP 4355 PNC-2020-
MOV 50J8 SDE), 40, 8.21 22160157 131
(CTLS + Privacy 820559v01.xx
shield + Desktop (SRED ANL),

Case lid) 820555v01.xx
(SRED),
820565v01.xx
(SRED FF1)

LAN30AA,

LAN30BA, 820376 vO1.xx

LAN30CA, 820555 v01.xx

LAN30DA, 820548 v02.xx

LAN30EA, 820556 vO1.xx

Nets Denmark A/S Ingenico ~ |Lane/3000 tﬁ:ggz‘:{, ggggzg zg;:x 4-30310  |5.x Nets Branch Norway OnePA 7.0 SSF #: 23-47.00641.004|ECR 2023/06/21 Egsvé\;ax baxi-1.x PN%'221°23'
LAN30HA, 820565 vO1.xx
LAN30AN, 820548 v0B.xx
LAN30BN, 820548 v07.xx
LANS30EN, 820376 v02.xx
LAN30FN
LAN51BA (single
MSR Head), 820547v01.xx,

LAN51CA (dual 820376v01.xx,

MSR head) 820549v01.xx, BBS Apax PNC.2023.

Nets Denmark A/S Ingenico Lane/5000 [LANS51DA (single 820556v01.xx, 4-20324 5.x Nets Branch Norway OnePA 7.0 SSF #: 23-47.00641.004|ECR 2023/06/21 40 v27 baxi-1.x 022

, V.

MSR head and 820559v01.xx,

camera) LAN5S1EA [820555v01.xx,

(dual MSR head and |820565v01.xx

camera)
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* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032

E2EE Validation Status - 20260108

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POl vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor

2 - Point of Encryption POI

5 - Decryption HOST

Debit/Credit Application Information

Product Information

Protocol information

Case ID
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LAN30AA,
LAN30BA, 820376 vO1.xx
LAN3O0CA, 820555 v01.xx
LAN30DA, 820548 v02.xx
LAN3OEA, 820556 vO1.xx
) LAN3OFA, 820549 v01.xx NetsDenmark A/S Finnish SSF #: 23- BBS Apax ) PNC-2024-
Nets Denmark A/S Ingenico Lane/3000 LAN30GA, 820548 v03.xx 4-30310 5.x Branch OnePA 7.1 47.00641.004.23a ECR 2024/01/11 40, v27 baxi-1.x 005
LAN30HA, 820565 v01.xx
LAN30AN, 820548 v06.xx
LAN30BN, 820548 v07.xx
LANS3OEN, 820376 v02.xx
LAN30FN
LAN51BA (single
MSR Head), 820547v01.xx,
LAN51CA (dual 820376v01.xx,
MSR head) 820549v01.xx, - )
Nets Denmark A/S Ingenico  |Lane/5000 |LANS1DA (single  |820556v01xx,  |4-20324 |5 NetsDenmark A/S Finnish 1,105 7 4 SSF # 23- ECR 202401111 [BBS AP g x PNC-2024-
Branch 47.00641.004.22a 40, v27 004
MSR head and 820559v01.xx,
camera) LAN5S1EA [820555v01.xx,
(dual MSR head and |820565v01.xx
camera)
! 820547 vO1.xx, - BBS Apax40 PNC-2020-
Nets Denmark A/S Ingenico Lane/3000 |LAN30EA 820548 V02 xx 4-30310 5.x Nets Branch Norway 8.0.x (Viking) 20-08.01222.013 ECR 2021/03/01 8.21 BAXI 1.5 145
Nets Denmark A/S Ingenico  |Link/2500 | LIN25BA 820547 vO1.xx  |4-30326 |5 Nets Branch Norway 8.0.x (Viking)  [20-08.01222.013 ECR 2021/03/01 SEZ’? Apax40 [ 7x) 1.5 '1:’2‘5(:'2020'
! 820547 vO1.xx, - BBS Apax40 PNC-2020-
Nets Denmark A/S Ingenico Desk/3500 |DES35BB 820548 V02 xx 4-20321 5.x Nets Branch Norway 8.0.x (Viking) 20-08.01222.013 ECR 2021/03/01 8.21 BAXI 1.5 146
Nets Denmark A/S Ingenico  |Move/3500 |MOV35BB 820547 V01 XX, |4 50350 5 Nets Branch Norway 8.0.x (Viking)  |20-08.01222.013 Stand-alone 2021/03/01 |BBS APAX40 [0y 4 5 PNC-2020-
820548 v02.xx 8.21 146
DES32AB DES32BB
ggggggg DES32CB 550548 v02.xx
Nets Denmark A/S Ingenico | Desk/3500 |DES32DC DES35AB|E20348 V03X 1 h5an1 |5 Nets Branch Norway 8.2x (Viking)  |20-08.01222.013.aaa |ECR 202212108 |BBS AP0 [0y 4 5 PNC-2022-
820548 v06.xx 8.21 025
DES35BB DES35BC | go 0 ¥ 2
DES35CB DES35DB -
DES35DC




* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032

E2EE Validation Status - 20260108

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POl vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor

2 - Point of Encryption POI

5 - Decryption HOST

Debit/Credit Application Information

Product Information

Protocol information

Case ID
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MOV35AC
MOV35AQ
MOV35BB
MOV35BC
MOV35BQ
MOV35CB
A MOV35CC 820548 v02.xx y BBS Apaxdd PNC.2022
Nets Denmark A/S Ingenico Move/3500 [MOV35CQ 820548 v03.xx 4-20320 5.x Nets Branch Norway 8.2.x (Viking) 20-08.01222.013.aaa  |Stand-alone 2022/12/08 8.21 BAXI 1.5 025
MOV35DB 820548 v07.xx -
MOV35DC
MOV35DQ
MOV35EB
MOV35FB
MOV35JB
MOV35AB
820376 v01.xx
820555 v01.xx
LAN30AA LAN30BA |820548 v02.xx
LAN30CA LAN30DA |820556 vO1.xx
Nets Denmark A/S Ingenico ~ |Lane/3000 tﬁ:gggﬁ 'I'_m%%m ggggzg zg;:x 4-30310  |5.x Nets Branch Norway 82x(Viking)  [20-08.01222.013.aaa |ECR 2022112108 S_Ez’? Apax40 1paxi 1.5 ggl_lc-zozz-
LAN30AN LAN30BN [820565 vO1.xx
LAN30FN 820548 v0B.xx
820548 v07.xx
820376 v02.xx
LIN25AA LIN25BA |820376v01.xx
LIN25CA LIN25DA |820549v01.xx
LIN25EA LIN25FA |820556v01.xx
LIN25GA LIN25HA |820555v01.xx
Nets Denmark A/S Ingenico ~ [Link/2500 tmgg:&”ﬂﬁgﬁ A ggggggzg?::: 4-30326  |5.x Nets Branch Norway 82x (Viking) ~ [20-08.01222.013.aaa |ECR 2022112108 S_Ez’? Apax40 1paxi 1.5 52‘9(:'2022'
LIN25MA LIN25NA |820548v04.xx
LIN25BB LIN25DB  |820548v06.xx
LIN25FB LIN25HB |820376v02.xx
LIN25JB 820548v07.xx
820376 v01.xx
820555 v01.xx
LAN30AA LAN30BA |820548 v02.xx
LAN30CA LAN30DA |820556 vO1.xx
Nets Denmark A/S Ingenico  |Lane/3000 tﬁmgggﬁtﬁm%%m ggggzg zg;:x 430310 |5x Nets Branch Norway Viking 1.00.0  |SSF #: 22-47.00641.002| ECR 2023/04/04 S_Ez’? Apax40 [ 7x) 1.5 g("\‘sc'ZOZ?"
LAN30AN LAN30BN [820565 vO1.xx
LAN30FN 820548 v06.xx
820548 v07.xx
820376 v02.xx




* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032

E2EE Validation Status - 20260108

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POl vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor

2 - Point of Encryption POI

5 - Decryption HOST

Debit/Credit Application Information

Product Information

Protocol information

Case ID

DES32AB DES32BB
DESa25C DES32CB 820548 v02.xx
Nets Denmark A/S Ingenico  |Deski3500 |DES32DC DES35AB| 820348 VO3XX 1 359 5. Nets Branch Norway Viking 1.00.0  |SSF #: 22-47.00641.002| ECR 202304111 |BES APRXA0 [0y 1 5 PNC-2023-
820548 v06.xx 8.21 006
DES35B8 DES3SBC 2 210 ¥ 2
DES35CB DES35DB :
DES35DC
MOV35AC
MOV35AQ
MOV358B
MOV35BC
MOV35BQ
MOV35CB
MOV35CC 820548 v02.xx BES Apaxdd —
Nets Denmark A/S Ingenico Move/3500 [MOV35CQ 820548 v03.xx 4-20320 5.x Nets Branch Norway Viking 1.00.0 SSF #: 22-47.00641.002| Stand-alone 2023/04/11 8.21 BAXI 1.5 006
MOV35DB 820548 vO7.xx -
MOV35DC
MOV35DQ
MOV35EB
MOV35FB
MOV35J8
MOV35AB
820376v01.xx
LIN25AA LIN25BA ggggggzg:'::
LIN25CA LIN25DA (o2 /333" %
LIN2SEA LIN2SFA (222950 2
LIN25GA LINZSHA [o2 3050 =%
Nets Denmark A/S ingenico  [Linki2500 | "NZIALNESA go0548v04 (430326 [5x Nets Branch Norway Viking 1.00.0 | SSF #: 22-47.00641.002| ECR 202510404 [B55AP240 [ 1 5 PNC-2023-
LIN25MA LIN25NA |520548v04.xx
820548v06.xx
LIN25BB LIN2SDB (o2 295w 2%
LIN25FB LIN25HB -
LIN25JB 820548v06.xx
820376v02.xx
820548v07.xx
820376 vO1.xx
820555 vO1.xx
LAN3OAA LAN3OBA |820548 v02.xx
LAN3OCA LAN30DA |820556 vO1.xx
Nets Denmark A/S Ingenico  [Lane/3000 | ANOCA LANSORA 1820599 V0T 1430310 [5x Nets Branch Norway vikng 1010 [SSE® 22 ECR 2023104104 [B55AP240 [Bax) 1 5 w2023
LAN3OAN LAN30BN 820565 v01.xx
LAN3OFN 820548 v0B.xx
820548 v07.xx
820376 v02.xx
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* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032

E2EE Validation Status - 20260108

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POl vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor

2 - Point of Encryption POI

5 - Decryption HOST

Debit/Credit Application Information

Product Information

Protocol information

Case ID

DES32AB DES32BB
DESa25C DES32CB 820548 v02.xx
Nets Denmark A/S Ingenico | Desk/3500 |DES32DC DES35AB|S20948 VOS.XX 1) 5304 5x Nets Branch Norway Viking 1.01.0 | SSF #: 22 ECR 2023/04/04 |BBS APAX40 |5, yi 4 5 PNC-2023-
820548 v06.xx 47.00641.002.3aa 8.21 010
DES358B DES35BC | 520045 V90 XX
DES35CB DES35DB :
DES35DC
MOV35AC
MOV35AQ
MOV3588
MOV35BC
MOV358Q
MOV35CB
MOV35CC 820548 v02.xx
Nets Denmark A/S Ingenico  |Move/3500 [MOV35CQ 820548 V03.xx  |4-20320 |5 Nets Branch Norway Viing 1010 [958 ¥ 2 Stand-alone 2023/04/04 |BBS APEXA0 505 1 5 PNC-2023-
. . .aaa 8.21 010
MOV35DB 820548 V07 xx
MOV35DC
MOV35DQ
MOV35EB
MOV35FB
MOV35.8
MOV35AB
820376v01.xx
LIN25AA LIN25BA ggggggzg:'::
LIN25CA LIN25DA |320556¢01.xx
LIN25EA LIN25FA |320555v01 xx
LIN25GA LIN25HA |320548¢03.xx
Nets Denmark A/S ingenico  [Linki2500 | "NZIALNESA go0548v04xc  [4-30326  [5x Nets Branch Norway Vikng 1010  [SSFR 22 ECR 202510404 [B55AP240 [Bax) 1 5 PNC-2023-
LIN25MA LIN25NA |520548v04.xx
820548v06.xx
LIN25BB LIN25DB | 320548v06.xx
LIN25FB LIN25HB :
LIN25JB 820548v06.xx
820376v02.xx
820548v07.xx
820376 v01.xx
820555 v01.xx
LAN30AA LAN3OBA (820548 v02.xx
LAN3OCA LAN3ODA [820556 v01.xx
Nets Denmark A/S Ingenico  [Lane/3000 | ANOCA LANSORA 1820599 V0T 1430310 [5x Nets Branch Norway viing 1020  [SSF® 22 ECR 202510707 [B55AP240 [ 1.5 PC-2023
LAN3OAN LAN3OBN [820565 v01.xx
LANBOEN LAN3OFN [820548 v06.xx
820548 v07 xx
820376 v02.xx page: 5 (117)




* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032

E2EE Validation Status - 20260108

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POl vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor

2 - Point of Encryption POI

5 - Decryption HOST

Debit/Credit Application Information

Product Information

Protocol information

Case ID

Page: 10 (117)

DES32AB DES32BB
DESa25C DES32CB 820548 v02.xx
Nets Denmark A/S Ingenico | Desk/3500 |DES32DC DES35AB|S20948 VOS.XX 1) 5304 5x Nets Branch Norway Viking 1.02.0 | SSF #: 22 ECR 2023007/07 |BBS APAX40 |5, y1 4 5 PNC-2023-
820548 v06.xx 47.00641.002.baa 8.21 018
DES35B8 DES3SBC 2 210 ¥ 2
DES35CB DES35DB :
DES35DC
MOV35AC
MOV35AQ
MOV358B
MOV35BC
MOV35BQ
MOV35CB
MOV35CC 820548 v02.xx
Nets Denmark A/S Ingenico Move/3500 |MOV35CQ 820548 v03.xx 4-20320 5.x Nets Branch Norway Viking 1.02.0 E;S S:G 4212'002 baa ECR 2023/07/07 52? Apax40 BAXI 1.5 (F)’:\ISC-ZOZS-
MOV35DB 820548 v07.xx : 002 -
MOV35DC
MOV35DQ
MOV35EB
MOV35FB
MOV35J8
MOV35AB
820376v01.xx
LIN25AA LIN25BA ggggggzg:';:
LIN25CA LIN25DA [o2/333Y 1-%
LIN2SEA LIN2SFA (222950 2%
LIN25GA LINZSHA [o2 3050 =X
Nets Denmark A/S Ingenico  [Linki2500 | "NZIALNESA 2054804 [4-30326  [5x Nets Branch Norway Vikng 1020 [SSFR 22 ECR 202510707 [B55AP240 [Bax) 1.5 PNC-2023-
LIN25MA LIN25NA |520548v04.xx
820548v06.xx
LIN25BB LIN25DB (o2 295w 2%
LIN25FB LIN25HB -
LIN25JB 820548v06.xx
820376v02.xx
820548v07.xx




* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032

E2EE Validation Status - 20260108

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POl vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor

2 - Point of Encryption POI

5 - Decryption HOST

Debit/Credit Application Information

Product Information

Protocol information

Case ID

Page: 11 (117)

DES32AB DES328B
DES328C DES32CB 530548 vo2.xx
Nets Denmark A/S Ingenico | Deski3500 |DES32DC DES35AB| 220008 YOS XX 1450391 |5x Nets Branch Norway Viking 2.00 SSF #: 23-47.00641.005|ECR 20240131 |BBS APX40 [gr51 4 5 PNC-2024-
VOB.xx 8.21 006
DES35BB DES35BC | 520548 V06X
DES35CB DES35DB '
DES35DC
MOV3SAC
MOV35AQ
MOV3585
MOV35BC
MOV358Q
MOV35CB
_ MOV35CC 820548 v02.xx N _ B8 Apaxd0 PNG.2024.
Nets Denmark A/S Ingenico  |Move/3500 |MOV35CQ 820548 v03xx  |4-20320  |5.x Nets Branch Norway Viking2.00 | SSF #: 23-47.00641.005|ECR 20240131 (558 BAXI 1.5 o
MOV35DB 820548 V07 xx :
MOV35DC
MOV35DQ
MOV35EB
MOV35FB
MOV35.8
MOV35AB
820376 vO1.xx
820555 V01 xx
LAN30AA LAN3OBA |820548 v02.xx
LAN30CA LAN3ODA |820556 v01.xx
Nets Denmark A/S Ingenico  [Lane/3000 | ANOCA LANSORA 1820599 V0T 1430310 [5x Nets Branch Norway Viking 2.00 SSF #: 23-47.00641.005|ECR 20201731 [B55AP240 [Bax) 1.5 PN-2024-
LAN30AN LAN3OBN |820565 v01.xx
LAN3OEN LAN3OFN |820548 v06.xx
820548 V07 xx
820376 v02.xx




* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032

E2EE Validation Status - 20260108

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POl vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor

Nets Denmark A/S

Ingenico

Link/2500

LIN25AA LIN25BA
LIN25CA LIN25DA
LIN25EA LIN25FA
LIN25GA LIN25HA
LIN25IA LIN25JA
LIN25KA LIN25LA
LIN25MA LIN25NA
LIN25BB LIN25DB
LIN25FB LIN25HB
LIN25JB

2 - Point of Encryption POI

820376v01.xx
820549v01.xx
820556v01.xx
820555v01.xx
820548v03.xx
820565v01.xx
820548v04.xx
820548v04.xx
820548v06.xx
820548v04.xx
820548v06.xx
820376v02.xx
820548v07.xx

4-30326

Nets Branch Norway

5 - Decryption HOST

Viking 2.00

Debit/Credit Application Information

SSF #: 23-47.00641.005

ECR

Product Information

2024/01/31

BBS Apax40
8.21

Protocol information

BAXI 1.5

Case ID

PNC-2024-
009

Nets Denmark A/S

Ingenico

Lane/3000

LAN30AA LAN30BA
LAN30CA LAN30DA
LAN3OEA LAN30FA
LAN30GA LAN30HA
LAN30AN LAN30BN
LAN3OEN LAN30FN

820376 v01.xx
820555 v01.xx
820548 v02.xx
820556 v01.xx
820549 v01.xx
820548 v03.xx
820565 v01.xx
820548 v06.xx
820548 v07.xx
820376 v02.xx

4-30310

Nets Branch Norway

Viking 2.01

SSF #: 23-
47.00641.005.aaa

ECR

2025/01/14

BBS Apax40
8.21

BAXI 1.5

PNC-2024-
032

Nets Denmark A/S

Ingenico

Link/2500

LIN25AA LIN25BA
LIN25CA LIN25DA
LIN25EA LIN25FA
LIN25GA LIN25HA
LIN25IA  LIN25JA
LIN25KA LIN25LA
LIN25MA LIN25NA
LIN25BB LIN25DB
LIN25FB LIN25HB
LIN25JB

820376v01.xx
820549v01.xx
820556v01.xx
820555v01.xx
820548v03.xx
820565v01.xx
820548v04.xx
820548v04.xx
820548v06.xx
820548v04.xx
820548v06.xx
820376v02.xx
820548v07.xx

4-30326

Nets Branch Norway

Viking 2.01

SSF #: 23-
47.00641.005.aaa

ECR

2025/01/14

BBS Apax40
8.21

BAXI 1.5

PNC-2024-
033

Nets Denmark A/S

Ingenico

Desk/3500

DES32AB DES32BB
DES32BC DES32CB
DES32DB

DES32DC DES35AB
DES35BB DES35BC
DES35CB DES35DB
DES35DC

820548 v02.xx
820548 v03.xx
820548 v06.xx
820548 v07.xx

4-20321

Nets Branch Norway

Page: 12 (117)

Viking 2.01

SSF #: 23-
47.00641.005.aaa

ECR

2025/01/14

BBS Apax40
8.21

BAXI 1.5

PNC-2024-
034




* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032

E2EE Validation Status - 20260108

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POl vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor

2 - Point of Encryption POI

5 - Decryption HOST

Debit/Credit Application Information

Product Information

Protocol information

Case ID

MOV35AC
MOV35AQ
MOV358B
MOV35BC
MOV35BQ
MOV35CB
MOV35CC 820548 v02.xx
Nets Denmark A/S Ingenico  |Move/3500 |MOV35CQ 820548 V03.xx  |4-20320 |5 Nets Branch Norway Viking 2.01 o s ECR/Stand Alone | 2025/01/14 |BES APAX40 [ry 4 5 PNC-2024-
. . .aaa 8.21 034
MOV35DB 820548 vO7.xx
MOV35DC
MOV35DQ
MOV35EB
MOV35FB
MOV35J8
MOV35AB
820376 v01.xx
820555 v01.xx
LAN30AA LAN3OBA 820548 v02.xx
LAN30CA LAN3ODA 820556 v01.xx
! LAN3OEA LAN3OFA 820549 vO1.xx . SSF #: 23- BBS Apax40 PNC-2024-
Nets Denmark A/S Ingenico Lane/3000 LAN30GA LAN30HA | 820548 v03.xx 4-30310 5.x Nets Branch Norway Viking 2.02 47.00641.005.baa ECR 2025/01/14 8.21 BAXI 1.5 036
LAN30AN LAN3OBN 820565 v01.xx
LAN3OEN LAN3OFN 820548 v06.xx
820548 v07.xx
820376 v02.xx
LAN3BAAT-xxxX
LAN3BBAT-xxxX
LAN3B6CAT-xxxx
LAN36DA1-xxxx
LAN3BAA2-xXXX
LAN3BBA2-xxxX
Nets Denmark A/S Ingenico  |Lane/3600 |LAN36CAZ-ooxx | S20972V01XX 1) a0454 6.x Nets Branch Norway Viking 2.02 SSF #: 23- ECR 2025/01/14  |BBS APAX40 [y 4 5 PNC-2024-
82057008 xx 47.00641.005.baa 8.21 037
LAN36DA2-xxxx
LAN3BAB2-xXxX
LAN36CB2-xxxx
LAN36DB2-xxxx
LANBBEA2-xxxX
LAN3BFA2-xxXX
820376v01.xx
LIN25AA LIN25BA ggggggzg:'::
LIN25CA LIN25DA (o2 /333% 1%
LIN2SEA LIN2SFA (223950 2
LIN25GA LIN2SHA [o2 3050 5%
Nets Denmark A/S Ingenico  [Linki2500 "N LNZSA 82054804 [4-30326  [5x Nets Branch Norway Vikng202  [SFR S ECR 202500114 [B55AP240 [max) 15 PhN-2024-
820548v04.xx
LIN25MA LIN25NA (o2 2950 2
LIN25BB LIN25DB |22 295w 2%
LIN25FB LIN25HB -
LIN25JB 820548v06.xx
820376v02.xx
820548v07.xx Page: 13 (117)




* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032

E2EE Validation Status - 20260108

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POl vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor

Nets Denmark A/S

Ingenico

Desk/3500

DES32AB DES32BB
DES32BC DES32CB
DES32DB

DES32DC DES35AB
DES35BB DES35BC
DES35CB DES35DB
DES35DC

2 - Point of Encryption POI

820548 v02.xx
820548 v03.xx
820548 v06.xx
820548 v07.xx

4-20321

5.x

Nets Branch Norway

5 - Decryption HOST

Viking 2.02

Debit/Credit Application Information

SSF #: 23-
47.00641.005.baa

Product Information

ECR

2025/01/14

BBS Apax40
8.21

Protocol information

BAXI 1.5

Case ID

PNC-2024-

039

Nets Denmark A/S

Ingenico

Move/3500

MOV35AC
MOV35AQ
MOV35BB

MOV35BC
MOV35BQ
MOV35CB
MOV35CC
MOV35CQ
MOV35DB
MOV35DC
MOV35DQ
MOV35EB
MOV35FB

MOV35JB

MOV35AB

820548 v02.xx
820548 v03.xx
820548 v07.xx

4-20320

Nets Branch Norway

Viking 2.02

SSF #: 23-
47.00641.005.baa

ECR/Stand Alone

2025/01/14

BBS Apax40
8.21

BAXI 1.5

PNC-2024-
039

Nets Denmark A/S

Ingenico

Lane/3000

LAN30AA
LAN30BA
LAN30CA
LAN30DA
LAN30OEA
LAN3OFA
LAN30GA
LAN30OHA
LAN30AN
LAN30BN
LAN30EN
LAN30FN

820376 v01.xx
820555 v01.xx
820548 v02.xx
820556 v01.xx
820549 v01.xx
820548 v03.xx
820565 v01.xx
820548 v06.xx
820548 v07.xx
820376 v02.xx

4-30310

Nets Branch Norway

Viking 2.03

SSF #: 23-
47.00641.005.caa

ECR

2025/06/12

BBS Apax40
8.21

BAXI 1.5

PNC-2025-
002

Nets Denmark A/S

Ingenico

Lane/3600

LAN3BAAT-xxxx
LAN36BA1-xxxx
LAN3BCA1-xxxx
LAN3BDA1-xxxx
LAN3BAA2-xxxx
LAN36BA2-xxxx
LAN3BCA2-xxxx
LAN3BDA2-xxxx
LAN3BAB2-xxxx
LAN36CB2-xxxx
LAN36DB2-xxxx
LAN3BEA2-xxxx

820572v01.xx
820570v08.xx

LAN3BFA2-xxxx

4-30481

6.x

Nets Branch Norway

Viking 2.03

Page: 14 (1177

SSF #: 23-
47.00641.005.caa

ECR

2025/06/12

BBS Apax40
8.21

BAXI 1.5

PNC-2025-
003




* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032

E2EE Validation Status - 20260108

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POl vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor

2 - Point of Encryption POI

5 - Decryption HOST

Debit/Credit Application Information

Product Information

Protocol information

Case ID

820376v01.xx
LIN25AA LIN25BA ggggggzg:'::
LIN25CA LIN25DA |320556¢01.xx
LIN25EA LIN25FA | 320595¢01 xx
LIN25GA LIN25HA |320548¢03.xx
Nets Denmark A/S Ingenico  [Linki2500 "N LNZSA a20548v04xc  [4-30326  [5x Nets Branch Norway viing203  [SSF® 2 ECR 202510812 [B55AP240 [Bax) 1.5 PN 2025
820548v04.xx
LIN25MA LIN25NA |320548¢04 xx
LIN25BB LIN25DB | 320548v06.xx
LIN25FB LIN25HB :
LIN25JB 820548v06.xx
820376v02.xx
820548v07.xx
DES32AB DES32BB
D SagBC DESI2CB 820548 v02.0x
Nets Denmark A/S Ingenico | Deski3500 |DES32DC DES35AB| 220008 YOS XX 14 50391 |5x Nets Branch Norway Viking2.03 | S5F # 25 Stand-alone/ECR | 2025106112 |E05 AP3X40 Jaax) 1 5 PNGC-2025-
VOB.xx 47.00641.005.caa 8.21 006
DES35BB DES35BC | 220015 V00X
DES35CB DES35DB :
DES35DC
MOV35AC
MOV35AQ
MOV358B
MOV35BC
MOV35BQ
MOV35CB
MOV35CC 820548 v02.xx
Nets Denmark A/S Ingenico Move/3500 |MOV35CQ 820548 v03.xx 4-20320 5.x Nets Branch Norway Viking 2.03 SSF #: 23- Stand-alone/ECR 2025/06/12 BBS Apax40 BAXI 1.5 PNC-2025-
47.00641.005.caa 8.21 007
MOV35DB 820548 v07 xx
MOV35DC
MOV35DQ
MOV35EB
MOV35FB
MOV35.8
MOV35AB
LAN30AA
LAN30BA 820376 v01.xx
LAN3OCA 820555 v01.xx
LAN30DA 820548 v02.xx
LAN3OEA 820556 v01.xx
! LAN30FA 820549 v01.xx o SSF #: 23- Sofie Apaxd0 |Sofie A1 | [PNC-2025-
Nets Denmark A/S Ingenico Lane/3000 LAN30GA 820548 v03.xx 4-30310 5.X Nets Branch Norway Viking 2.04 47.00641.005.daa ECR 2025/10/24 VBxxX P 15 011
LAN3OHA 820565 v01.xx
LAN30AN 820548 v06.xx
LAN30BN 820548 v07 xx
LANOEN 820376 v02.xx
LAN3OFN Page: 15 (117)




* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032

E2EE Validation Status - 20260108

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POl vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor

2 - Point of Encryption POI

5 - Decryption HOST

Debit/Credit Application Information

Product Information

Protocol information

Case ID

Page: 16 (117)

LAN3BAAT-XXXX
LAN36BA1-xxxx
LAN3BCA1-xxxx
LAN3BDA1-xxxx
LAN3BAA2-xXXX
LAN36BA2-xxxx . N N
Nets Denmark A/S Ingenico  [Lane/3600 |LAN3GCAZxocx 9o 2VOLX 14 30481 {6.x Nets Branch Norway Viking2.04 | S5F # 25 ECR 2025/10/24 | SOMe Apaxd0[Sofie BAXI | PNC-2025-
VOBxx 47.00641.005.daa VB.xx 15 012
LAN3BDA2-xxxx
LAN3BAB2-xxxX
LAN36CB2-xxxx
LAN36DB2-xxxx
LAN3BEA2-xxxX
LAN3BFA2-xxxx
820376v01.xx
LIN25AA LIN25BA | S20549v07 XX
LIN25CA LIN25DA |S20550v07 X
LINZSEA LIN2GFA | S20555v01 X
LIN25GA LIN25HA |520548v08.xx
! . LIN25IA  LIN25JA : . SSF #: 23- Sofie Apaxd0 |sofie BAXI | |PNC-2025-
Nets Denmark A/S Ingenico Link/2500 LIN25KA LIN25LA 820548v04.xx 4-30326 5.x Nets Branch Norway Viking 2.04 47.00641.005.daa ECR 2025/10/24 VB.xxX 15 013
820548v04.xx
LIN25MA LIN25NA
820548v06.xx
LIN25BB LIN25DB
820548v04.xx
LIN25FB LIN25HB
v 820548v06.xx
820376v02.xx
820548v07 xx
DES32AB DES32BB
D SagBC DESI2CB 820548 v02.0x
Nets Denmark A/S Ingenico | Deski3500 |DES32DC DES35AB| 220008 YOS XX 14 50391 |5x Nets Branch Norway Viking 2.04 SSF # 23- Stand-alone/ECR | 2025710124 |S0fi€ Apax40 |Sofie BAXI | {PNC-2025-
VOB.xx 47.00641.005.daa VB.xx 15 015
DES35BB DES35BC | S2005 V00X
DES35CB DES35DB :
DES35DC




* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032

E2EE Validation Status - 20260108

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POl vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor

2 - Point of Encryption POI

5 - Decryption HOST

Debit/Credit Application Information

Product Information

Protocol information

Case ID

MOV35AC
MOV35AQ
MOV35BB
MOV35BC
MOV35BQ
MOV35CB
MOV35CC 820548 v02.xx . ) )
Nets Denmark A/S Ingenico  |Move/3500 |MOV35CQ 820548 v03.xx  |4-20320 |5 Nets Branch Norway viing204  [SSF® 2% Stand-alone/ECR | 202511024 |50f1e Apaxd0|Sofie BAXI  { {PNC-2025-
. .005.daa v8.xx 1.5 016
MOV35DB 820548 v07.xx
MOV35DC
MOV35DQ
MOV35EB
MOV35FB
MOV35JB
MOV35AB
LAN30AA,
LAN3OBA, 820376 v01.xx
LAN3OCA, 820555 v01.xx
LAN3O0DA, 820548 v02.xx
LAN3OEA, 820556 v01.xx
. LAN30FA, 820549 v01.xx Nets Denmark A/S Finnish SSF #: 23- Apax40 & Sofie Baxi PNC-2026-
Nets Denmark A/S Ingenico |Lane/3000 | ‘aAN30GA, 820548 v03 xx | 30310 |5 Branch (OmniPass) OnePA 8.2 47.00641.006.baa ECR 2025112119 oy g xx  [vexx 001
LAN3OHA, 820565 v01.xx
LAN30AN, 820548 v06.xx
LAN3OBN, 820548 v07.xx
LAN3OEN, 820376 v02.xx
LAN3OFN
820376v01.xx,
820376v01.xx
(Security
Services),
820376v02.xx
(Security
Services),
820547v01.xx,
! 820547v01.xx
knl-\shlj?slizgd()s ingle (Core Firmware),
LAN51CA (r’jual 820549v01.xx
MSR head) (SRED OnGuard
. . FPE), Nets Denmark A/S Finnish SSF #: 23- Apax40 & Sofie Baxi PNC-2026-
Nets Denmark A/S Ingenico Lane/5000 I’:A/-\Shésaggj(as::c?le 820555v01.xx 4-20324 5.x Branch (OmniPass) OnePA 8.2 47.00641.006.baa ECR 2025/12/19 TLV vB.xx VB.xxX 002
camera) LANS1EA g;sz';sE?e:(\)l;l l;));(SR
(dual MSR head and .
comera) ED OnGuard
SDE),
820559v01.xx
(SRED ANL),
820565v01.xx
(SRED FF1),
820376v02.xx,
820376v04.xx
(Security
Services)
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* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032

E2EE Validation Status - 20260108

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POl vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor

2 - Point of Encryption POI

5 - Decryption HOST

Debit/Credit Application Information

Product Information

Protocol information

Case ID

820571v01.xx
(Core Firmware),
820376v12.xx
(Security
Services),
820555v01.xx
(SRED AWL),
820549v01.xx
Nets Denmark A/S Ingenico  |Lane/5000  |LAN52BA1-xxxx f:SPR;EiD OnGuard |} 20375 |6 ggzg\e(’gﬁ:fplss)’: nh onepasa  [SSFERZS ECR 2025112i19 |APXA0 & - [Sofle Baxi PG 2026-
820556v01.xx(SR
ED OnGuard
SDE),
820565v01.xx
(SRED FF1),
820376v14.xx
(Security
Services)
LAN30AA,
LAN30BA,
LAN30CA,
Nets Oy Ingenico Lane/3000 tﬁ:ggg: ggggg:zg:x 4-30310 5.x Nets Branch Norway v3.0.0 18-11.01222.001 ECR 2019/04/04 |BBS Apax 40 |- PN%'227019'
LAN3OFA,
LAN30GA,
LAN30HA
Fujian TLSv1.2/Npa
Newiand 0332 XX_XXX0KXX 0332 XX_XXXKX éateway+JS Nexi POS API| | PNC-2025-
Nexi Digital Finland Oy Payment N950 NC_01_xx_02_xx - 4-30504 6.x Npay Gateway - Not Applicable Stand-alone/ECR 2025/09/30
Technology XX XXX ONRPC 2.0 |v1.0 009
Co. Ltd based ptfront
o APL, v1.0
Fujian TLSv1.2/Npa
Newland y .
Nexi Digital Finland Oy ~ |Payment ~ |P300 NX_37_xx_00_xx | 03— X000y 50506 |6.x Npay Gateway 03410 3000\ ot Applicable Stand-alone/ECR | 202509/30 |S21eWay*JS [Nexi POS APIf f PNC-2025-
Technology xx XXX ONRPC 2.0 |v1.0 010
Co. Ltd based ptfront
o AP, v1.0
Shanghai
Rely IT Sunm . |Tes10 gglg:gg;:xi V1.0 490244 |6x Swedbank Pay 13.x 25.47.01632.001 Stand-Alone 205112 S99 fa PNC-2025-
gy Co.,Ltd.
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E2EE Validation Status - 20260108

* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POl vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 - SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information R fEZEE Protocol information Case ID
eference
Manufacturer
PCI PTS name:
: . facture | Terminal : ScftwareAversmn PCI PTS Appltoval Device modeI:A HOST or HOSTs used for the Scftwar‘e ver5|f)n PCI SSC's S‘SF Reference # Intended E2EE Validation Terminal to Terminal to
Terminal vendor F name: model: Hardware version: for Security Approval Version: Hardware version: - for Debit/Credit |or alternatively PCI G i host ECR Protcol PNC Case ID
. : Application: Number(s): [Expiry dates |Software version P! Application: SSC’s PA-DSS Reference # : protocol
see * above] |for Security
Application:
Flexible ECR
Castles FW: xxx-xx1x- setaiso  |Protocol PNC-2023-
Seita Technologies Oy Technology [MP200 MP200-HW-v1.05 N 4-80053 5.x Seita Technologies oy 2.1.0.0 22-47.01038.001.aaa Stand-alone/ECR 2023/06/15 Generic POS
Xxx2x-xx23-0028 8583 v2.9.0 013
Co. Ltd Protocol
v2.30, v0.20
VEGA3000-HW- FW: XX2X-XX2X- Flexible ECR
Castles v1.4.xxxx-A (Telit xx3;<-xx19 Seita 1SO Protocol, PNC-2023-
Seita Technologies Oy Technology |Vega3000 |GPRS), VEGA3000- ! ! 4-30332 5.x Seita Technologies oy 2.1.0.0 22-47.01038.001.aaa  |Stand-alone/ECR 2023/06/15 Generic POS
FW: 0028-xx35- 8583 v2.9.0 016
Co. Ltd HW-1.4.xxxx-E XX32-xx20 Protocol
(Quectel GPRS) v2.30, v0.20
Flexible ECR
Castles ) . Protocol,
Seita Technologies Oy [ Technology |Saturn1oop [SATURN 1000-HW- FW: 131000000 |y 30416 |6 Seita Technologies oy 2.1.0.0 22-47.01038.001.02a  |Stand-alone/ECR | 20230615 |S618150 Genericpog [ [ PNC-2023-
V2.00.xxx 1.4.1.XXXXXX 8583v2.9.0 014
Co. Ltd Protocol
v2.30, v0.20
VEGA3000-HW- FW: XX2X-XX2X- Flexible ECR
Castles v1.4.xxxx-A (Telit N 5 . Protocol,
Seita Technologies Oy |Technology [VEGA3000 |GPRS), VEGA3000- | X3XXX19: 430332 5.x Seita Technologies oy EMVSuite v |55.47.01038.002 Stand-alone/ECR | 2025112712 |SEM8HOST Goneicpog [ | PNC-2025-
FW: 0028-xx35- 24.00 ISO 8583 020
Co. Ltd HW-1.4.xxxx-E XX32-xx20 Protocol
(Quectel GPRS) v2.42,v0.29
Castles FW: 1.3.2.xxxxxX Elr‘z(':(:;ECR
Seita Technologies Oy | Technology |Saturn1ogp | SATURN1000-HW- - 1.4.2.0000x 4-30416 6.x Seita Technologies oy EMVSuite v 25-47.01038.002 Stand-alone/ECR | 202512112 |38t HOST N neric pos | | PNC-2025-
V2.00.xxxx 1.3.1.XXXXXX 2.4.0.0 ISO 8583 021
Co. Ltd 1.4.1 500000 Protocol
T v2.42,v0.29
Flexible ECR
Castles ) 5 . Protocol,
Seita Technologies Oy | Technology |V3CT3 HW-V2.00 FW:xx2x303%- |4 30509 6.x Seita Technologies oy EMVSuite v 25-47.01038.002 Stand-alone/ECR | 202512112 |S8tBHOST N neric pos | | PNC-2025-
Xx3x-xx20 24.00 ISO 8583 022
Co. Ltd Protocol
v2.42,v0.29
Flexible ECR
Castles " " Protocol
. . MP200-HW-v1.04  [FW: xx2x-xx3x- . ) EMVSuite v Seita HOST L PNC-2025-
Seita Technologies Oy Technology [MP200 MP200-HW-v1.05  |xx3x-xx20 4-80053 5.x Seita Technologies oy 24.00 25-47.01038.002 ECR 2025/12/12 1SO 8583 Generic POS 023
Co. Ltd Protocol
v2.42,v0.29
Flexible ECR
Castles ) 5 . Protocol,
Seita Technologies Oy | Technology |V3P3 HW-V1.40 FW:xx2xx03x- |4 g0g73 6.x Seita Technologies oy EMVSuite v 25-47.01038.002 ECR 2025112112 |SSBHOST o ericpos | | PNC;2025-
Xx3x-xx20 24.00 ISO 8583 024
Co. Ltd Protocol
v2.42,v0.29
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E2EE Validation Status - 20260108

* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POl vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 - SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information R fEZEE Protocol information Case ID
eference
Manufacturer
PCI PTS name:
: . facture | Terminal : ScftwareAversmn PCI PTS Appltoval Device modeI:A HOST or HOSTs used for the Scftwar‘e ver5|f)n PCI SSC's S‘SF Reference # Intended E2EE Validation Terminal to Terminal to
Terminal vendor F name: model: Hardware version: for Security Approval Version: Hardware version: - for Debit/Credit |or alternatively PCI G i host ECR Protcol PNC Case ID
. : Application: Number(s): [Expiry dates |Software version P! Application: SSC’s PA-DSS Reference # : protocol
see * above] |[for Security
Application:
S1E2-L: HW-V1.00 Flexible ECR
SS1E2 FW: 1.4.1.xxxxxx
Castles S1E2: HW-V1.00 5 . Protocol,
Seita Technologies Oy [ Technology |12 STEON: HW-y1.00 | 141000000y g0075 16 Seita Technologies oy EMVSuie v |55.47.01038.002 ECR 202571212 3818 HOST | Generic pos | | PNC-2025-
S1E2N . 1.1.1.XXXXXX 24.0.0 ISO 8583 025
Co. Ltd S1E2N-L S1E2N-L: HW-V- 12,1 50000 Protocol
1N.00 - v2.42,v0.29
Flexible ECR
Casties EMVSuite v Seita HosT |Frotocel PNC-2025-
Seita Technologies Oy Technology [S1MINI2 HW-V-1E.00 FW: 1.6.1.xxxxxx |4-80091 6.x Seita Technologies oy 25-47.01038.002 ECR 2025/12/12 Generic POS
24.0.0 ISO 8583 026
Co. Ltd Protocol
v2.42, v0.29
Flexible ECR
Castles EMVSuite v Seita HosT |Frotocoh PNC-2025-
Seita Technologies Oy Technology |S1P2 HW-V-1D.00 FW: 1.6.1.xxxxxx [4-80092 6.x Seita Technologies oy 25-47.01038.002 ECR 2025/12/12 Generic POS
24.0.0 ISO 8583 027
Co. Ltd Protocol
v2.42, v0.29
Flexible ECR
Castles EMVSuite v Seita HosT |Frotocoh PNC-2025-
Seita Technologies Oy Technology [S1F4 PRO  |HW-V-1G.00 FW: 1.6.1.xxxxxx [4-80094 6.x Seita Technologies oy 25-47.01038.002 Stand-alone/ECR 2025/12/12 Generic POS
24.0.0 ISO 8583 028
Co. Ltd Protocol
v2.42,v0.29
LAN36AA2-xxXX,
LAN36AB2-xxxx,
LAN36BA1-xxxX,
LAN36BA2-xxxX,
LAN3BCA1-xxxx, FW: Flexible ECR
LAN36CA2-xxxx, y . Protocol,
Seita Technologies Oy |Ingenico  [Lane/3600  [LAN36CB2xxxx,  |S20376V120% 1y 55401 |6 Seita Technologies oy 2200 2247.01038.001baa  |Stand-alone/ECR | 2023112712 |SEM810 Genericpog [ | PNC-2023-
820570v07.xx 8583v2.9.0 039
LAN36DA1-xxxx, 820571v01.xx Protocol
LAN36DA2-xxxx, ) v2.30, v0.20
LAN36DB2-xxxx,
LAN3B6EA2-xxxX,
LAN36FA2-xxxx,
LAN3B6AA1T-XxXXX,
Flexible ECR
" Protocol
" . . . Fw: . . Seita ISO iy PNC-2023-
Seita Technologies Oy Ingenico Link/2500 LIN25LA 820547v01.xx 4-30326 5.x Seita Technologies oy 2200 22-47.01038.001.baa  |Stand-alone/ECR 2023/12/12 8583 v2.9.0 g;?sg; POS 040
v2.30, v0.20
A920Pro-xxx-Rx5-
0xxx
A920Pro-xxx-Rx5-
PAX 1xxx Swedbank Pay nexo nexo Retailer PNC-2024-
Swedbank PayEx AB Technology A920 PRO A920Pro-xxx-RX5- 25.00.xxxx 4-40273 5x POSPay 13.0 24-47.01090.001 ECR/Stand Alone 2024/09/06 Acquirerv8  |v3.1 012
2Xxx
A920Pro-xxx-Rx5- .
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* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032

E2EE Validation Status - 20260108

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POl vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor

2 - Point of Encryption POI

4 - SAM-card

5 - Decryption HOST

Debit/Credit Application Information

Product Information

Protocol information

Case ID

Swedbank Payex AB  [F2 AS20 PRO | AI20PIOIRXE- o 0 sk 440333 [6x POSPay Swedbank Pay |54.47.01090.001 ECR/Stand Alone | 2024109106 |7%X°. nexo Refailer | | PNC-2024-
echnology 0xxx 1.3.0 Acquirer v8 |v3.1 013
Swedbank PayEx AB  |72X A35 A35-xxx-RXE-0xxx | 26.00.xxx 4-40305  |6.x POSPay Swedbank Pay 54 47.01090.001 ECR 2024109/06  [2*°. nexo Refaier [ | PNC-2024-
Technology 1.3.0 Acquirer v8  |v3.1 014
PAX A30-xxx-Rx5-0xxx Swedbank Pay nexo nexo Retailer PNC-2024-
Swedbank PayEx AB |20 1A30 o o O |25.00.x00¢ 430407 |5 POSPay P 24-47.01090.001 ECR 20240008 30 e [vad o
Vault: 7.x.x
y 0 0.00. AppM: 11.x.x PRP using . g .
Verifone Inc. veriFone | vaoo H105-07x000-00- | “Vrsrep: | 410281 |5 Verifone Payment Gateway |VEPPNB23.0x|  17-08.00154.122  |ECR 2018/0403 |POS 03001 |EDASRetall | f PNC-2018
nc BO v2.0 100
7 X.XXXX 12.04
VFOP: 1.x.x
HA05-07-x0-xx0-00- )
BO, H405-07-00-xx0- Ava‘,’\l'lt_' 17%")'(";(
00-B0 (M400), H405-| /PP 11.X-X,
VFSRED: !
VeriFone 07-30-xx0-00-B0 | 7 ,  sxx, VFOP: VEPP NB PRPUSING  |EpAS Retail | | PNC-2018-
Verifone Inc. M400 (M400 WiFiBT), | XX20% O g q0231 |5 Verifone Inc. 18.08.00154.129 ECR 2018/09/20 |POS 03001
Inc 1.x.x, VAULT: 2.4.0.x.x v2.0 139
H405-07-0000-00- | g% 0 12.04
B1 (M400), H405-07-| > X% /PP
30-xx0-00-B1 (M400 12'X'Xé\f(F)(SRED'
WIF/BT) X
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* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032

E2EE Validation Status - 20260108

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POl vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor

2 - Point of Encryption POI

4 - SAM-card

5 - Decryption HOST

Debit/Credit Application Information

Product Information

Protocol information

Case ID

H435-07-02-xxx-x0-
B0, H435-07-32-xxx-| Vault: 7.x.x.x,
X0-BO, H435-07-02- | AppM: 11.x.x.X,
. xx0-x0-A0, H435-07-| SRED: 7.x.x.x, PRP using "
Verifone Inc. ::]ec"':""e Eﬁg’/ P400 02-xx0-x0-A1  |OP: 1.x.x, VAULT:|4-10239 5 Verifone Payment Gateway \Z/EFE)PXT(B 18.08.00154.129 ECR 2018/09/20 |POS 03001 "/5; QS Retail PN(i'geom'
(P400), H435-07-32-|  8.x.x, AppM: 40X 12.04 :
xx0-x0-A0, H435-07-| 12.x.x, VFSRED:
32-xx0-x0-A1 (P400 9.x.X
Plus)
Vault: 6.x.x
VeriFone 2375_07_38_)(“_)(1_ Cﬁg"é:lz}ao-';); x PRP using PNC-2018-
Verifone Inc. | V400m . L 4-30260 5.x Verifone Payment Gateway |VEPP NB 2.3.0.x|17-08.00154.122 Stand-alone 2018/04/03 |POS 03001
nc H475-07-70-xxx-x1- |VFOP: 1.x.x 099
. 12.04
BO Vault: 7.x.x
AppM: 11.x.x
VAULT: 6.x.X,
AppM: 10.x.X,
H475-07-38-xxx-x1- | VFSRED: 7.x.x,
y BO (V400m Plus VFOP: 1.x.x, PRP using .
Verifone Inc. veriFone  |vaoom 3G), H475-07-70-xxx| VAULT: 7xx, |4-30260  |5.x Verifone Payment Gateway [» 5+ " 17-08.00154.129 ECR 201810020 [POS 03001 [PASRetal | | PNC2018-
x1-BO (V400m Plus | AppM: 11.x.x, e 12.04 .
4G) VAULT: 8.x.x,
AppM: 12.x.X,
VFSRED: 9.x.x
VAULT: 6.x.X,
AppM: 10.x.X,
H445-07-30-0xx-00- | /egpEp: 7.,
BO (BT/WiFi), VEOP: 1 xx
) VeriFone H445-07-34-0xx-00- XX ) VEPP NB POS 03001 |EPAS Retail PNC-2019-
Verifone Inc. Inc E285 BO (2G/BT/WIFi), VAULT. 7.x.x, [4-30276 5.x Verifone Payment Gateway 250xx 18-08.00154.131 ECR 2019/01/10 12.04 v2.0 002
AppM: 11.x.X,
H445-07-38-0xx:00- | 20 510
BO (BG/BTWIFI) | a o 1o
VFSRED: 9.x.x
H405-07-x0-xx0-00- .
B, H405-07-00x0-|  YAULT: Tx.
00-BO (M400), H405- %)FS-REI-D" g
i 07-30-xx0-00-B0 | , VFOP: VEPP NB POS 03001 |EPAS Retail PNC-2019
Verifone Inc. Ye”F""e M400 (M400 WiFi/BT), | XXX VEOR 14 10231 5. Verifone Payment Gateway 18-08.00154.131 ECR 2019/01/10 etai 2015
nc 1.xx, VAULT: 25.0.%. 12.04 v2.0 003
HA05-07-00,0x0-00- | g% L)
B1 (M400), H405-07-| "% .
3000-00-B1 (Mago | 12X, VFSRED:
WiFi/BT) X
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* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032

E2EE Validation Status - 20260108

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POl vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor

2 - Point of Encryption POI

4 - SAM-card

5 - Decryption HOST

Debit/Credit Application Information

Product Information

Protocol information

Case ID

Page: 23 (117)

H435-07-02-xxx-x0-
B0, H435-07-32-xxx-| VAULT: 7.x.x,
x0-B0, H435-07-02- AppM: 11.x.X,
. xx0-x0-A0, H435-07-| SRED: 7.X.x.X, .
Verifone Inc. VeriFone - |PA00400 | 02.xx0-x0-A1 OP: 1xx,  |4-10230 |5 Verifone Payment Gateway [y \® 18-08.00154.131 ECR 20tai0110 [0S 03001 EPAS Retall | ] PNC-2015-
(P400), H435-07-32-| VAULT: 8.x., 20X . :
xx0-x0-A0, H435-07-| AppM: 12.x.x,
32-xx0-x0-A1 (P400 | VFSRED: 9.x.x
Plus),
VAULT: 7.x.x,
AppM: 11.x.x,
. VFSRED: 7.x.x.x, "
Verifone Inc. VeriFone |y49 SUB179-xx2-02-A VFOP: 1.xx, |4-10241 5 Verifone Payment Gateway | /5" NB 18-08.00154.131 Stand-alone 20190110 |FOS 03001 EPAS Retail PNC-2019-
Inc ) 2.5.0.x.X 12.04 v2.0 005
VAULT: 8.x.x,
AppM: 12.x.x,
VFSRED: 9.x.x
VAULT: 6.x.x,
AppM: 10.x.X,
VFSRED: 7.x.X,
. H475-07-38-xxx-x1- VFOP: 1.x.x, .
Verifone Inc. veriFone  |vaoom BO H475- | VAULT: 7xx, |4-30260 |5 Verifone Payment Gateway | o+ NB 18-08.00154.131 Stand-alone 20190110 |FOS 03001 [EPASRetail | | PNC-2019-
nc 25.0.%. 12.04 v2.0 009
07-70-xxx-x1-B0O AppM: 11.x.X,
VAULT: 8.x.x,
AppM: 12.x.X,
VFSRED: 9.x.x
Verifone Inc. ECR
H425-07-03-x0x-xx- Xﬁ;’h'f#:‘)’:'
VeriFone  |V400c 5&3:“(‘\320%1)0 500 VESRED: 7xx, VEPP NB PROP using |p0,q Retail | | PNC-2010-
g . VFOP: 1.x.x, 430306 |5.x Verifone Payment Gateway 19-08.00154.132 2019/05/24 |POS 03001
Inc V400c Plus  |H425-07-33-XXX-XX- . 2.6.0.x.x v2.0 041
VAULT: 8.x.x, 12.04
B0, H425-07-33-xxx-| | Stand-Alone
xx-B1 (V400c Plus) |/\PPM: 12.xx,
VFSRED: 9.x.x
H475-07-38-xxx-x1- |VAULT: 7.x.x, ECR
BO (V400m Plus  |AppM: 11.x.x,
) 3G), H475-07-70-xxx| VFSRED: 7.x.X, PROP using )
Verifone Inc. ::]ec”':""e V400m x1-BO (V400m Plus |VFOP: 1.xx, 4-30260 5 Verifone Payment Gateway \zl'ész'iB 19-08.00154.132 2019/05/24 |POS 03001 "/5; G\S Retail PN%—422019-
4G), H475-07-F0-  |VAULT: 8.x., 0.0.x 12.04 :
xxx-x1-BO (V400m  |[AppM: 12.x.x, Stand-Alane
Plus 4G WW) VFSRED: 9.x.x




* INFO BOX

EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032

E2EE Validation Status - 20260108

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POl vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor

Verifone Inc.

VeriFone
Inc

e285

H445-07-30-0xx-00-
BO (BT/WiFi), H445-
07-34-0xx-00-B0
(2G/BT/WiFi), H445-
07-38-0xx-00-B0
(3G/BT/WiFi)

2 - Point of Encryption POI

VAULT: 6.x.X,
AppM: 10.x.x,
VFSRED: 7.x.x,
VFOP: 1.x.x,
VAULT: 7.x.x,
AppM: 11.x.x,
VAULT: 8.x.x,
AppM: 12.x.x,
VFSRED: 9.x.x

4-30276

5.x

5 - Decryption HOST

Verifone Payment Gateway

VEPP NB
2.6.0.x.x

Debit/Credit Application Information

19-08.00154.132

ECR

Product Information

2019/05/29

PROP using
POS 03001
12.04

Protocol information

EPAS Retail
v2.0

Case ID

PNC-2019-
038

Verifone Inc.

VeriFone
Inc

P400/P400

Plus

H435-07-02-xxx-x0-
B0, H435-07-32-xxx-
x0-B0, H435-07-02-
xx0-x0-A0, H435-07-
02-xx0-x0-A1
(P400), H435-07-32-
xx0-x0-A0, H435-07-
32-xx0-x0-A1 (P400
Plus), H435-07-02-
xxx-x0-BO (P400),
H435-07-32-xxx-x0-
BO (P400 Plus),
H435-07-02-xx0-x0-
A0 (P400), H435-07-
32-xx0-x0-A0 (P400
Plus), H435-07-02-
xxx-x0-A2 (P400),
H435-07-02-xxx-x0-
B1 (P400), H435-07-
32-xxx-x0-A2 (P400
Plus), H435-07-32-
xxx-x0-B1 (P400
Plus)

Vault: 7.x.x.x,
AppM: 11.X.X.X,
SRED: 7.X.x.X,

OP: 1.x.x, VAULT:

8.x.X, AppM:
12.x.x, VFSRED:
9.X.X

4-10239

Verifone Payment Gateway

VEPP NB
2.6.0.x.x

19-08.00154.132

ECR

2019/05/29

PROP using
POS 03001
12.04

EPAS Retail
v2.0

PNC-2019-
040

Verifone Inc.

VeriFone
Inc

M400

H405-07-x0-xx0-00-
B0, H405-07-00-xx0-
00-BO (M400), H405-
07-30-xx0-00-B0

(M400 WiFi/BT),

H405-07-00-xx0-00-
B1 (M400), H405-07-

WIFi/BT)

30-xx0-00-B1 (M400 9

Vault: 7.x.x,
AppM: 11.x.x,
VFSRED:

7 .x.x.xxx, VFOP:
1.x.x, VAULT:
8.x.x, AppM:
12.x.x, VFSRED:
XX

4-10231

Verifone Payment Gateway

VEPP NB
2.6.0.x.x

19-08.00154.132

ECR

2019/05/29

PROP using
POS 03001
12.04

EPAS Retail
v2.0

PNC-2019-
039

Verifone Inc.

VeriFone
Inc

V400c

H425-07-03-xxx-xx-
BO, H425-07-03-xxx
xx-B1 (V400c),
H425-07-33-xxx-xx-
B0, H425-07-33-xxx
xx-B1 (V400c Plus)

VAULT: 7.x.x,
AppM: 11.x.x,
VFSRED: 7.x.x,
VFOP: 1.x.x,
VAULT: 8.x.x,
AppM: 12.x.x,
VFSRED: 9.x.x

4-30306

5.x

Verifone Payment Gateway
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VEPP NB
3.X.X.X.X

19-08.00154.135

ECR

Stand-Alone

2019/12/11

PRP using
POS 03001
12.04

EPAS Retail
v2.0

PNC-2019-
144




* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032

E2EE Validation Status - 20260108

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POl vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor

Verifone Inc.

VeriFone
Inc

P400/P400
Plus

H435-07-02-xxx-x0-
B0, H435-07-32-xxx-
x0-B0, H435-07-02-
xx0-x0-A0, H435-07-
02-xx0-x0-A1
(P400),
H435-07-32-xx0-x0-
A0, H435-07-32-xx0-
x0-A1 (P400 Plus),
H435-07-02-xxx-x0-
BO (P400),
H435-07-32-xxx-x0-
BO (P400 Plus),
H435-07-02-xx0-x0-
A0 (P400),
H435-07-32-xx0-x0-
A0 (P400 Plus),
H435-07-02-xxx-x0-
A2 (P400),
H435-07-02-xxx-x0-
B1 (P400),
H435-07-32-xxx-x0-
A2 (P400 Plus),
H435-07-32-xxx-x0-
B1 (P400 Plus)

2 - Point of Encryption POI

Vault: 7.x.x.x,
AppM: 11.X.X.X,
SRED: 7.X.x.X,
OP: 1.x.x,
VAULT: 8.x.x,
AppM: 12.x.X,
VFSRED: 9.x.x

4-10239

4 - SAM-card

5 - Decryption HOST

Verifone Payment Gateway

VEPP NB
3X.X.X.X

Debit/Credit Application Information

19-08.00154.135

Product Information

ECR

2019/12/11

PRP using
POS 03001
12.04

Protocol information

EPAS Retail
v2.0

Case ID

PNC-2019-
141

Verifone Inc.

VeriFone
Inc

M400

H405-07-x0-xx0-00-
B0, H405-07-00-xx0-
00-BO (M400),
H405-07-30-xx0-00-
BO (M400 WiFi/BT),
H405-07-00-xx0-00-
B1(M400),
H405-07-30-xx0-00-
B1 (M400 WiFi/BT)
H405-07-00-xx0-00-
B2 (No WiFi, No
Bluetooth)
H405-07-30-xx0-00-
B2 (WiFi, Bluetooth)
H405-07-10-xx0-00-
B2 (Bluetooth)

Vault: 7.x.x,
AppM: 11.x.X,
VFSRED:

7 X.XXXX,
VFOP: 1.x.x,
VAULT: 8.x.X,
AppM: 12.x.X,
VFSRED: 9.x.x

4-10231

5.x

Verifone Payment Gateway

VEPP NB
3.X.X.X.X

19-08.00154.135

ECR

2019/12/11

PRP using
POS 03001
12.04

EPAS Retail
v2.0

PNC-2019-
142
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* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032

E2EE Validation Status - 20260108

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POl vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor

Verifone Inc.

VeriFone
Inc

V400m

H475-07-38-xxx-x1-
BO (V400m Plus
3G), H475-07-70-xxx
x1-B0 (V400m Plus
4G), H475-07-F0-
xxx-x1-B0 (V400m
Plus 4G WW)

2 - Point of Encryption POI

VAULT: 6.x.x
AppM.: 10.x.X,
VAULT: 7.x.X,
AppM: 11.x.X,
VFSRED: 7.x.x,
VFOP: 1.x.x,
VAULT: 8.x.X,
AppM: 12.x.X,
VFSRED: 9.x.x

4-30260

4 - SAM-card

5 - Decryption HOST

Verifone Payment Gateway

VEPP NB
3.XXX.X

Debit/Credit Application Information

19-08.00154.135

ECR

Product Information

Stand-Alone

2019/12/11

PRP using
POS 03001
12.04

Protocol information

EPAS Retail
v2.0

Case ID

PNC-2019-
143

Verifone Inc.

VeriFone
Inc

€285

H445-07-30-0xx-00-
BO (BT/WiFi),
H445-07-30-0xx-xx-
BO (BT/WiFi),
H445-07-30-0xx-xx-
B1 (BT/Single Band
WiFi/512MB/MFi
3.0),
H445-07-34-0xx-00-
BO (2G/BT/WiFi),
H445-07-34-0xx-xx-
BO (2G/BT/WiFi),
H445-07-38-0xx-00-
BO (3G/BT/WiFi),
H445-07-38-0xx-xx-
BO (3G/BT/WiFi),
H445-07-38-0xx-xx-
B1 (BT/Single Band
WiFi/3G/512MB/MFi
3.0/Dual SIM),
H445-07-90-0xx-xx-
B1 (BT/512MB/MFi
3.0/Dual Band WiFi),
H445-07-98-0xx-xx-
B1
(BT/3G/512MB/MFi
3.0/Dual SIM/Dual

VAULT: 6.x.X,
AppM: 10.x.X,
VFSRED: 7.x.x,
VFOP: 1.x.x,
VAULT: 7.x.X,
AppM: 11.x.X,
VAULT: 8.x.X,
AppM: 12.x.X,
VFSRED: 9.x.x

4-30276

Verifone Payment Gateway

VEPP NB
3.XXX.X

19-08.00154.135

ECR

2019/12/11

PRP using
POS 03001
12.04

EPAS Retail
v2.0

PNC-2019-
145

Verifone Inc.

VeriFone
Inc

Carbon
Mobile 5

H275-07-70-ONx-x0-
BO, H275-07-70-0Nx-
x4-BO (CM5), H275-
07-30-ONx-x0-B0,
H275-07-30-ONx-x4-
BO (CM5W), H275-
07-70-0Nx-x1-B0,
H275-07-70-ONx-X5-
BO (CM5P), H275-07:
30-ONx-x1-B0, H275-
07-30-ONx-x5-B0
(CM5PW)

Android: 1.x.x,
SRED: 9.X.X.XXX,
Vault: 8.x.x, App
manager: 12.x.X,
Android: 1.1.x,

4-30352

5.x

Verifone Payment Gateway
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Verifone Secure
Data Interface
(VFISDI) 1.1.x

19-11.00154.133

Stand Alone

2020/03/12

N/A

N/A

PNC-2020-
040




* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032

The POI vendors and their third party auditors have asserted that the POl vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

E2EE Validation Status - 20260108

E2EE Validation Status - POI

Terminal vendor

2 - Point of Encryption POI

4 - SAM-card

5 - Decryption HOST

Debit/Credit Application Information

Product Information

Protocol information

Case ID

Page: 27 (117)

Android: 1.x.x;
VAULT: 8.x.x;
SRED. 9.X.X.XXX;
AppManager.:12.x
.x; Open Protocol:
1.x.x; Android:
1.2 VAULT: Verifone Secure
Verifone Inc. VeriFone yiaq0 HI79-07-80x00x0- 19xx,  SRED: 4 10064 |5 Verifone Payment Gateway |Data Interface | 19-08.00154.133 ECR 202000603 |N/A N/A PNC-2020-
Inc BO 11.X.X.XXX; 052
] (VFISDI) 1.1.x
AppManager:
13.x.x; Open
Protocol:2.x.x;
Android: 2.0.x;
VAULT: 10.x.x,
AppManager:14.x.
X;
H275-07-70-0Nx-x0-
B0, H275-07-70-ONx-,
x4-BO (CMS5), H275-
07-30-0Nx-x0-B0, .
H275-07-30-ONx-x4- ggggld 9 1)())(():(xx Verifone Secure
Verifone Inc. VeriFone | Carbon BO (CMSW), H275- /o it s.xx, App [4-30352 |5 Verifone Payment Gateway | Data Interface [19-11.00154.133.aaa  [Stand Alone 2021106124 [N/A N/A PNC-2021-
Inc Mobile 5 07-70-0Nx-x1-B0, ) 042
manager: 12.x.x, (VFISDI) 1.4.x
H275-07-70-0Nx-x5- Android: 1.1.x
B0 (CM5P), H275-071 S
30-0Nx-x1-B0, H275-
07-30-0Nx-x5-B0
(CM5PW)
Android: 2.0.x,
SRED: 11.x.x.xxX, Verifone Secure
Verifone Inc. VeriFone 1104 H380-07-30-xxx-xx- | Vault: 10.x.X, APP |4 14554 5x Verifone Payment Gateway | Data Interface |19-11.00154.133.aaa  |ECR 2021/06/24 |N/A N/A PNC-2021-
Inc BO manager: 14.x.X, 043
- (VFISDI) 1.4.x
Open Protocol:
2.X.X,




* INFO BOX

EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032

E2EE Validation Status - 20260108

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POl vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor

Verifone Inc.

VeriFone
Inc

T650P

H561-07-aa-0Nx-Xxx-|
A1 (a=0-9; Ato F)

2 - Point of Encryption POI

Android: 1A.X.X,
SP Driver: T650p-
A-S-1Axx, SP
Core: T650p-A-S-
1A.x.X, Android:
2.0C.x, SP Core:
T650-A-P-2A.x.X,
T650-A-P-3A.x.X,
SP Driver: T650P-
A-S-1A.x.X,

SP Core DLL:
T650-A-D-1A.x.X,
SRED 1.0.0.xxx,
SRED 1.x.X.xxx

4-30400

4 - SAM-card

5 - Decryption HOST

Verifone Payment Gateway

Verifone Secure
Data Interface
(VFISDI) 1.4.x

Debit/Credit Application Information

19-11.00154.133.aaa

Product Information

ECR/Stand Alone

2021/06/24

N/A

Protocol information

N/A

Case ID

PNC-2021-
045

Verifone Inc.

VeriFone
Inc

M440

H379-07-30-xxx-xx-
BO

Android: 1.x.x;
VAULT: 8.x.x;
SRED. 9.X.X.XxXX;
AppManager.:12.x
.x; Open Protocol:
1.x.x; Android:
1.2.x; VAULT:
9.X.X, SRED:
11.X.X.XXX;
AppManager:
13.x.x; Open
Protocol:2.x.x;
Android: 2.0.x;
VAULT: 10.x.x,
AppManager:14.x.
X:

4-10254

5.x

Verifone Payment Gateway
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Verifone Secure
Data Interface
(VFISDI) 1.4.x

19-11.00154.133.aaa

ECR

2021/06/24

N/A

N/A

PNC-2021-
046




* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032

E2EE Validation Status - 20260108

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POl vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor

Verifone Inc.

VeriFone
Inc

P400/P400
Plus

H435-07-02-xx0-x0-
B0, H435-07-32-xx0-
x0-B0, H435-07-02-
xx0-x0-A0, H435-07-
02-xx0-x0-A1
(P400), H435-07-32-
xx0-x0-A0, H435-07-
32-xx0-x0-A1 (P400
Plus), H435-07-02-
xxx-x0-BO (P400),
H435-07-32-xxx-x0-
BO (P400 Plus),
H435-07-02-xx0-x0-
A0 (P400), H435-07-
32-xx0-x0-A0 (P400
Plus) H435-07-02-
xxx-x0-A2 (P400)
H435-07-02-xxx-x0-
B1(P400) H435-07-
32-xxx-x0-A2 (P400
Plus) H435-07-32-
xxx-x0-B1 (P400
Plus) H435-17-02-
xxx-x0-B1 (P400
DMSR)

2 - Point of Encryption POI

Vault: 7.x.x.x,
AppM: 11.X.X.X,
SRED: 7.X.x.X,
OP: 1.x.x,
VAULT: 8.x.X,
AppM: 12.x.X,
VFSRED: 9.x.x
Vault: 10.x.x,
AppM: 14.x.X,
SRED: 11.x.X,
OP: 2.x.x

4-10239

4 - SAM-card

5 - Decryption HOST

Verifone Payment Gateway

Verifone Secure
Data Interface
(VFISDI) 1.4.x

Debit/Credit Application Information

19-11.00154.133.aaa

ECR

Product Information

2021/06/24

N/A

Protocol information

N/A

Case ID

PNC-2021-
047

Verifone Inc.

VeriFone
Inc

T650C

H560-07-aa-0Nx-Xxx-|
A1 (a=0-9; Ato F)

Android: 1A.X.X,
SP Driver: T650c-
A-S-1Axx, SP
Core: T650c-A-P-
1A.x.X, Android:
2.0C.x, SP Core:
T650-A-P-2A.x.X,
T650-A-P-3A.x.X,
SP Driver: T650C-
A-S-1A.x.X,

SP Core DLL:
T650-A-D-1A.x.X,
SRED 1.0.0.xxx,
SRED 1.Xx.X.xxx

4-30392

5.x

Verifone Payment Gateway

Verifone Secure
Data Interface
(VFISDI) 1.4.x

19-11.00154.133.aaa

ECR

2021/06/24

N/A

N/A

PNC-2021-
048

Verifone Inc.

VeriFone
Inc

Carbon
Mobile 5

H275-07-70-ONx-x0-
B0, H275-07-70-ONx|
x4-BO (CM5), H275-
07-30-O0Nx-x0-B0,
H275-07-30-ONx-x4-
BO (CM5W), H275-
07-70-O0Nx-x1-B0,
H275-07-70-ONx-x5-
BO (CM5P), H275-07/
30-ONx-x1-B0, H275-
07-30-ONx-x5-B0
(CM5PW)

Android: 1.x.x,
SRED: 9.x.X.XxX,
Vault: 8.x.x, App
manager: 12.x.x,
Android: 1.1.x,

4-30352

Verifone Payment Gateway
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Verifone Secure
Data Interface
(VFISDI) 1.5.x

19-11.00154.133.baa

ECR

2022/01/24

N/A

N/A

PNC-2022-
001




* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032

E2EE Validation Status - 20260108

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POl vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor

Verifone Inc.

VeriFone
Inc

T650P

H561-07-aa-ONx-Xxx-|
A1 (a=0-9; Ato F)

2 - Point of Encryption POI

Android: 1A.X.X,
SP Driver: T650p-
A-S-1Axx, SP
Core: T650p-A-S-
1A.x.X, Android:
2.0C.x, SP Core:
T650-A-P-2A.x.X,
T650-A-P-3A.x.X,
SP Driver: T650P-
A-S-1A.x.X,

SP Core DLL:
T650-A-D-1A.x.X,
SRED 1.0.0.xxx,
SRED 1.Xx.X.xxx

4-30400

4 - SAM-card

5 - Decryption HOST

Verifone Payment Gateway

Verifone Secure
Data Interface
(VFISDI) 1.5.x

Debit/Credit Application Information

19-11.00154.133.baa

ECR/Stand Alone

Product Information

2022/01/24

N/A

Protocol information

N/A

Case ID

PNC-2022-
003

Verifone Inc.

VeriFone
Inc

M424

H380-07-30-xxx-Xx-
BO

Android: 2.0.x,
SRED: 11.X.X.XXX,
Vault: 10.x.x, App
manager: 14.x.X,
Open Protocol:
2.X.X,

4-10258

Verifone Payment Gateway

Verifone Secure
Data Interface
(VFISDI) 1.5.x

19-11.00154.133.baa

ECR

2022/01/24

N/A

N/A

PNC-2022-
004

Verifone Inc.

VeriFone
Inc

P400/P400
Plus

H435-07-02-xx0-x0-
B0, H435-07-32-xx0-
x0-B0, H435-07-02-
xx0-x0-A0, H435-07-
02-xx0-x0-A1
(P400), H435-07-32-
xx0-x0-A0, H435-07-
32-xx0-x0-A1 (P400
Plus), H435-07-02-
xxx-x0-BO (P400),
H435-07-32-xxx-x0-
BO (P400 Plus),
H435-07-02-xx0-x0-
A0 (P400), H435-07-
32-xx0-x0-A0 (P400
Plus) H435-07-02-
xxx-x0-A2 (P400)
H435-07-02-xxx-x0-
B1(P400) H435-07-
32-xxx-x0-A2 (P400
Plus) H435-07-32-
xxx-x0-B1 (P400
Plus) H435-17-02-
xxx-x0-B1 (P400
DMSR)

Vault: 7.x.x.x,
AppM: 11.X.X.X,
SRED: 7.X.x.X,
OP: 1.x.x,
VAULT: 8.x.X,
AppM: 12.x.X,
VFSRED: 9.x.x
Vault: 10.x.x,
AppM: 14.x.X,
SRED: 11.x.X,
OP: 2.x.x

4-10239

Verifone Payment Gateway

Verifone Secure
Data Interface
(VFISDI) 1.5.x

19-11.00154.133.baa

ECR

2022/01/24

N/A

N/A

PNC-2022-
005
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* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032

The POI vendors and their third party auditors have asserted that the POl vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

E2EE Validation Status - 20260108

E2EE Validation Status - POI

Terminal vendor

Verifone Inc.

VeriFone
Inc

M440

H379-07-30-xxx-xx-
BO

2 - Point of Encryption POI

Android: 1.x.x;
VAULT: 8.x.x;
SRED. 9.X.X.XXX;
AppManager.:12.x
.X; Open Protocol:
1.x.x; Android:
1.2.X; VAULT:
9.x.x, SRED:
11.X.X.XXX;
AppManager:
13.x.x; Open
Protocol:2.x.x;
Android: 2.0.x;
VAULT: 10.x.x,
AppManager:14.x.
X5

4-10254

4 - SAM-card

5 - Decryption HOST

Verifone Payment Gateway

Verifone Secure
Data Interface
(VFISDI) 1.5.x

Debit/Credit Application Information

19-11.00154.133.baa

ECR

Product Information

2022/01/24

N/A

Protocol information

N/A

Case ID

PNC-2022-
006

Verifone Inc.

VeriFone
Inc

T650C

H560-07-aa-0Nx-Xxx-|
A1 (a=0-9; Ato F)

Android: 1A.x.X,
SP Driver: T650c-
A-S-1Axx, SP
Core: T650c-A-P-
1A.x.X, Android:
2.0C.x, SP Core:
T650-A-P-2A.x.X,
T650-A-P-3A.x.X,
SP Driver: T650C-
A-S-1A.x.X,

SP Core DLL:
T650-A-D-1A.x.X,
SRED 1.0.0.xxx,
SRED 1.Xx.X.xxx

4-30392

5.x

Verifone Payment Gateway

Verifone Secure
Data Interface
(VFISDI) 1.5.x

19-11.00154.133.baa

ECR

2022/01/24

N/A

N/A

PNC-2022-
007

Verifone Inc.

VeriFone
Inc

P630

H565-9907-XXXX-XXX-
xxx-A1

Android: 3.00D.xx
Vault:
SPBL_01.01.xx.xx
, Vault:
SPFW_01.01.xx.x
X, Vault:
APFW_01.01.xx.x
X

4-80062

6.x

Verifone Payment Gateway

Verifone Secure
Data Interface
(VFISDI) 1.5.x

19-11.00154.133.caa

ECR

2022/04/27

N/A

N/A

PNC-2022-
014

West Pay AB

XAC
Automation

XCL_AP-10

A18xxGxU3FAx84
A18xxGxU3FAx94

SP:3650100x,
AP:xx06-0000000-|
500-171220_rx

4-40234

5.x

Westpay AB

205"

19-08.01231.001

ECR

2019/02/01

SPDH 3.1

EPAS 1.0,
OPI6.1

PNC-2019-
012

West Pay AB

XAC
Automation

xCL_AT-100

A18xxGxU1FBx84
A18xxGxU1FBx94

SP:3651100x,
AP:xx09-5520000-]
500-171214_rx

4-40231

Westpay AB
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2.0.%*

19-08.01231.001

ECR/
Stand-alone

2019/02/01

SPDH 3.1

EPAS 1.0,
OPI6.1

PNC-2019-
013




* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032

The POI vendors and their third party auditors have asserted that the POl vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

E2EE Validation Status - 20260108

E2EE Validation Status - POI

Terminal vendor

2 - Point of Encryption POI

4 - SAM-card

5 - Decryption HOST

Debit/Credit Application Information

Product Information

Protocol information

Case ID

SP:3650100x Westpay
West Pay AB XAC | oL AP-10 |A18xxGXU3FAX@4 | AP-xx06-0000000-|4-40234 5 Westpay AB Payment 1, 50.01231.001 ECR/ 2024110129 |sPpH33  [EPASS PNC-2024-
Automation application Stand-alone OPI9 020
500-171220_rx i
= version 2.0.15
SP:3651100x,
SP:3652100x, Westpay
XAC AP:xx09-5520000- Payment ECR/ EPAS 8, PNC-2024-
West Pay AB Automation [\CL-AT-100 |A18xxGxUTFBxea (i 50 0 P8 4-40231 5.x Westpay AB applioation | 24-50.01231.001 Stond-alone 20241029 |SPDH33 |00 ot
AP:xx09-5520000- version 2.0.15
XXX
Westpay
SP:7560100x,
West Pay AB XAC IXCLAT-150-| 55 1 00.xxx AP:xx22-7770000-4-40357 6. Westpay AB Payment 1, 56.01231.001 ECR/ 2024110120 |sPoH33  [EPASSE PNC-2024-
Automation |E XXX application Stand-alone OPI9 022
version 2.0.15
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E2EE Validation Status SAM

The SAM manufacturers and their third party auditors have asserted that the POl vendors’ products listed below are compliant with all the requirements in Visa Best Practices Data Field Encryption version 1.0 (VISA BEST PRACTICES - Data Field Encryption, Version 1.0 2009).
Please note that a SAM is a component in a terminal vendor's product and cannot be installed on its own.

Terminal vendor 1 - Card reader (CR) information 2 - EPP information 3 - UPT Controller 4- SAM-card 5 - Decryption HOST Debit/Credit Application information E2EE Reference

Terminal vendor Manufacturer name: Manufacture | EPP model: |Hardware |Software PCIPTS PCIPTS name: HOST or HOSTs used for |Software version |[PCISSC's PA-DSS Intended environment|PIN support |E2EE E2EE Validation date: | Terminal
Card reader model: r name: version: version of Approval Approval |UPT Controller model: name: the product for Debit/Credit  |Reference #: or Reference to
Hardware version: Security Number(s): |Version: |Hardware version: Device model: Application: SSF Reference no. # host
Software version for Security Application: Software version of Hardware version: protocol
Application: Security Application: Software version
PCI PTS Approval Number(s): Software version: for Security

PCI PTS Approval Version: Application:

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M9

Software version for
Security Application:
Nets A/S 7.10.09 Nets Denmark A/S 7.10.09 (PSAM) _|12-02.00641.001 UPT Yes 2012/04/27|OTRS 1.0

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M9

Software version for
Security Application:
Nets A/S 7.10.09 Nets Denmark A/S 7.10.09 (PSAM) _|12-02.00641.001 UPT No 2012/04/27|OTRS 1.0

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M9

Software version for
Security Application:
Nets A/S 7.10.09 Nets Denmark A/S 7.10.09 (PSAM) _|12-02.00641.001 ECR Yes 2012/04/27|OTRS 1.0

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M9

Software version for
Security Application:
Nets A/S 7.10.09 Nets Denmark A/S 7.10.09 (PSAM) _|12-02.00641.001 Stand-alone Yes 2012/04/27|OTRS 1.0

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M9

Software version for
Security Application:
Nets A/S 7.10.09 Nets Denmark A/S 7.10.10 (PSAM) 12-02.00641.001.aaa UPT Yes 2012/07/02|OTRS 1.0

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M9

Software version for
Security Application:
Nets A/S 7.10.09 Nets Denmark A/S 7.10.10 (PSAM) 12-02.00641.001.aaa UPT No 2012/07/02|OTRS 1.0




E2EE Validation Status SAM

The SAM manufacturers and their third party auditors have asserted that the POl vendors’ products listed below are compliant with all the requirements in Visa Best Practices Data Field Encryption version 1.0 (VISA BEST PRACTICES - Data Field Encryption, Version 1.0 2009).
Please note that a SAM is a component in a terminal vendor's product and cannot be installed on its own.

Terminal vendor 1 - Card reader (CR) information 2 - EPP information 3 - UPT Controller 4- SAM-card 5 - Decryption HOST Debit/Credit Application information E2EE Reference

Terminal vendor Manufacturer name: Manufacture | EPP model: |Hardware |Software PCIPTS PCIPTS name: HOST or HOSTs used for |Software version |[PCISSC's PA-DSS Intended environment|PIN support |E2EE E2EE Validation date: | Terminal
Card reader model: r name: version: version of Approval Approval |UPT Controller model: name: the product for Debit/Credit  |Reference #: or Reference to
Hardware version: Security Number(s): |Version: |Hardware version: Device model: Application: SSF Reference no. # host
Software version for Security Application: Software version of Hardware version: protocol
Application: Security Application: Software version
PCI PTS Approval Number(s): Software version: for Security

PCI PTS Approval Version: Application:

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M9

Software version for
Security Application:
Nets A/S 7.10.09 Nets Denmark A/S 7.10.10 (PSAM) _|12-02.00641.001.aaa ECR Yes 2012/07/02|OTRS 1.0

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M9

Software version for
Security Application:
Nets A/S 7.10.09 Nets Denmark A/S 7.10.10 (PSAM) _|12-02.00641.001.aaa Stand-alone Yes 2012/07/02|OTRS 1.0

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M10

Software version for
Security Application: 12-02.00641.001.baa
Nets A/S 7.10.11 Nets Denmark A/S 7.10.11 (PSAM) _|(PSAM) Stand-alone Yes 2013/05/31|OTRS 1.0

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M10

Software version for
Security Application: 12-02.00641.001.baa
Nets A/S 7.10.11 Nets Denmark A/S 7.10.11 (PSAM) __|(PSAM) ECR Yes 2013/05/31|OTRS 1.0

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M9

Software version for
Security Application:
Nets A/S 7.10.09 Nets Denmark A/S 7.20.01 (PSAM) _|12-02.00641.001.daa ECR Yes 2014/12/04|OTRS 1.0

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M9

Software version for
Security Application:
Nets A/S 7.10.09 Nets Denmark A/S 7.20.01 (PSAM) _|12-02.00641.001.daa Stand-alone Yes 2014/12/04|OTRS 1.0




E2EE Validation Status SAM

The SAM manufacturers and their third party auditors have asserted that the POl vendors’ products listed below are compliant with all the requirements in Visa Best Practices Data Field Encryption version 1.0 (VISA BEST PRACTICES - Data Field Encryption, Version 1.0 2009).
Please note that a SAM is a component in a terminal vendor's product and cannot be installed on its own.

Terminal vendor 1 - Card reader (CR) information 2 - EPP information 3 - UPT Controller 4- SAM-card 5 - Decryption HOST Debit/Credit Application information E2EE Reference

Terminal vendor Manufacturer name: Manufacture | EPP model: |Hardware |Software PCIPTS PCIPTS name: HOST or HOSTs used for |Software version |[PCISSC's PA-DSS Intended environment|PIN support |E2EE E2EE Validation date: | Terminal
Card reader model: r name: version: version of Approval Approval |UPT Controller model: name: the product for Debit/Credit  |Reference #: or Reference to
Hardware version: Security Number(s): |Version: |Hardware version: Device model: Application: SSF Reference no. # host
Software version for Security Application: Software version of Hardware version: protocol
Application: Security Application: Software version
PCI PTS Approval Number(s): Software version: for Security

PCI PTS Approval Version: Application:

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M10

Software version for
Security Application:
Nets A/S 7.30.01 Nets Denmark A/S 7.30.01 (PSAM) 15-02.00641.004 Stand-alone Yes 2015/10/26 |OTRS 1.0

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M10

Software version for
Security Application:
Nets A/S 7.30.01 Nets Denmark A/S 7.30.01 (PSAM) _|15-02.00641.004 ECR Yes 2015/10/26|OTRS 1.0

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M10

Software version for
Security Application:
Nets A/S 7.30.01 Nets Denmark A/S 7.30.01 (PSAM) 15-02.00641.004 UPT Yes 2015/10/26 |OTRS 1.0

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M10

Software version for
Security Application:
Nets A/S 8.00.01 Nets Denmark A/S 8.00.01 (PSAM) 12-02.00641.002 UPT Yes 2012/07/24|0TRS 1.0

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M10

Software version for
Security Application:
Nets A/S 8.00.01 Nets Denmark A/S 8.00.01 (PSAM) 12-02.00641.002 UPT No 2012/07/24|OTRS 1.0

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M10

Software version for
Security Application:
Nets A/S 8.00.01 Nets Denmark A/S 8.00.01 (PSAM) 12-02.00641.002 ECR Yes 2012/07/24]|OTRS 1.0




E2EE Validation Status SAM

The SAM manufacturers and their third party auditors have asserted that the POl vendors’ products listed below are compliant with all the requirements in Visa Best Practices Data Field Encryption version 1.0 (VISA BEST PRACTICES - Data Field Encryption, Version 1.0 2009).
Please note that a SAM is a component in a terminal vendor's product and cannot be installed on its own.

Terminal vendor 1 - Card reader (CR) information 2 - EPP information 3 - UPT Controller 4- SAM-card 5 - Decryption HOST Debit/Credit Application information E2EE Reference

Terminal vendor Manufacturer name: Manufacture | EPP model: |Hardware |Software PCIPTS PCIPTS name: HOST or HOSTs used for |Software version |[PCISSC's PA-DSS Intended environment|PIN support |E2EE E2EE Validation date: | Terminal
Card reader model: r name: version: version of Approval Approval |UPT Controller model: name: the product for Debit/Credit  |Reference #: or Reference to
Hardware version: Security Number(s): |Version: |Hardware version: Device model: Application: SSF Reference no. # host
Software version for Security Application: Software version of Hardware version: protocol
Application: Security Application: Software version
PCI PTS Approval Number(s): Software version: for Security

PCI PTS Approval Version: Application:

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M10

Software version for
Security Application:
Nets A/S 8.00.01 Nets Denmark A/S 8.00.01 (PSAM) 12-02.00641.002 Stand-alone Yes 2012/07/24|0TRS 1.0

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M10

Software version for
Security Application:
Nets A/S 8.00.03 Nets Denmark A/S 8.00.03 (PSAM) _|12-02.00641.002.aaa (PSAN|UPT No 2012/07/24|OTRS 1.0

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M10

Software version for
Security Application:
Nets A/S 8.00.03 Nets Denmark A/S 8.00.03 (PSAM) 12-02.00641.002.aaa (PSAN|ECR Yes 2012/07/24|OTRS 1.0

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M10

Software version for
Security Application:
Nets A/S 8.00.03 Nets Denmark A/S 8.00.03 (PSAM) _|12-02.00641.002.a3a (PSAN|Stand-alone Yes 2012/07/24|OTRS 1.0

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M10

Software version for
Security Application: 12-02.00641.002.baa
Nets A/S 8.00.04 Nets Denmark A/S 8.00.04 (PSAM) | (PSAM) Stand-alone Yes 2013/05/31|OTRS 1.0

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M10

Software version for
Security Application: 12-02.00641.002.baa
Nets A/S 8.00.04 Nets Denmark A/S 8.00.04 (PSAM) | (PSAM) ECR Yes 2013/05/31|OTRS 1.0




E2EE Validation Status SAM

The SAM manufacturers and their third party auditors have asserted that the POl vendors’ products listed below are compliant with all the requirements in Visa Best Practices Data Field Encryption version 1.0 (VISA BEST PRACTICES - Data Field Encryption, Version 1.0 2009).
Please note that a SAM is a component in a terminal vendor's product and cannot be installed on its own.

Terminal vendor 1 - Card reader (CR) information 2 - EPP information 3 - UPT Controller 4- SAM-card 5 - Decryption HOST Debit/Credit Application information E2EE Reference

Terminal vendor Manufacturer name: Manufacture | EPP model: |Hardware |Software PCIPTS PCIPTS name: HOST or HOSTs used for |Software version |[PCISSC's PA-DSS Intended environment|PIN support |E2EE E2EE Validation date: | Terminal
Card reader model: r name: version: version of Approval Approval |UPT Controller model: name: the product for Debit/Credit  |Reference #: or Reference to
Hardware version: Security Number(s): |Version: |Hardware version: Device model: Application: SSF Reference no. # host
Software version for Security Application: Software version of Hardware version: protocol
Application: Security Application: Software version
PCI PTS Approval Number(s): Software version: for Security

PCI PTS Approval Version: Application:

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M10

Software version for
Security Application: 12-02.00641.002.baa
Nets A/S 8.00.04 Nets Denmark A/S 8.00.04 (PSAM) __|(PSAM) uPT Yes/No 2013/05/31|OTRS 1.0

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M10

Software version for
Security Application: 12-02.00641.002.caa
Nets A/S 8.00.05 Nets Denmark A/S 8.00.05 (PSAM) | (PSAM) Stand-alone Yes 2013/05/31|OTRS 1.0

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M10

Software version for
Security Application: 12-02.00641.002.caa
Nets A/S 8.00.05 Nets Denmark A/S 8.00.05 (PSAM) | (PSAM) ECR Yes 2013/05/31|OTRS 1.0

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M10

Software version for
Security Application: 12-02.00641.002.daa
Nets A/S 8.00.06 Nets Denmark A/S 8.00.06 (PSAM) __|(PSAM) Stand-alone Yes 2013/09/06|OTRS 1.0

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M10

Software version for
Security Application: 12-02.00641.002.daa
Nets A/S 8.00.06 Nets Denmark A/S 8.00.06 (PSAM) | (PSAM) ECR Yes 2013/09/06 |OTRS 1.0

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M10

Software version for
Security Application: 12-02.00641.002.daa
Nets A/S 8.00.06 Nets Denmark A/S 8.00.06 (PSAM) | (PSAM) UPT Yes/No 2013/09/06|OTRS 1.0




E2EE Validation Status SAM

The SAM manufacturers and their third party auditors have asserted that the POl vendors’ products listed below are compliant with all the requirements in Visa Best Practices Data Field Encryption version 1.0 (VISA BEST PRACTICES - Data Field Encryption, Version 1.0 2009).
Please note that a SAM is a component in a terminal vendor's product and cannot be installed on its own.

Terminal vendor
Terminal vendor

1 - Card reader (CR) information
Manufacturer name:
Card reader model:
Hardware version:
Software version for Security
Application:
PCI PTS Approval Number(s):
PCI PTS Approval Version:

Manufacture
r name:

EPP model:

2 - EPP information

Hardware
version:

Software
version of
Security
Application:

PCIPTS
Approval
Number(s):

PCIPTS
Approval
Version:

3 - UPT Controller

4- SAM-card

name:
UPT Controller model:
Hardware version:
Software version of
Security Application:
Software version:

name:
Device model:
Hardware version:
Software version
for Security
Application:

5 - Decryption HOST
HOST or HOSTs used for
the product

Debit/Credit Application information

Software version
for Debit/Credit
Application:

PCISSC’s PA-DSS
Reference #: or
SSF Reference no.

Intended environment

PIN support

E2EE
Reference
#

E2EE Reference
E2EE Validation date:

Terminal
to

host
protocol

Nets A/S

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M10

Software version for
Security Application:
8.00.07

Nets Denmark A/S

8.00.07 (PSAM)

12-02.00641.002.eaa
(PSAM)

ECR/UPT+N29

Yes

2014/02/26

OTRS 1.0

Nets A/S

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M10

Software version for
Security Application:
8.00.07

Nets Denmark A/S

8.00.07 (PSAM)

12-02.00641.002.eaa
(PSAM)

Stand-alone

Yes/No

2014/02/26

OTRS 1.0

Nets A/S

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M10

Software version for
Security Application:
8.00.07

Nets Denmark A/S

8.00.07 (PSAM)

12-02.00641.002.eaa
(PSAM)

ECR/UPT

Yes/No

2014/02/26

OTRS 1.0

Nets A/S

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M10

Software version for
Security Application:
8.00.07

Nets Denmark A/S

8.10.01 (PSAM)

12-02.00641.002.faa
(PSAM)

Stand-alone

Yes/No

2014/12/04

OTRS 1.0

Nets A/S

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M10

Software version for
Security Application:
8.00.07

Nets Denmark A/S

8.10.01 (PSAM)

12-02.00641.002.faa
(PSAM)

ECR/UPT

Yes/No

2014/12/04

OTRS 1.0

Nets A/S

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M10

Software version for
Security Application:
8.20.01

Nets Denmark A/S

8.20.01 (PSAM)

15-02.00641.003 (PSAM)

Stand-alone

Yes/No

2015/10/26

OTRS 1.0




E2EE Validation Status SAM

The SAM manufacturers and their third party auditors have asserted that the POl vendors’ products listed below are compliant with all the requirements in Visa Best Practices Data Field Encryption version 1.0 (VISA BEST PRACTICES - Data Field Encryption, Version 1.0 2009).
Please note that a SAM is a component in a terminal vendor's product and cannot be installed on its own.

Terminal vendor
Terminal vendor

1 - Card reader (CR) information
Manufacturer name:
Card reader model:
Hardware version:
Software version for Security
Application:
PCI PTS Approval Number(s):
PCI PTS Approval Version:

Manufacture
r name:

EPP model:

2 - EPP information

Hardware
version:

Software
version of
Security
Application:

PCIPTS
Approval
Number(s):

PCIPTS
Approval
Version:

3 - UPT Controller

4- SAM-card

name:
UPT Controller model:
Hardware version:
Software version of
Security Application:
Software version:

name:
Device model:
Hardware version:
Software version
for Security
Application:

5 - Decryption HOST
HOST or HOSTs used for
the product

Debit/Credit Application information

Software version
for Debit/Credit
Application:

PCISSC’s PA-DSS
Reference #: or
SSF Reference no.

Intended environment

PIN support

E2EE
Reference
#

E2EE Reference
E2EE Validation date:

Terminal
to

host
protocol

Nets A/S

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M10

Software version for
Security Application:
8.20.01

Nets Denmark A/S

8.20.01 (PSAM)

15-02.00641.003 (PSAM)

ECR/UPT

Yes/No

2015/10/26

OTRS 1.0

Nets A/S

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M10

Software version for
Security Application:
8.20.01

Nets Denmark A/S

8.20.x (PSAM)

15-02.00641.003 (PSAM)

Stand-alone

Yes/No

2016/06/01

Nets A/S

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M10

Software version for
Security Application:
8.20.01

Nets Denmark A/S

8.20.x (PSAM)

15-02.00641.003 (PSAM)

ECR/UPT

Yes/No

2016/06/01

Nets A/S

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M11

Software version for
Security Application:
9.00.00

Nets Denmark A/S

9.00.x (PSAM)

15-02.00641.005 (PSAM)

Stand-alone

Yes/No

2016/09/01

Nets A/S

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M11

Software version for
Security Application:
9.00.00

Nets Denmark A/S

9.00.x (PSAM)

15-02.00641.005 (PSAM)

ECR/UPT

Yes/No

2016/09/01

Nets A/S

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M11

Software version for
Security Application:
9.00.00

Nets Denmark A/S

9.02.x (PSAM)

15-02.00641.005 baa
(PSAM)

Stand-alone

Yes/No

OTRS 1.0

OTRS 1.0

OTRS 1.0

OTRS 1.0

OTRS 1.0




E2EE Validation Status SAM

The SAM manufacturers and their third party auditors have asserted that the POl vendors’ products listed below are compliant with all the requirements in Visa Best Practices Data Field Encryption version 1.0 (VISA BEST PRACTICES - Data Field Encryption, Version 1.0 2009).
Please note that a SAM is a component in a terminal vendor's product and cannot be installed on its own.

Terminal vendor 1 - Card reader (CR) information 2 - EPP information 3 - UPT Controller 4- SAM-card 5 - Decryption HOST Debit/Credit Application information E2EE Reference

Terminal vendor Manufacturer name: Manufacture | EPP model: |Hardware |Software PCIPTS PCIPTS name: HOST or HOSTs used for |Software version |[PCISSC's PA-DSS Intended environment|PIN support |E2EE E2EE Validation date: | Terminal
Card reader model: r name: version: version of Approval Approval |UPT Controller model: name: the product for Debit/Credit  |Reference #: or Reference to
Hardware version: Security Number(s): |Version: |Hardware version: Device model: Application: SSF Reference no. # host
Software version for Security Application: Software version of Hardware version: protocol
Application: Security Application: Software version
PCI PTS Approval Number(s): Software version: for Security

PCI PTS Approval Version: Application:

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M11

Software version for
Security Application: 15-02.00641.005 baa
Nets A/S 9.00.00 Nets Denmark A/S 9.02x (PSAM) __|(PSAM) ECR/UPT Yes/No OTRS 1.0

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M11

Software version for
Security Application: 16-02.00641.005 caa
Nets A/S 9.00.00 Nets Denmark A/S 9.10x (PSAM) __|(PSAM) Stand-alone Yes/No OTRS 1.0

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M11

Software version for
Security Application: 16-02.00641.005 caa PNC-2018-
Nets A/S 9.00.00 Nets Denmark A/S 9.10x (PSAM) __|(PSAM) ECR/UPT Yes/No 055 2018/03/16|OTRS 1.0

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M11

Software version for
Security Application: PNC-2019-
Nets A/S 9.2.00x Nets Denmark A/S 9.2.00.x (PSAM) _|18-02.00641.007 (PSAM) | ECR/UPT. Yes/No 024 2019/04/01|OTRS 1.0

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M11

Software version for
Security Application: 18-02.00641.007.aaa PNC-2019-
Nets A/S 9.2.01x Nets Denmark A/S 9.2.01.x (PSAM) _|(PSAM) ECR/UPT Yes/No 026 2019/04/08|OTRS 1.0

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M11

Software version for
Security Application: 18-02.00641.007.baa-cs PNC-2020-
Nets A/S 9.2.02.x Nets Denmark A/S 9.2.02.x (PSAM) (PSAM) ECR/UPT Yes/No 001 2020/01/14|0TRS 1.0




E2EE Validation Status SAM

The SAM manufacturers and their third party auditors have asserted that the POl vendors’ products listed below are compliant with all the requirements in Visa Best Practices Data Field Encryption version 1.0 (VISA BEST PRACTICES - Data Field Encryption, Version 1.0 2009).
Please note that a SAM is a component in a terminal vendor's product and cannot be installed on its own.

Terminal vendor 1 - Card reader (CR) information 2 - EPP information 3 - UPT Controller 4- SAM-card 5 - Decryption HOST Debit/Credit Application information E2EE Reference

Terminal vendor Manufacturer name: Manufacture | EPP model: |Hardware |Software PCIPTS PCIPTS name: HOST or HOSTs used for |Software version |[PCISSC's PA-DSS Intended environment|PIN support |E2EE E2EE Validation date: | Terminal
Card reader model: r name: version: version of Approval Approval |UPT Controller model: name: the product for Debit/Credit  |Reference #: or Reference to
Hardware version: Security Number(s): |Version: |Hardware version: Device model: Application: SSF Reference no. # host
Software version for Security Application: Software version of Hardware version: protocol
Application: Security Application: Software version
PCI PTS Approval Number(s): Software version: for Security

PCI PTS Approval Version: Application:

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M11

Software version for
Security Application: 18-02.00641.007.caa PNC-2021-
Nets A/S 9.2.03.x Nets Denmark A/S 9.2.03.x (PSAM) (PSAM) ECR/UPT Yes/No 003 2021/03/01|0TRS 1.0

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M11

Software version for
Security Application: PNC-2023-
Nets A/S 9.2.06.x Nets Denmark A/S 9.2.06.x (PSAM) _|PCI SSF: #22-45.00641.003 | ECR/UPT Yes/No 001 2023/02/20|OTRS 1.0

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M11

Software version for
Security Application: PCI SSF: #22-45.00641.003 PNC-2024-
Nets A/S 9.2.06.2 Nets Denmark A/S 9.2.06.2 (PSAM) .aaa ECR/UPT Yes/No 010 2024/02/01|OTRS 1.0




E2EE Validation Status - 20260108

* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 -SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
. . PCIPTS Approval Device model: Software version . L Terminal to .
Terminal vendor Manufanurer Ter;nl:al Hardware version: :oftvv‘areAverls'wr:.forA Approval Version: Hardware version: HOZT ;r RCSEbesd e for Debit/Credit :CI BRI E e i E2EE ;Iatlld-atlon host Zz;rr:natl tol PNC Case ID
Names modet: ScUoplceTion: Number(s): [Expiry dates  |Software version for e Application: ates protocol roteo
see * above] |Security Application:
Bambora Device AB Ingenico iCT250 iCT2xx-11Txxxxx  [820365V02.xx  [4-20196 3x Bambora Device AB 200xx (SP900) |15-08.00794.004 ECR 2016/07/04 |SPDH 3.1 Host2T 2.2 PNC;-$3?16-
Bambora Device AB Ingenico iCT250 iCT2xx-11Txxxxx [820365V02.xx |4-20196 3.x Bambora Device AB 200xx (SP900) |[15-08.00794.004 Stand-alone 2016/07/04 |SPDH 3.1 N/A PN%'123016'
Host2T 1.x
Host2T 2.x PNC-2017-
Bambora Device AB Ingenico iCT250 iCT2xx-11Txxxxx [820365V02.xx |4-20196 3.x Bambora Device AB 201vxx (SP900) |16-08.00794.005 ECR 2017/06/14 |SPDH 3.1 Sofie 8.07 088
Sharp EFT
1.0
Bambora Device AB Ingenico iPP350 iPP3xx-11Txxxxx |820365V02.xx |4-20184 3.x Bambora Device AB 200xx (SP900) |15-08.00794.004 ECR 2016/07/04 |SPDH 3.1 Host2T 2.2 PN%'12216'
Host2T 1.x
Host2T 2.x PNC-2017-
Bambora Device AB Ingenico iPP350 iPP3xx-11Txxxxx |820365V02.xx |4-20184 3.x Bambora Device AB 201vxx (SP900) | 16-08.00794.005 ECR 2017/06/14 |SPDH 3.1 Sofie 8.07 089
Sharp EFT
1.0
Bambora Device AB Ingenico iPP350 iPP3xx-11Txxxxx |820365V02.xx |4-20184 3.x Bambora Device AB 201vxx (SP900) |16-08.00794.005 Stand-alone 2017/06/14 |SPDH 3.1 N/A PN%—825)17-
Bambora Device AB Ingenico iWL250 iWL2xx-01Txxxxx (820365V02.xx |4-20181 3.x Bambora Device AB 200xx (SP900) |15-08.00794.004 ECR 2016/07/04 |SPDH 3.1 Host2T 2.2 PN(;—12:16-
Bambora Device AB Ingenico iWL250 iWL2xx-01Txxxxx (820365V02.xx |4-20181 3.x Bambora Device AB 200xx (SP900) |15-08.00794.004 Stand-alone 2016/07/04 |SPDH 3.1 N/A PN(;—12:16-
Host2T 1.x
Host2T 2.x PNC-2017-
Bambora Device AB Ingenico iWL250 iWL2xx-01Txxxxx [820365V02.xx (4-20181 3x Bambora Device AB 201vxx (SP900) |16-08.00794.005 ECR 2017/06/14 |SPDH 3.1 Sofie 8.07 090
Sharp EFT
1.0
BamboraDevice AB  Ingenico  |IWL250  |iWL2xx-01Txxxxx |820365V02xx |4-20181  |3.x Bambora Device AB 201vxx (SP900) | 16-08.00794.005 Stand-alone 2017/06/14 |SPDH3.1  |NiA PNC-2017-
Bambora Device AB Ingenico iWwL280 iWL2xx-11Txxxxx [820365V02.xx |4-20179 3.x Bambora Device AB 200xx (SP900) |15-08.00794.004 ECR 2016/07/04 |SPDH 3.1 Host2T 2.2 PN%'127016'
Bambora Device AB Ingenico iWL280 iWL2xx-11Txxxxx [820365V02.xx |4-20179 3.x Bambora Device AB 200xx (SP900) |15-08.00794.004 Stand-alone 2016/07/04 |SPDH 3.1 N/A PN%'127016'
ECR
Host2T 2.x
LIN25BA, LIN25CA, N
Bambora Device AB Ingenico Link/2500 LIN25DA, LIN25FA, |820376v01.21 4-30230 4.x Bambora Device AB 1B%rr;bora e 18-08.00794.006 2019/05/13 |SPDH :ﬁz? 8E(::7T PN%-;?W'
LIN25HA, LIN25JA o Stand-alone 10 P
g"gd“"symm Sweden - enico  [iwL220 IWL2xx-01Txxxxx  |820365 V02.xx |4-20181 3x ABSCIDO ffgg 2;2 16-08.01062.001 ECR 2016/12/22 ?’;DH Wi %:;BPS PN%'OZ‘?W'
g"gd“"symm Sweden |\ enico  [iwL220 IWL2xx-01Txxxxx |820365 V02.xx |4-20181 3x ABSCIDO ffgg 2;2 16-08.01062.001 Stand-alone 2016/12/22 ?’;DH [ME %:;BPS PN%'OZ‘?W'
g"gd“"symm Sweden | enico  [iwL250 IWL2xx-01Txxxxx |820365 V02.xx |4-20181 3x ABSCIDO ffg 2;2 16-08.01062.001.aaa  |ECR 2017/06/23 ?’;DH [ME %:;BPS PN%‘:SOW'
g"gd“"symm Sweden |\ enico  [iwL250 IWL2xx-01Txxxxx |820365 V02.xx |4-20181 3 ABSCIDO ffg 2;2 16-08.01062.001.aaa  |Stand-alone 2017/06/23 ?’;DH [ME %:;BPS PN%‘:SOW'
g"gd“"symm Sweden |\ enico  |iwL25x IWL2xx-01Txxxx  |820365 V02.xx |4-20181 3x ABSCIDO ffgg 2;2 16-08.01062.001.baa |ECR 2018/09/27 ?’;DH [ME %:;BPS PNﬁfgw'
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E2EE Validation Status - 20260108

* INFO BOX

Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024

PTS Approval Version 5.x date: 30 April 2027
Approval Version 6.x date: 30 April 2032

PCI
PCI PTS

PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 -SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
. . PCIPTS Approval Device model: Software version . L Terminal to .
Terminal vendor Manufanurer Ter;nl:al Hardware version: :oftvv‘areAverls'wr:.forA Approval Version: Hardware version: HOZT ;r RCSEbesd e for Debit/Credit :CI BRI E e E2EE ;Iatlld-atlon host Zz;rr:natl tol PNC Case ID
Names modet: ScUoplceTion: Number(s): [Expiry dates  |Software version for e Application: ates protocol roteo
see * above] |Security Application:
Modul-System Sweden |\ \onico  |iwiL25x IWL2xx-01Txxxx  |820365 V02.xx |4-20181 3x ABSCIDO SN2 16-08.01062.001.baa |Stand-alone 2018109727 |SPPH TME |GKI_BPS N2
AB v1.28.xx 1.0 1.06 148
} ECR 2019-
Modul-System Sweden | oo [iwL2sx IWL2xx-01Txxxx  |820365 V02.xx |4-20181 3x ABSCIDO S 16-08.01062.001.caa 2019/03/13 |SPPHTME |GKIBPS ANCZE
AB v1.29.xx 1.0 1.06 019
Stand-alone
} ECR 2019-
Modul-System Sweden |, oo [iwL2sx IWL2xx-01Txxxx  |820365 V02.xx |4-20181 3x ABSCIDO S 16-08.01062.001.daa 2019/08/19 |SPPH TME |GKIBPS AN
AB v1.30.xx 1.0 1.06 064
Stand-alone
) ECR 2021-
Modul-System Sweden |\ \onico  |iwiL25x IWL2xx-01Txxxx  |820365 V02.xx |4-20181 3 ABSCIDO SN2 20-06.01062.003 2021/02/24 |SPPH TME |GKLBPS FNCZ|
AB v1.31.xx 1.3 1.51 013
Stand-alone
Modul-System Sweden . . . 820305V11.xx, SESTDT2 ECR SPDH TME |GKI_BPS PNC-2019-
AB Ingenico iPP350 iPP3xxx-31Txxxxx 820180V01 xx 4-30176 4.x ABSCIDO v1.30.xx 16-08.01062.001.daa 2019/08/19 10 1.06 061
Stand-alone
Nets Denmark A/S Ingenico iCT 2xx iCT2xx-11Txxxxx (820365 V02.19 |4-20196 3.x Nets Branch Norway v3.0.x 18-11.01222.001 Stand-alone 2019/05/27 32? Hpely N/A PN%—42;)19-
Nets Denmark A/S Ingenico iWL 2xx IWL2xx-01Txxxxx (820365 V02.19 [4-20181 3.x Nets Branch Norway v3.0.x 18-11.01222.001 Stand-alone 2019/05/27 |§2? Hpely N/A PN%—42:19-
Nets Denmark A/S Ingenico ICMP iCMxxx-11Txxxxx (820365 V02.19 |4-20235 3.x Nets Branch Norway 6.1.x 18-11.01222.002 ECR 2019/09/30 |§2? Hpely BAXI 1.5 PN%—:‘:HQ-
ECR BAXI 1.5 Y -
Nets Denmark A/S Ingenico iCT250 iCT2xx-11Txxxxx |820365 V02.19 |4-20196 3.x Nets Branch Norway 6.1.x 18-11.01222.002 2019/09/30 S Al FINCZAS
8.21 095
Stand-alone N/A
Nets Denmark A/S Ingenico IPP3xx IPP3xx-11Txxxxx [820365 V02.19 |(4-20184 3x Nets Branch Norway 6.1.x 18-11.01222.002 ECR 2019/09/30 22? RpEdd BAXI 1.5 PN%—QZéHQ-
Nets Denmark A/S Ingenico ISMP iMP3xx-01Txxxxx (820365 V02.19 |(4-20183 3x Nets Branch Norway 6.1.x 18-11.01222.002 ECR 2019/09/30 gg? R BAXI 1.5 PN%§$1Q'
ECR BAXI 1.5 . .
Nets Denmark A/S Ingenico IWL250 IWL2xx-01Txxxxx [820365 V02.19 (4-20181 3.x Nets Branch Norway 6.1.x 18-11.01222.002 2019/09/30 e lanel AN
8.21 098
Stand-alone N/A
Nets Denmark A/S Ingenico ICMP iCMxxx-11Txxxxx (820365 V02.19 |(4-20235 3.x Nets Branch Norway 6.2.x 18-11.01222.002.aaa |ECR 2019/12/02 gg? R BAXI 1.5 PN(;-323(')19-
ECR BAXI 1.5 X -
Nets Denmark A/S Ingenico iCT250 iCT2xx-11Txxxxx (820365 V02.19 (4-20196 3. Nets Branch Norway 6.2.x 18-11.01222.002.aaa 2019/12/02 e lanel AN
8.21 134
Stand-alone N/A
Nets Denmark A/S Ingenico IPP3xx IPP3xx-11Txxxxx [820365 V02.19 |(4-20184 3x Nets Branch Norway 6.2.x 18-11.01222.002.aaa |ECR 2019/12/02 22? RpEdd BAXI 1.5 PN2_325019_
Nets Denmark A/S Ingenico ISMP iMP3xx-01Txxxxx (820365 V02.19 |4-20183 3.x Nets Branch Norway 6.2.x 18-11.01222.002.aaa |ECR 2019/12/02] gg? R BAXI 1.5 PNC;'.;?W'
ECR BAXI 1.5
Nets Denmark A/S Ingenico IWL250 IWL2xx-01Txxxxx (820365 V02.19 [4-20181 3.x Nets Branch Norway 6.2.x 18-11.01222.002.aaa 2019/12/02 32? Hpely PN?327019'
Stand-alone : N/A
Nate Nanmark A/IQ Innanicrn iCTIRN iICTo2vv 11 Tvvvvy RINARK\/ND 10 A-9N010R v Nate Rranch Nanaawu RAv 1R-11 N1299 NND haa [=ER 202N/N2U1D BBS Aan40 BN PNC-2020-
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E2EE Validation Status - 20260108

* INFO BOX

Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024

PTS Approval Version 5.x date: 30 April 2027
Approval Version 6.x date: 30 April 2032

PCI
PCI PTS

PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 -SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
. . PCIPTS Approval Device model: Software version . L Terminal to .
Terminal vendor Manufanurer Ter;nl:al Hardware version: :oftvv‘areAverls}or:‘forA Approval Version: Hardware version: HOZT ;r RCSEbesd e for Debit/Credit ::CI BRI E e E2EE ;Iatlld-atlon host Zz:r:natl tol PNC Case ID
Names modet: ScUoplceTion: Number(s): [Expiry dates  |Software version for e Application: ates protocol roteo
see * above] |Security Application:
e el e e v ] v o " |stand-alone N TP N/A 021
Nets Denmark A/S Ingenico ICMP iCMxxx-11Txxxxx (820365 V02.19 |4-20235 3.x Nets Branch Norway 6.4.x 18-11.01222.002.baa |ECR 2020/03/12 32? Hpely BAXI 1.5 PN%—222020-
Nets Denmark A/S Ingenico IPP3xx IPP3xx-11Txxxxx [820365 V02.19 |(4-20184 3x Nets Branch Norway 6.4.x 18-11.01222.002.baa |ECR 2020/03/12 sg? R BAXI 1.5 PN%-223?20-
Nets Denmark A/S Ingenico ISMP iMP3xx-01Txxxxx (820365 V02.19 |4-20183 3.x Nets Branch Norway 6.4.x 18-11.01222.002.baa |ECR 2020/03/12] 23? R BAXI 1.5 PN%-§£20-
ECR BAXI 1.5 X -
Nets Denmark A/S Ingenico IWL250 IWL2xx-01Txxxxx [820365 V02.19 (4-20181 3.x Nets Branch Norway 6.4.x 18-11.01222.002.baa 2020/03/12 Eelanel ANCZIPD
8.21 025
Stand-alone N/A
Nets Denmark A/S Ingenico iCT 2xx iCT2xx-11Txxxxx (820365 V02.19 (4-20196 3.x Nets Branch Norway v3.1.0 18-11.01222.001.aaa | Stand-alone 2020/01/29 sg? R N/A PN%'122020'
Nets Denmark A/S Ingenico WL 2xx IWL2xx-01Txxxxx (820365 V02.19 |(4-20181 3x Nets Branch Norway v3.1.0 18-11.01222.001.aaa  |Stand-alone 2020/01/29 sg? R N/A PN(())-12£20-
Nets Denmark A/S Ingenico iCT 2xx iCT2xx-11Txxxxx (820365 V02.19 (4-20196 3.x Nets Branch Norway v3.5.0, OnePA [18-11.01222.001.daa |Stand-alone 2020/06/11 sg? R N/A PN%'72§20'
Nets Denmark A/S Ingenico WL 2xx IWL2xx-01Txxxxx (820365 V02.19 |(4-20181 3.x Nets Branch Norway v3.5.0, OnePA [18-11.01222.001.daa |Stand-alone 2020/06/11 sg? R N/A PN(())-72;)20-
Nets Denmark A/S Ingenico  |iCT250 iCT2xx-11Txxxxx 820365 V02.19 [4-20196  |3x Nets Branch Norway 6.5 (Viking)  |18-11.01222.002.caa |ESR | 2000/06/04 |2BS APax40 [BAXI 1.5 RliC20208
Stand-alone 8.21 N/A 055
Nets Denmark A/S Ingenico ICMP iCMxxx-11Txxxxx (820365 V02.19 |(4-20235 3.x Nets Branch Norway 6.5.x (Viking) 18-11.01222.002.caa |ECR 2020/06/04 sg? R BAXI 1.5 PN(())-52é)20-
Nets Denmark A/S Ingenico IPP3xx IPP3xx-11Txxxxx 820365 V02.19 |(4-20184 3x Nets Branch Norway 6.5.x (Viking) 18-11.01222.002.caa |ECR 2020/06/04 sg? R BAXI 1.5 PN%§$20-
Nets Denmark A/S Ingenico ISMP iMP3xx-01Txxxxx (820365 V02.19 (4-20183 3x Nets Branch Norway 6.5.x (Viking) 18-11.01222.002.caa |ECR 2020/06/04 sg? R BAXI 1.5 PN(())-528020-
Nets Denmark A/S Ingenico  |IWL250 IWL2xx-01Txxxxx 820365 V02.19 [4-20181 |3 Nets Branch Norway 6.5.x (Viking)  |18-11.01222.002.caa  |ECR 2020/06/04 |BS APax40 |BAXI 15 RliC20208
Stand-alone 8.21 N/A 059
Nets Denmark A/S Ingenico ICMP iCMxxx-11Txxxxx (820365 V02.19 |(4-20235 3.x Nets Branch Norway 8.0.x (Viking) 20-08.01222.013 ECR 2021/03/01 sg? R BAXI 1.5 PN(;-42(§)20-
Nets Denmark A/S Ingenico  [iCT250 iCT2xx-11Txxxxx 820365 V02.19 [4-20196  [3x Nets Branch Norway 8.0.x (Viking)  |20-08.01222.013 [ECR | 2021/03/01 [BBSAPax40 [BAXI1.5 AN
Stand-alone 8.21 N/A 141
Nets Denmark A/S Ingenico IPP3xx IPP3xx-11Txxxxx (820365 V02.19 |4-20184 3.x Nets Branch Norway 8.0.x (Viking) 20-08.01222.013 ECR 2021/03/01 23? R BAXI 1.5 PNC;'.422020-
Nets Denmark A/S Ingenico ISMP iMP3xx-01Txxxxx (820365 V02.19 |(4-20183 3x Nets Branch Norway 8.0.x (Viking) 20-08.01222.013 ECR 2021/03/01 sg? R BAXI 1.5 PN(;-423(')20-
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E2EE Validation Status - 20260108

* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 -SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID

PCIPTS Manufacturer name:
. . PCIPTS Approval Device model: Software version . L Terminal to .
Terminal vendor Manufanurer Ter;nl:al Hardware version: :oftvv‘areAverls'wr:.forA Approval Version: Hardware version: HOZT ;r RCSlEsdioge for Debit/Credit :CI BB HHEESEEETER i EZEE ;Iatlld-atlon host Zz;rr:natl tol PNC Case ID
Names modet: ScUoplceTion: Number(s): [Expiry dates  |Software version for e Application: ates protocol roteo

see * above] |Security Application:

Nets Denmark A/S Ingenico  |IWL250 IWL2xx-01Txxxxx |820365V02.19 [4-20181 |3 Nets Branch Norway 8.0.x (Viking)  |20-08.01222.013 ECR 2021/03/01 FBS Apax40 |BAXI 1.5 RUCs20208

Stand-alone 8.21 N/A 144

Nets Denmark A/S Ingenico iCT 2xx iCT2xx-11Txxxxx (820365 V02.19 |4-20196 3.x Nets Branch Norway v3.4.0 18-11.01222.001.caa Stand-alone 2020/03/27 32? Hpely N/A PN%—ﬁOZO-

Nets Denmark A/S Ingenico WL 2xx IWL2xx-01Txxxxx (820365 V02.19 [4-20181 3.x Nets Branch Norway v3.4.0 18-11.01222.001.caa Stand-alone 2020/03/27 32? Hpely N/A PN%—422020-
IPP3xx-21TXXXXX,

Nets Denmark A/S Ingenico | IPP3xx IPPOX-BITXOX, | 350365 /02,19 [4-30176  |4.x Nets Branch Norway 6.1.x 18-11.01222.002 ECR 20190030 |EBS APAX40 |5y 15 ANCTIe
IPP3xx-41TXXXXX, 8.21 096
IPP3xx-51Txxxxx

ISMP3 IMP5xx-01Txxxxx 4-30175 4.x X -

Nets Denmark A/S Ingenico 820365 V02.19 Nets Branch Norway 6.1.x 18-11.01222.002 ECR 2019/09/30 gg? R BAXI 1.5 PN%;;NQ

ISMP4 IMP6xx-01Txxxxx 4-30220 4.x -
IPP3xx-21TXXXXX,

Nets Denmark A/S Ingenico |IPP3xx PPOOCSITI00N, 550365 v02.19  [4-30176 |4 Nets Branch Norway 6.2 18-11.01222.002.aa  |ECR 2019/12/02 |BBS AP0 [mpx 4 5 Ak
iPP3xx-41TXXXXX, 8.21 135
iPP3xx-51Txxxxx

ISMP3 IMP5xx-01Txxxxx 4-30175 4.x X -

Nets Denmark A/S Ingenico 820365 V02.19 Nets Branch Norway 6.2.x 18-11.01222.002.aaa |ECR 2019/12/02 gg? R BAXI 1.5 PNC;,BZéNQ

ISMP4 IMP6xx-01Txxxxx 4-30220 4.x -
IPP3xx-21TXXXXX,

Nets Denmark A/S Ingenico |IPP3xx PPOOCSIT000N, | 550365 v02.19  [4-30176 |4 Nets Branch Norway 6.4.x 18-11.01222.002.baa  |ECR 202000312 |BBS APXA0 [mpx 4 5 B 2020
iPP3xx-41TXXXXX, 8.21 023
iPP3xx-51Txxxxx

ISMP3 IMP5xx-01Txxxxx 4-30175 4.x X -

Nets Denmark A/S Ingenico 820365 V02.19 Nets Branch Norway 6.4.x 18-11.01222.002.baa |ECR 2020/03/12 gg? R BAXI 1.5 PN%22‘?20

ISMP4 IMP6xx-01Txxxxx 4-30220 4.x -
11_02_00_00_00,
Spire 11_0a_xx_bb_xx,
Nets Denmark A/S Payments |gp.q axito 6, bb200 115 SESYSTI_S 01, 50 15s = gy Nets Branch Norway v3.1x 18-11.01222.001.aaa |Stand-alone 202001720 |BBS APAX 1\ ANCZPD
Holdings and 12, 01_XX_XXXXXXXX 40, 8.21 016
Sarl a=1to 8 bb=21 and
22
22_00_xx_01_xx,
22_01_xx_02_xx,
Spire 22_05_xx_02_xx,
Payments 22_06_xx_02_xx, |SPSYS11_S_01., . g ’ BBS Apax PNC-2020-
Nets Denmark A/S Holdings SPg7 PG v (P, ||z sessmnes 4-30180 4.x Nets Branch Norway v3.1.x 18-11.01222.001.aaa  |Stand-alone 2020/01/29 40, 8.21 N/A 017
S.arl 22_0a_xx_bb_xx,
a=1to 8, bb=02, 03,
04, 05
11_02_00_00_00,
Spire 11_0a_xx_bb_xx,
Nets Denmark A/S Payments | op 5 2= it W= || SPRVETILS0L caamn oy Nets Branch Norway Vv3.5.0,0nePA |18-11.01222.001.daa  |Stand-alone 2020006111 |BBS APaX G2
Holdings and 12, 01_XX_XXXXXXXX 40, 8.21 082
S.arl a=1to 8 bb=21 and
22
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E2EE Validation Status - 20260108

* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 -SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
. . PCIPTS Approval Device model: Software version . L Terminal to .
Terminal vendor Manufanurer Ter;nl:al Hardware version: :oftvv‘areAverls}or:.forA Approval Version: Hardware version: HOZT ;r RCSlEsdioge for Debit/Credit ::CI BB HHEESEEETER i EZEE ;Iatlld-atlon host Z::r:natl tol PNC Case ID
Names modet: ScUoplceTion: Number(s): [Expiry dates  |Software version for e Application: ates protocol roteo
see * above] |Security Application:
22_00_xx_01_xx,
22_01_xx_02_xx,
Spire 22_05_xx_02_xx,
Payments 22_06_xx_02_xx, |SPSYS11_S_01., . g ’ BBS Apax PNC-2020-

Nets Denmark A/S Holdings SPg7 PG v (P, ||z sessmmes 4-30180 4.x Nets Branch Norway v3.5.0, OnePA |18-11.01222.001.daa  |Stand-alone 2020/06/11 40, 8.21 N/A 083

S.arl 22_0a_xx_bb_xx,
a=1to 8, bb=02, 03,
04, 05
11_02_00_00_00,

Spire 11_0a_xx_bb_xx,

Nets Denmark A/S Payments | op 5 2= it =) || SPRETILS 0L caamn oy Nets Branch Norway v4.0.x, OnePA  |20-08.01222.012 Stand-alone 2020112108 |BBS APaX 0 NG
Holdings and 12, 01_XX_XXXXXXXX 40, 8.21 133
S.arl a=1to 8 bb=21 and

22
22_00_xx_01_xx,
22_01_xx_02_xx,
Spire 22_05_xx_02_xx,
Payments 22 06_xx 02 xx, |SPSYS11_S 01. BBS Apax PNC-2020-

Nets Denmark A/S Holdings SPg7 2207 xx_02.xx, | 01_xx 0 4-30180 4.x Nets Branch Norway v4.0.x, OnePA |20-08.01222.012 Stand-alone 2020/12/04 40, 8.21 N/A 132

S.arl 22_0a_xx_bb_xx,
a=1to 8, bb=02, 03,
04, 05
IPP3xx-21TXXXXX,

Nets Denmark A/S Ingenico  |IPP3xx IPPOX-BITXONX, | 350365 /02,19 [4-30176  |4.x Nets Branch Norway 6.5.x (Viking)  [18-11.01222.002.caa |ECR 202006004 |EBS AP2X40 |55y 1 5 (AN
iPP3xx-41TXXXXX, 8.21 057
iPP3xx-51Txxxxx

Nets Denmark A/S Ingenico  |\SMP3 IMPSX-O1T000C_ 1350365 v/02.19, [4=20175 14X Nets Branch Norway 6.5.x (Viking)  |18-11.01222.002.caa  |ECR 202006004 |EBS APaX40 |5y 15 (AN

ISMP4 IMP6xx-01Txxxxx 4-30220 4.x 8.21 058
IPP3xx-21TXXXXX,

Nets Denmark A/S Ingenico  |IPP3xx IPPOX-BITXONX, | 350365 \/02.19  [4-30176  |4.x Nets Branch Norway 8.0.x (Viking)  [20-08.01222.013 ECR 2021/03/01 |EBS APaX40 |5y 15 NP0
iPP3xx-41TXXXXX, 8.21 142
iPP3xx-51Txxxxx

" ISMP3 iMP5xx-01Txxxxx 4-30175 4.x i 20-08.01222.013 BBS Apax40 PNC-2020-

Nets D k A/S | 820365 V02.19 Nets B h N 8.0.x (Viki ECR 2021/03/01 BAXI 1.5

ets Denmar n9eMe  [isMP4__[iMPBxxc01 oo 430220 4 S *ViKn9)  [50.08.01222.013 8.21 143
LIN25AA LIN25BA
LIN25CA LIN25DA |820556v01.xx
LIN25EA LIN25FA |820555v01.xx
LIN25GA LIN25HA |820376V01.xx
. . LIN25IA LIN25JA  |820549v01.xx - BBS Apax40 PNC-2022-

Nets Denmark A/S Ingenico Link/2500 LIN25KA LIN25LA |820548v04 xx 4-30230 4.x Nets Branch Norway 8.2.x (Viking) 20-08.01222.013.aaa |ECR 2022/12/08 8.21 BAXI 1.5 029
LIN25MA LIN25NA |820548v06.xx
LIN25BB LIN25DB |820376v02.xx
LIN25FB LIN25HB |820548v07.xx
LIN25JB

Nets Denmark A/S Ingenico ISMP3 iMP5xx-01Txxxxx (820365 V02.19 |4-30175 4.x Nets Branch Norway 8.2.x (Viking) 20-08.01222.013.aaa |ECR 2022/12/08 32? Hpely BAXI 1.5 ggloc-zozz-
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E2EE Validation Status - 20260108

* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024
PTS Approval Version 5.x date: 30 April 2027
Approval Version 6.x date: 30 April 2032

PCI
PCI PTS

PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor

2 - Point of Encryption POI

4-SAM-card

5 - Decryption HOST

Debit/Credit Application Information

Product Information E2EE Reference

Protocol information

Case ID

Terminal vendor

Manufacturer
name:

Terminal
model:

Hardware version:

Software version for
Security Application:

PCIPTS
Approval

Number(s):

PCIPTS
Approval
Version:
[Expiry dates
see * above]

Manufacturer name:
Device model:
Hardware version:
Software version for
Security Application:

HOST or HOSTs used for the
product

Software version
for Debit/Credit
Application:

PCI SSC's PA-DSS Reference
#

E2EE Validation
date:

Terminal to

protocol

Terminal to

host ECR Protcol

PNC Case ID

Nets Denmark A/S

Ingenico

ISMP4

iMP6xx-01Txxxxx

820365 V02.19

4-30220

Nets Branch Norway

8.2.x (Viking)

20-08.01222.013.aaa

ECR

2022/12/08

BBS
8.21

Apax40 1paxi 1.5

PNC-2022-
030

Nets Denmark A/S

Ingenico

IPP3xx

IPP3xx-21TXXXXX,
iPP3xx-31TXXXXX,
IPP3xx-41TXXXXX,
iPP3xx-51Txxxxx

820365 V02.19

4-30176

4.x

Nets Branch Norway

8.2.x (Viking)

20-08.01222.013.aaa

ECR

2022/12/08

BBS
8.21

Apax40 1paxi 1.5

PNC-2022-
031

Nets Denmark A/S

Ingenico

Link/2500

LIN25AA LIN25BA
LIN25CA LIN25DA
LIN25EA LIN25FA
LIN25GA LIN25HA
LIN25IA LIN25JA
LIN25KA LIN25LA
LIN25MA LIN25NA
LIN25BB LIN25DB
LIN25FB LIN25HB
LIN25JB

820376V01.xx
820549v01.xx
820548v04.xx
820548v04.xx
820548v06.xx
820376v02.xx
820548v07 .xx

4-30230

4.x

Nets Branch Norway

Viking 1.00.0

SSF #: 22-
47.00641.002

ECR

2023/04/04

BBS
8.21

Apax40 1paxi 1.5

PNC-2023-
007

Nets Denmark A/S

Ingenico

Link/2500

LIN25AA LIN25BA
LIN25CA LIN25DA
LIN25EA LIN25FA
LIN25GA LIN25HA
LIN25IA LIN25JA
LIN25KA LIN25LA
LIN25MA LIN25NA
LIN25BB LIN25DB
LIN25FB LIN25HB
LIN25JB

820376V01.xx
820549v01.xx
820548v04.xx
820548v04.xx
820548v06.xx
820376v02.xx
820548v07 .xx

4-30230

Nets Branch Norway

Viking 1.01.0

SSF #: 22-
47.00641.002.aaa

ECR

2023/04/04

BBS
8.21

Apax40 [5 0y 1.5

PNC-2023-
011

Nets Denmark A/S

Ingenico

Link/2500

LIN25AA LIN25BA
LIN25CA LIN25DA
LIN25EA LIN25FA
LIN25GA LIN25HA
LIN25IA LIN25JA
LIN25KA LIN25LA
LIN25MA LIN25NA
LIN25BB LIN25DB
LIN25FB LIN25HB
LIN25JB

820376V01.xx
820549v01.xx
820548v04.xx
820548v04.xx
820548v06.xx
820376v02.xx
820548v07.xx

4-30230

Nets Branch Norway

Viking 1.02.0
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SSF #: 22-
47.00641.002.baa

ECR

2023/07/07

BBS Apax40

8.21

BAXI 1.5

PNC-2023-
019




E2EE Validation Status - 20260108

* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 - SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID

PCIPTS Manufacturer name:

Manufacturer Terminal Software version for PelPTS Approval S HOST or HOSTs used for the EHE TR PCI SSC's PA-DSS Reference . E2EE Validation Terminal to Terminal to
#

Terminal vendor name: model: Hardware version: Security Application: Approval Version: Hardware version: roduct for Debit/Credit
. . G “|Number(s): [Expiry dates  |Software version for B
see * above] |Security Application:

o date: host R protcol PNCCaselD
Application: protocol

LIN25AA LIN25BA
LIN25CA LIN25DA
LIN25EA LIN25FA

LIN25GA LIN25HA ggggigzglx
. . LIN25IA LIN25JA : - SSF #: 23- BBS Apax40 PNC-2024-
Nets Denmark A/S Ingenico Link/2500 LIN25KA LIN25LA 820548v04.xx 4-30230 4.x Nets Branch Norway Viking 2.00 47.00641.005 ECR 2024/01/31 8.21 BAXI 1.5 009

820548v06.xx

LIN25MA LIN25NA 820376v02.xx
LIN25BB LIN25DB 820548v074xx
LIN25FB LIN25HB .
LIN25JB

820376V01.xx

LIN25AA LIN25BA
LIN25CA LIN25DA
LIN25EA LIN25FA
LIN25GA LIN25HA [32054v01 XX
. . LIN25IA LIN25JA : - SSF #: 23- BBS Apax40 PNC-2024-
Nets Denmark A/S Ingenico Link/2500 LIN25KA LIN25LA 820548v04.xx  |4-30230 4.x Nets Branch Norway Viking 2.01 47.00641.005.a3a ECR 2025/01/14 8.21 BAXI 1.5 033
820548v06.xx

LIN25MA LIN25NA 820376v02.xx
LIN25BB LIN25DB 820548v07-xx
LIN25FB LIN25HB :
LIN25JB

820376V01.xx

LIN25AA LIN25BA
LIN25CA LIN25DA
LIN25EA LIN25FA

LIN25GA LIN25HA ggggigzglx
. . LIN25IA LIN25JA : - SSF #: 23- BBS Apax40 PNC-2024-
Nets Denmark A/S Ingenico Link/2500 LIN25KA LIN25LA 820548v04.xx 4-30230 4.x Nets Branch Norway Viking 2.02 47.00641.005.baa ECR 2025/01/14 8.21 BAXI 1.5 038

820548v06.xx

LIN25MA LIN25NA 820376v02.xx
LIN25BB LIN25DB 820548v074xx
LIN25FB LIN25HB .
LIN25JB

820376V01.xx
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E2EE Validation Status - 20260108

* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024
PTS Approval Version 5.x date: 30 April 2027
Approval Version 6.x date: 30 April 2032

PCI
PCI PTS

PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor

2 - Point of Encryption POI

4-SAM-card

5 - Decryption HOST

Debit/Credit Application Information

Product Information E2EE Reference

Protocol information

Case ID

Terminal vendor

Manufacturer
name:

Terminal
model:

Hardware version:

Software version for
Security Application:

PCIPTS
Approval

Number(s):

PCIPTS
Approval
Version:
[Expiry dates
see * above]

Manufacturer name:
Device model:
Hardware version:
Software version for
Security Application:

HOST or HOSTs used for the
product

Software version
for Debit/Credit
Application:

PCI SSC's PA-DSS Reference
#

E2EE Validation
date:

Terminal to
host
protocol

Terminal to
ECR Protcol

PNC Case ID

Nets Denmark A/S

Ingenico

Link/2500

LIN25AA LIN25BA
LIN25CA LIN25DA
LIN25EA LIN25FA
LIN25GA LIN25HA
LIN25IA  LIN25JA
LIN25KA LIN25LA
LIN25MA LIN25NA
LIN25BB LIN25DB
LIN25FB LIN25HB
LIN25JB

820376v01.xx
820549v01.xx
820556v01.xx
820555v01.xx
820548v03.xx
820565v01.xx
820548v04.xx
820548v04.xx
820548v06.xx
820548v04.xx
820548v06.xx
820376v02.xx
820548v07 .xx

4-30230

4.x

Nets Branch Norway

Viking 2.03

SSF #: 23-
47.00641.005.caa

ECR

2025/06/12

BBS Apax40

8.21

BAXI 1.5

PNC-2025-
005

Nets Denmark A/S

Ingenico

Link/2500

LIN25AA LIN25BA
LIN25CA LIN25DA
LIN25EA LIN25FA
LIN25GA LIN25HA
LIN25IA  LIN25JA
LIN25KA LIN25LA
LIN25MA LIN25NA
LIN25BB LIN25DB
LIN25FB LIN25HB
LIN25JB

820376v01.xx
820549v01.xx
820556v01.xx
820555v01.xx
820548v03.xx
820565v01.xx
820548v04.xx
820548v04.xx
820548v06.xx
820548v04.xx
820548v06.xx
820376v02.xx
820548v07 .xx

4-30230

Nets Branch Norway

Viking 2.04

SSF #: 23-
47.00641.005.daa

ECR

2025/10/24

Sofie
V8.Xx

Apax40 Sofie

PNC-2025-
014

Nets Denmark A/S

Spire
Payments
Holdings
Sarl

SPc5

11_02_00_00_00,
11_0a_xx_bb_xx,
a=1to 8, bb=00,11
and 12,

a=1to 8 bb=21 and
22

SPSYS11_S_01.
01_XX_XXXXXXXX

4-30154

4.x

Nets Branch Norway

v3.4.0

18-11.01222.001.caa

Stand-alone

2020/03/27

BBS Apax
40, 8.21

4

/A

PNC-2020-
045

Nets Denmark A/S

Spire
Payments
Holdings
S.arl

SPg7

22_00_xx_01_xx,
22_01_xx_02_xx,
22_05_xx_02_xx,
22_06_xx_02_xx,
22_07_xx_02_xx,
22_0a_xx_bb_xx,
a=1to 8, bb=02, 03,
04, 05

SPSYS11_S_01.
01_XX_XXXXXXXX

4-30180

4.x

Nets Branch Norway

v3.4.0

18-11.01222.001.caa

Stand-alone

2020/03/27

BBS Apax
40, 8.21

N/A

PNC-2020-
046

Nets Denmark A/S,
Finnish Branch

Ingenico

iSMP

IMP3xx-01Txxxxx

820365V02.19

4-20183

3.x

Nets Branch Norway
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5.1.x (Viking)

15-08.00424.007 .iaa

ECR

2018/02/05

BBS Apax40
8.21

Baxi 1.5

PNC-2018-
037




E2EE Validation Status - 20260108

* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 -SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
. . PCIPTS Approval Device model: Software version . L Terminal to .
Terminal vendor Manufanurer Ter;nl:al Hardware version: :oftvv‘areAverls}or:.forA Approval Version: Hardware version: HOZT ;r RCSEbesd e for Debit/Credit ::CI BRI E e i E2EE ;Iatlld-atlon host Z::r:natl tol PNC Case ID
Names modet: ScUoplceTion: Number(s): [Expiry dates  |Software version for e Application: ates protocol roteo
see * above] |Security Application:
Nets Denmark A/S ECR bzt o [Baits PNC-2018:
15 BEIET U, Ingenico  |IWL250 IWL2xx-01Txxxxx |820365V02.19 |4-20181 3x Nets Branch Norway 51.x (Viking)  |15-08.00424.007.iaa 2018/02/05 |- Soead
Finnish Branch BBS Apax40 039
Stand-alone N/A
8.21
Manufacturer
name: Nets
Denmark A/S
Nets Denmark Merchant 820305V02.xx, Bz;/slcssn:;ﬁek ggz&? (fets zﬁé?:.ggiﬂ).oozdaa PNC-2013-
" Ingenico iPP350 IPP3xx-11TxXXXX T |4-20184 3.x Hardware Nets Denmark A/S 13-08.00284.006.aaa |ECR 2013/11/01 |OTRS 1.0 TAPA 2.1
Solutions A/S 820365V02.xx L 066
version: M10 1.0.0 (T2/CDP) (Nets DK Merchant
Software version o Solutions T2/CDP)
for Security
Application:
8.00.06
Nets Denmark A/S Ingenico ISMP iMP3xx-01Txxxxx (820365 V02.19 |4-20183 3.x Nets Branch Norway 8.2.x (Viking) 20-08.01222.013.aaa |ECR 2022/12/08, 32? Hpely BAXI 1.5 ggloc-zozz-
Nets Denmark A/S Ingenico IPP3xx iPP3xx-11Txxxxx (820365 V02.19 |4-20184 3.x Nets Branch Norway 8.2.x (Viking) 20-08.01222.013.aaa ECR 2022/12/08 32? Hpely BAXI 1.5 5:2\110'2022'
Nets Denmark A/S Ingenico ICT250 ICT2xx-11Txxxxx 820365 V02.19 |4-20196 3.x Nets Branch Norway 8.2.x (Viking) 20-08.01222.013.a2aa ECR/Stand Alone 2022/12/08 32? Hpely BAXI 1.5 5520'2022'
Nets Denmark A/S Ingenico ICMP iCMxxx-11Txxxxx (820365 V02.19 (4-20235 3.x Nets Branch Norway 8.2.x (Viking) 20-08.01222.013.aaa |ECR 2022/12/08 32? RpEdd BAXI 1.5 5:2\130-2022-
Nets Denmark A/S Ingenico IWL250 IWL 2xx-01 Txxxxx (820365 V02.19 [4-20181 3.x Nets Branch Norway 8.2.x (Viking) 20-08.01222.013.a2aa ECR/Stand Alone 2022/12/08 gg? R BAXI 1.5 5?402022'
Nets Oy Ingenico |ICT220 ICT25001Tx0000x 820365V02.17 420106 2x Nets Branch Norway 4.5.x (Viking) 15-08.00424.007.aaa ECR 2015000116 |BESAPEXA0 poiq g PNC-2015-257
Nets Oy Ingenico ICT220 1CT2xx-01Txoo00x 820365V02.17 4-20106 2x Nets Branch Norway 4.5.x (Viking) 15-08.00424.007.aaa Stand-alone 2015/09/16 n/a PNC-2015-257
Nets Oy Ingenico ICT220 1CT2xx-01Txo000x 820365V02.17 4-20106 2.x Nets Branch Norway 4.6.x (Viking) 15-08.00424.007.caa ECR 2016/01/12 Baxi 1.5 PNC-2016-002
Nets Oy Ingenico ICT220 1CT2xx-01Txo000x 820365V02.17 4-20106 2.x Nets Branch Norway 4.6.x (Viking) 15-08.00424.007 .caa Stand-alone 2016/01/12 Baxi 1.5 PNC-2016-002
Nets Oy Ingenico ICT220 ICT2xx-01T0000¢ 820365 V02.04 4-20106 2x Nets Norway AS 3.6 (Viking) 12-08.00424.006 Stand-alone 2013/02/20 n/a
Nets Oy Ingenico ICT220 1CT2xx-01Txoo00x 820365 V02.04 4-20106 2.x Nets Norway AS 3.6 (Viking) 12-08.00424.006 ECR 2013/02/20 BAXI 1.5
Nets Oy Ingenico |ICT220 ICT25001Tx0000x 8203650212  |4-20106 2x Nets Norway AS 3.9 (Viking) re.00124.006.c2a ECR 20131010 Baxi 1.5 PNC-2013-058
Nets Oy Ingenico ICT220 ICT2xx-01T30000¢ 820365 V02.12 4-20106 2.x Nets Norway AS 3.9 (Viking) :\ﬁ?:ﬁo"z"'ooe'caa Stand-alone 2013/10/10 n/a PNC-2013-058
Nets Oy Ingenico ICT220 ICT2xx-01T30000¢ 820365 V02.16 4-20106 2.x Nets Norway AS 4.0 (Viking) :\i-ko‘g::mz‘;.ooe.daa ECR 2013/11/26 Baxi 1.5 PNC-2013-151
Nets Oy Ingenico ICT220 ICT2xx-01T30000¢ 820365 V02.16 4-20106 2.x Nets Norway AS 4.0 (Viking) :\i-ko‘g::mz‘;.ooe.daa Stand-alone 2013/11/26 n/a PNC-2013-151
Nets Oy Ingenico ICT220 ICT2xx-01T30000¢ 820365 V02.16 4-20106 2.x Nets Norway AS 4.1 (Viking) :\i-ko‘g::mz‘;.ooe.eaa ECR 2014/05/06 Baxi 1.5 PNC-2014-148
Nets Oy Ingenico ICT220 ICT2xx-01T30000¢ 820365 V02.16 4-20106 2.x Nets Norway AS 4.1 (Viking) :\i-ko‘g::mz‘;.ooe.eaa Stand-alone 2014/05/06 n/a PNC-2014-148
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E2EE Validation Status - 20260108

* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 -SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
Terminal vendor nMa::Tanurer .:or:z: 2l Hardware version: ::Z:::;;Z‘:;;L::i:; Zf)lp'::al C::i‘:‘::l z:‘rl;tar:: \‘jee::sion: H:z?u;r ROSELosdlicite ::rﬂ I::t:i:/‘:;::i)t" ::CI SSCEREDS RS i E2EE ;I:tlti:ation Te"::: e EZ:':::‘::’I PNC Case ID
. . “|Number(s): [Expiry dates  |Software version for Application: . protocol
see * above] |Security Application:
Nets Oy Ingenico ICT220 1CT2xx-01Txoo00x 820365 V02.16 4-20106 2.x Nets Norway AS 4.2 (Viking) 12-08.00424.006 faa (Viking) |ECR 2014/11/18 EER = Baxi 1.5 PNC-2014-413
Nets Oy Ingenico ICT220 1CT2xx-01Txo000x 820365 V02.16 4-20106 2.x Nets Norway AS 4.2 (Viking) 12-08.00424.006.faa (Viking) | Stand-alone 2014/11/18 n/a PNC-2014-413
Nets Oy Ingenico  |ICT220 ICT210:01Tyo000x 8203650217 [4-20108 2x Nets Norway AS 4.3 (Viking) e Ecr 2015/02/12 n/a PNC-2015-050
Nets Oy Ingenico  |ICT220 ICT210:01Tyo000x 8203650217 [4-20108 2x Nets Norway AS 4.3 (Viking) e Stand-alone 2015/02/12 n/a PNC-2015-050
Nets Oy Ingenico ICT220 ICT2xx-01T0000¢ 820365V02.04 4-20106 2x Nets Norway AS 32 12-08.00424.003 Stand-alone 2012/05/08 n/a
Nets Oy Ingenico ICT220 1CT2xx-01Txo000x 820365V02.04 4-20106 2x Nets Norway AS 3.2 12-08.00424.003 ECR 2012/05/08 BAXI 1.5
Nets Oy Ingenico ICT220 1CT2xx-01Txo000x 820365V02.04 4-20106 2x Nets Norway AS 3.4 12-08.00424.005 ECR 2012/11/14 n/a
Nets Oy Ingenico ICT220 ICT2xx-01Tx0000x 820365V02.04 4-20106 2x Nets Norway AS 3.4 12-08.00424.005 Stand-alone 2012/11/14 n/a
Nets Oy Ingenico ICT220 ICT2xx-01Tx0000x 820365V02.12 4-20106 2x Nets Norway AS 3.7 (Viking) ;\i—ko‘ggmz‘;.ooe.aaa ECR 2013/06/03 Baxi 1.5
.gsffﬁgﬁé"ﬁsfk Merchant Ingenico ICT220 1CT25001 T30 820365V02.12 420106 2x Nets Norway AS 3.7 (Viking) :@ﬁggmz@ooe.aaa Stand-alone 2013/06/03 n/a
Nets Oy Ingenico ICT220 ICT2xx-01Tx0000x 820365V02.17 4-20106 2x Nets Norway AS 4.4.x (Viking) 15-08.00424.007 Stand-alone 2015/06/24 n/a PNC-2015-187
Nets Oy Ingenico ICT220 ICT2xx-01Tx0000x 820365V02.17 4-20106 2x Nets Norway AS 4.4.x (Viking) 15-08.00424.007 ECR 2015/06/24 Baxi 1.5
Nets Oy Ingenico ICT220 ICT2xx-01Tx0000x 820365V02.19 4-20106 2x Nets Branch Norway 4.7 x (Viking) 15-08.00424.007 .eaa ECR 2016/07/07 Baxi 1.5 PNC-2016-203
Nets Oy Ingenico ICT220 ICT2xx-01Tx0000x 820365V02.19 4-20106 2x Nets Branch Norway 4.7 x (Viking) 15-08.00424.007 .eaa Stand-alone 2016/07/07 n/a PNC-2016-203
Nets Oy Ingenico ICT220 ICT2xx-01Tx0000x 820365V02.19 4-20106 2x Nets Branch Norway 4.8.x (Viking) 15-08.00424.007 faa ECR 2016/10/24 Baxi 1.5 PNC-2016-232
Nets Oy Ingenico ICT220 ICT2xx-01Tx0000x 820365V02.19 4-20106 2x Nets Branch Norway 4.8.x (Viking) 15-08.00424.007 faa Stand-alone 2016/07/07 n/a PNC-2016-232
Nets Oy Ingenico ICT220 ICT2xx-01Tx0000x 820365V02.19 4-20106 2x Nets Branch Norway 4.9.x (Viking) 15-08.00424.007.gaa ECR 2017/01/26 Baxi 1.5 PNC-2017-019
Nets Oy Ingenico ICT220 ICT2xx-01Tx0000x 820365V02.19 4-20106 2x Nets Branch Norway 4.9.x (Viking) 15-08.00424.007.gaa Stand-alone 2017/01/26 n/a PNC-2017-019
Nets Oy Ingenico ICT220 ICT2xx-01Tx0000x 820365V02.19 4-20106 2x Nets Branch Norway 5.0.x (Viking) 15-08.00424.007 .haa ECR 2017/07/04 Baxi 1.5 PNC-2017-099
Nets Oy Ingenico ICT220 ICT2xx-01Tx0000x 820365V02.19 4-20106 2x Nets Branch Norway 5.0.x (Viking) 15-08.00424.007 .haa ECR 2017/07/04 Baxi 1.5 PNC-2017-099
Nets Oy Ingenico ICT250 ICT2xx-01Tx0000x 820365 V02.04 4-20106 2x Nets Norway AS 3.6 (Viking) 12-08.00424.006 ECR 2013/02/20 BAXI 1.5
Nets Oy Ingenico ICT250 ICT2xx-01Tx0000x 820365 V02.04 4-20106 2x Nets Norway AS 3.6 (Viking) 12-08.00424.006 Stand-alone 2013/02/20 n/a
Nets Oy Ingenico ICT250 ICT2xx-01Tx0000x 820365 V02.12 4-20106 2x Nets Norway AS 3.8 (Viking) :\i—ko‘rﬁ‘::0424.006.baa ECR 2013/08/29 Baxi 1.5
Nets Oy Ingenico ICT250 1CT2xx-01T0000¢ 820365 V02.12 4-20106 2x Nets Norway AS 3.8 (Viking) ;\i—ko‘g'.:(:OAZA.OOG.baa Stand-alone 2013/08/29 n/a
Nets Oy Ingenico ICT250 ICT2xx-01Tx0000x 820365V02.12 4-20106 2x Nets Norway AS 3.7 (Viking) ;\i—ko‘ggmz‘;.ooe.aaa ECR 2013/06/03 Baxi 1.5
Nets Oy Ingenico ICT250 1CT2xx-01T30000¢ 820365V02.12 4-20106 2x Nets Norway AS 3.7 (Viking) ;\i—ko‘g'.:(:OAZA.OOG.aaa Stand-alone 2013/06/03 n/a
Nets Oy Ingenico 1CT2xx T2x%-01T30000¢ 820365V02.04 4-20106 2x Nets Norway AS 33 12-08.00424.003.aaa ECR 2012/08/29 BAXI 1.5
Nets Oy Ingenico ICT2xx T2xx-01T000¢ 820365V02.04 4-20106 2x Nets Norway AS 33 12-08.00424.003.aaa Stand-alone 2012/08/29 BAXI 1.5
Nets Oy Ingenico ICT-2XX 1CT250601 T30 820365 v01.xx 4-20106 20 Nets Norway AS 3.035 ECR 2010/10/06 'E“é'_\g;ayme"‘
Nets Oy Ingenico ICT-2XX 1CT2xx-01Tx000x 820365 v01.xx 4-20106 2.0 Nets Norway AS 3.0-3.5 Stand-alone 2010/10/06 SDI 2.8 n/a
Nets Oy Ingenico IPP350 IPP3xx-01 Tx0000¢ 820365 V02.04 4-20142 2x Nets Norway AS 33 12-08.00424.003.aaa ECR 2012/08/29 B‘BSADECS“O Baxi 1.5
Nets Oy Ingenico IPP350 IPP3xx-01 Tx0000¢ 820365V02.04 4-20142 2x Nets Norway AS 32 12-08.00424.003 ECR 2012/05/08 22? b=y BAXI 1.5
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* INFO BOX

Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024

PTS Approval Version 5.x date: 30 April 2027
Approval Version 6.x date: 30 April 2032

PCI
PCI PTS

PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2- Point of Encryption POl 4 - SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
Terminal vendor nMa::Tanurer .:or:z: 2l Hardware version: ::Z:::;;Z‘:;;L::i:; Zf)lp'::al C::i‘:‘::l z:‘rl;tar:: \‘jee::sion: H:z?u;r SIS R e ::rﬂ I::t:i:/‘:;::i)t" ::CI SRS ReferEnTe EZEE ;I:tlti:ation Te"::: e EZ:':::‘::’I PNC Case ID
. . “|Number(s): [Expiry dates  |Software version for Application: . protocol
see * above] |Security Application:
Nets Oy Ingenico iPP350 IPP3xx-01 Txoooox 820365V02.17  [4-20142 2x Nets Branch Norway 4.5 (Viking) 15-08.00424.007.aaa ECR 2015000116 [BESAPEXA0 poiq g PNC-2015-259
Nets Oy Ingenico |iPP350 1PP3xx01Tiooox 820365V0217 420142 2x Nets Branch Norway 4.6 (Viking) 15-08.00424.007 caa ECR 2016/01/12 Baxi 1.5 PNC-2016-004
Nets Oy Ingenico |iPP350 1PP3xx01Tiooox 82036510204 420142 2x Nets Norway AS 356 (Viking) 12-08.00424.006 ECR 2013102120 BAXI 15
Nets Oy Ingenico |IPP350 1PP3xx-01Tiooox 820365V02.12 420142 2x Nets Norway AS 3.8 (Viking) 12.08.00424.006.baa ECR 2013108129 Baxi 15
Nets Oy Ingenico IPP350 1PP3xx-01 0000 8203650212 |4-20142 2x Nets Norway AS 3.9 (Viking) 12-06.00424.006caa ECR 2013110110 Baxi 1.5 PNC-2013-059
Nets Oy Ingenico IPP350 IPP3xx-01Txoooox 820365V02.16 420142 2x Nets Norway AS 4.0 (Viking) e00424.006.02a ECR 2013/11/26 Baxi 1.5 PNC-2013-152
Nets Oy Ingenico IPP350 IPP3xx-01Txoooox 820365V02.16 420142 2x Nets Norway AS 4.1 (Viking) 00424006 622 ECR 2014/05/06 Baxi 1.5 PNC-2014-150
Nets Oy Ingenico |IPP350 1PP3xx01Tooox 820365V02.16 420142 2x Nets Norway AS 4.2 (Viking) 12-08.00424.006 faa (Viking) |ECR 2014/11/18 Baxi 1.5 PNC-2014-415
Nets Oy Ingenico IPP350 IPP3xx-01Txoooox 820365V02.17 420142 2x Nets Norway AS 4.3 (Viking) e ECR 2015002112 Baxi 1.5 PNC-2015-052
Nets Oy Ingenico IPP350 IPP3xx-01Tx000x 820365V02.04 4-20142 2x Nets Norway AS 34 12-08.00424.005 ECR 201211114 Baxi 1.5
Nets Oy Ingenico iPP350 1PP3xx01Tiooox 820365V0212 420142 2x Nets Norway AS 3.7 (Viking) 00424006222 ECR 2013/06/03 Baxi 1.5
Nets Oy Ingenico |iPP350 1PP3xx01Tiooox 820365V0219 420142 2x Nets Branch Norway 4.4.x (Viking) 15-08.00424.007 ECR 2015/06/24 Baxi 1.5 PNC-2015-189
Nets Oy Ingenico |iPP350 1PP3xx01Tiooox 820365V0217 420142 2x Nets Branch Norway 4.7.x (Viking) 15-08.00424.007 eaa ECR 2016/07/07 Baxi1.5 PNC-2016-205
Nets Oy Ingenico |iPP350 1PP3xx01Tiooox 820365V0217 420142 2x Nets Branch Norway 4.8 (Viking) 15-08.00424.007 faa ECR 2016/11/21 Baxi1.5 PNC-2016-234
Nets Oy Ingenico|iPP350 1PP3xx01Tiooox 820365V0217 420142 2x Nets Branch Norway 4.9.x (Viking) 15-08.00424.007 faa ECR 2017/01/26 Baxi1.5 PNC-2017-021
Nets Oy Ingenico|iPP350 1PP3xx01Tiooox 820365V0217 420142 2x Nets Branch Norway 6.4x 18-11.01222.002.baa ECR 2020/03/12 Baxi1.5 PNC-2020-021
Nets Oy Ingenico|iPP350 1PP3xx01Tiooox 82036510204 420142 2x Nets Norway AS 356 (Viking) 12-08.00424.006 ECR 2020/03/12 BAXI 15
Nets Oy Ingenico |iPP350 1PP3xx01Tiooox 820365V0217 420142 2x Nets Branch Norway 6.4x 18-11.01222.002 baa ECR 2020/03/12 Baxi 1.5 PNC-2020-022
Nets Oy Ingenico  |IPP350 1PP3x-01Tiooox 820365V02.12 420142 2x Nets Norway AS 64x 18-11.01222.002.baa ECR 2020/03/12 Baxi 15 PNC-2020-023
Nets Oy Ingenico | IPP350 1PP3xx-01Tiooox 820365V02.12 420142 2x Nets Norway AS 6.4x 18-11.01222.002.baa ECR 2020/03/12 Baxi 1.5 PNC-2013-059
Nets Oy Ingenico |IPP350 1PP3xx01Tiooox 820365V02.16 420142 2x Nets Norway AS 6.4x 18-11.01222.002.baa ECR 2020/03/12 Baxi 1.5 PNC-2020-024
Nets Oy Ingenico |IPP350 1PP3xx01Tiooox 820365V02.16 420142 2x Nets Norway AS 6.4x 18-11.01222.002.baa ECR 2020/03/12 Baxi 1.5 PNC-2014-150
Nets Oy Ingenico |IPP350 1PP3xx01Tiooox 820365V02.16 420142 2x Nets Norway AS 6.4x 18-11.01222.002.baa ECR 2020/03/12 Baxi1.5 PNC-2014-415
Nets Oy Ingenico |IPP350 1PP3xx-01Tooox 820365V02.17 420142 2x Nets Norway AS 6.4x 18-11.01222.002.baa ECR 2020/03/12 Baxi1.5 PNC-2020-025
Nets Oy Ingenico IPP350 IPP3xx-01Tx000x 820365V02.04 4-20142 2x Nets Norway AS 6.4.x 18-11.01222.002.baa ECR 2020/03/12 Baxi 1.5
Nets Oy Ingenico|iPP350 1PP3xx01Tiooox 820365V0219 420142 2x Nets Branch Norway 5.0.x (Viking) 15-08.00424.007.haa ECR 2017/07/04 Baxi1.5 PNC-2017-101
Nets Oy Ingenico IPP3xx 1PP3x0-01 Txooo 820365 V/02.04 4-20142 2x Nets Norway AS 4.0.0 (SDI Nordics) | 12-08.00576.004 ECR 2013/01/18 'l‘)”rf’;‘fc‘;’l‘:‘}’c
Nets Oy Ingenico WL220 IWL2x¢01 Too00x 820365V02.17  [4-20161 2x Nets Branch Norway 4.5 (Viking) 15-08.00424.007.aaa Stand-alone 20150016 |55 AP240 o PNC-2015-261
Nets Oy Ingenico WL220 IWL2x¢01 Too00x 820365V02.17  [4-20161 2x Nets Branch Norway 4.6 (Viking) 15-08.00424.007 caa Stand-alone 201601112 |259 400 g1 PNC-2016-006
Nets Oy Ingenico WL220 IWL20001 Tooox 82036510204 420161 2x Nets Norway AS 3.6 (Viking) 12-08.00424.006 Stand-alone 20130220 35S APP40 g
Nets Oy Ingenico WL220 IWL20001 Tooox 820365V02.12 420161 2x Nets Norway AS 3.7 (Viking) e00424.006.222 Stand-alone 20130608 |259 4020 |va
Nets Oy Ingenico iPP350 IPP3xx-01Txoooox 820365V02.19  [4-20142 2x Nets Branch Norway V340 18-11.01222.001 caa ECR 20200327 35577240 g 15 PNC-2020-041
Nets Oy Ingenico 1PP3xx 1PP3xx-01 Txooox 820365 V02.04 4-20142 2x Nets Norway AS \3.4.0 18-11.01222.001.caa ECR 2020/03/27 |SDI3.0 'l‘)”rf’;‘fc‘;’l‘:‘}’c PNC-2020-042
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* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2- Point of Encryption POl 4 - SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
Terminal vendor nMa::Tanurer .:or:z: 2l Hardware version: ::Z:::;;Z‘:;;L::i:; Zf)lp'::al C::i‘:‘::l z:‘rl;tar:: \‘jee::sion: H:z?u;r SIS R e ::rﬂ I::t:i:/‘:;::i)t" ::CI SRS ReferEnTe i EZEE ;I:tlti:ation Te"::: e EZ:':::‘::’I PNC Case ID
. . “|Number(s): [Expiry dates  |Software version for Application: . protocol
see * above] |Security Application:

Nets Oy Ingenico WL220 IWL2x¢01 Too00x 820365V02.17  [4-20161 2x Nets Branch Norway V340 18-11.01222.001 caa Stand-alone 2020/03/27 ngf Apaxd0 [, PNC-2020-043

LANS1BA (single MSR

Head),

LANS1CA (dual MSR
Nets Oy Ingenico WL220 o (single MR _[£20365V02:17  [4-20161 2x Nets Branch Norway V3.4.0 18-11.01222.001 caa tand-al 7 |BBS AP0 pois PNC-2020-044

head and camera)

LANS1EA (dual MSR

head and camera)
Nets Oy Ingenico WL220 IWL2x¢01 Too00x 82036510204 420161 2x Nets Norway AS \3.4.0 18-11.01222.001 caa tand-al 02000327 |BBS AP0 |y PNC-2020-045
Nets Oy Ingenico WL220 IWL20001 Tooox 820365V02.12 420161 2x Nets Norway AS \3.4.0 18-11.01222.001 caa tand-al 020103/27 n/a PNC-2020-046
Nets Oy Ingenico |iPP350 1PP3xx01Tiooox 820365V0217 420142 2x Nets Branch Norway 6.5.x (Viking) 18-11.01222.002.caa ECR 2020/06/04 Baxi 1.5 PNC-2020-055
Nets Oy Ingenico |iPP350 1PP3xx01Tiooox 82036510204 420142 2x Nets Norway AS 356 (Viking) 12-08.00424.006 ECR 2020/03/12 BAXI 15
Nets Oy Ingenico |iPP350 1PP3xx01Tiooox 820365V0217 420142 2x Nets Branch Norway 6.5.x (Viking) 18-11.01222.002.caa ECR 2020/06/04 Baxi 1.5 PNC-2020-056
Nets Oy Ingenico IPP350 1PP3xx01Tiooox 820365V02.12 420142 2x Nets Norway AS 6.5.x (Viking) 18-11.01222.002.caa ECR 2020/06/04 Baxi1.5 PNC-2020-057
Nets Oy Ingenico IPP350 1PP3xx-01Tooox 820365V02.12 420142 2x Nets Norway AS 36 (Viking) 12-08.00424.006 ECR 2020/03/12 Baxi1.5 PNC-2013-059
Nets Oy Ingenico IPP350 1PP3xx-01Tooox 820365V02.16 420142 2x Nets Norway AS 6.5.x (Viking) 18-11.01222.002.caa ECR 2020/06/04 Baxi1.5 PNC-2020-058
Nets Oy Ingenico IPP350 1PP3xx-01Tooox 820365V02.16 420142 2x Nets Norway AS 36 (Viking) 12-08.00424.006 ECR 2020/03/12 Baxi1.5 PNC-2014-150
Nets Oy Ingenico IPP350 1PP3xx-01Tooox 820365V02.16 420142 2x Nets Norway AS 6.4x 18-11.01222.002.baa ECR 2020/03/12 Baxi 1.5 PNC-2014-415
Nets Oy Ingenico IPP350 1PP3xx01Tiooox 820365V02.17 420142 2x Nets Norway AS 6.5.x (Viking) 18-11.01222.002.caa ECR 2020/06/04 Baxi 1.5 PNC-2020-059
Nets Oy Ingenico IPP350 IPP3xx-01Tx000x 820365V02.04 4-20142 2x Nets Norway AS 3.6 (Viking) 12-08.00424.006 ECR 2020/03/12 Baxi 1.5
Nets Oy Ingenico WL220 IWL20001 Tooox 820365V02.12 420161 2x Nets Norway AS 3.8 (Viking) 00424006 baa Stand-alone 2013/08/29 n/a
Nets Oy Ingenico WL220 IWL2x¢01 Too00x 820365V02.12 420161 2x Nets Norway AS 3.9 (Viking) e.00124.006.c2a Stand-alone 20131010 n/a PNC-2013-061
Nets Oy Ingenico WL220 IWL2x¢01 Too00x 820365V02.16 420161 2x Nets Norway AS 4.0 (Viking) 00424006 022 Stand-alone 2013/11/26 n/a PNC-2013-153
Nets Oy Ingenico WL220 IWL2x¢01 Too00x 820365V02.16 420161 2x Nets Norway AS 4.1 (Viking) 00424006 622 Stand-alone 2014/05/06 n/a PNC-2014-152
Nets Oy Ingenico WL220 IWL20001 Tooox 820365V02.16 420161 2x Nets Norway AS 4.2 (Viking) 12-08.00424.006 faa (Viking) | Stand-alone 2014/11/18 n/a PNC-2014-418
Nets Oy Ingenico WL220 IWL20001 Tooox 820365V02.16 420161 2x Nets Norway AS 4.2 (Viking) 12-08.00424.006 faa (Viking) |ECR 2014/11/18 BAXI 15 PNC-2014-418
Nets Oy Ingenico WL220 IWL2x¢01 Too00x 820365V02.17 420161 2x Nets Norway AS 4.3 (Viking) e Stand-alone 2015002112 n/a PNC-2015-054
Nets Oy Ingenico IwL220 IWL2xx-01 Txo00x 820365V02.04 4-20161 2x Nets Norway AS 3.2 12-08.00424.003 Stand-alone 2012/05/08 n/a
Nets Oy Ingenico IwL220 IWL2xx-01 Txo00x 820365V02.04 4-20161 2x Nets Norway AS 34 12-08.00424.005 Stand-alone 2012/11114 n/a
Nets Oy Ingenico WL220 IWL20601 Tooox 820365V0217 420161 2x Nets Norway AS 4.4.x (Viking) 15-08.00424.007 Stand-alone 2015/06/24 n/a PNC-2015-191
Nets Oy Ingenico WL220 IWL20:01 Tooox 820365V0219  |4-20161 2x Nets Branch Norway 4.7.x (Viking) 15-08.00424.007 eaa Stand-alone 2016/07/07 na PNC-2016-209
Nets Oy Ingenico WL220 IWL20:01 Tooox 820365V0219 420161 2x Nets Branch Norway 4.8 (Viking) 15-08.00424.007 faa Stand-alone 2016/11/21 na PNC-2016-236
Nets Oy Ingenico WL220 IWL20:01 Trooox 820365V0219 420161 2x Nets Branch Norway 4.9.x (Viking) 15-08.00424.007.gaa Stand-alone 2017/01/26 na PNC-2017-023
Nets Oy Ingenico WL220 IWL20:01 Tiooox 820365V0219 420161 2x Nets Branch Norway 5.0.x (Viking) 15-08.00424.007.haa Stand-alone 2017/07/04 na PNC-2017-103
Nets Oy Ingenico WL250 IWL20:01 Tiooox 82036510204 420161 2x Nets Norway AS 356 (Viking) 12-08.00424.006 Stand-alone 2013102120 na
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* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 -SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
. . PCIPTS Approval Device model: Software version . L Terminal to .
Terminal vendor Manufanurer Ter;nl:al Hardware version: :oftvv‘areAverls}or:.forA Approval Version: Hardware version: HOZT ;r RCSlEsdioge for Debit/Credit ::CI BB HHEESEEETER i Ezes ;Iatlld-atlon host Z::r:natl tol PNC Case ID
Names modet: ScUoplceTion: Number(s): [Expiry dates  |Software version for e Application: ates protocol roteo
see * above] |Security Application:

Nets Oy Ingenico IWL250 IWL20001 Tooox 820365V02.12 420161 2x Nets Norway AS 3.7 (Viking) 00424006 822 ECR 20130608 |25 4°%0 a1
Nets Oy Ingenico IWL250 IWL20001 Tooox 820365V02.12 420161 2x Nets Norway AS 3.7 (Viking) 00424006 222 Stand-alone 20130608 |259 4020 g
Nets Oy Ingenico IWL250 IWL20:01 o000k 820365V02.12 420161 2x Nets Norway AS 3.8 (Viking) 00424006 baa Stand-alone 20130829 |25940%40 g
Nets Oy Ingenico IWL2xx IWL20001 Tooox 82036510204 420161 2x Nets Norway AS 33 12-08.00424.003 aaa Stand-alone 20120830 555 APP40 |na

820365V02.16 Nets Norway AS 4.1 (Viking) z\fiﬁ:ér;0424.ooe.eaa 2014/05/06 :1“702014'
Nets Oy Ingenico  |iCMP ICMyoxx-11Txxxxx 420235  |3x ECR 23? Apax40 |5 i 1.5

820365V02.19 Nets Denmark A/S 5.1 (Viking) 15-08.00424.007.iaa 2018/02/05 | 5’:2\120-2018-
Nets Oy Ingenico iCT250 iCT2xx-11Txxxxx [820365V02.17 |4-20196 3.x Nets Branch Norway 4.5.x (Viking) 15-08.00424.007.aaa |ECR 2015/09/16 32? Hpely Baxi 1.5 ;?80-2015-
Nets Oy Ingenico iCT250 iCT2xx-11Txxxxx [820365V02.17 |4-20196 3.x Nets Branch Norway 4.5.x (Viking) 15-08.00424.007.aaa | Stand-alone 2015/09/16 32? Hpely n/a ;?80-2015-
Nets Oy Ingenico iCT250 iCT2xx-11Txxxxx [820365V02.17 |4-20196 3.x Nets Branch Norway 4.6.x (Viking) 15-08.00424.007.caa ECR 2016/01/12 32? Hpely Baxi 1.5 5530'2016'
Nets Oy Ingenico iCT250 iCT2xx-11Txxxxx [820365V02.17 |4-20196 3.x Nets Branch Norway 4.6.x (Viking) 15-08.00424.007.caa Stand-alone 2016/01/12 32? Hpely Baxi 1.5 5530'2016'

. . . - BBS Apax40
Nets Oy Ingenico iCT250 iCT2xx-11Txxxxx (820365 V02.04 |4-20196 3.x Nets Norway AS 3.6 (Viking) 12-08.00424.006 ECR 2013/02/20 8.21 BAXI 1.5
. . . - BBS Apax40

Nets Oy Ingenico iCT250 iCT2xx-11Txxxxx (820365 V02.04 |4-20196 3.x Nets Norway AS 3.6 (Viking) 12-08.00424.006 Stand-alone 2013/02/20 8.21 n/a
Nets Oy Ingenico  |iCT250 iCT2xx-11Txxxxx  |820365V02.12 |4-20196  |3.x Nets Norway AS 3.7 (Viking) (15i-k(?ﬁé(;0424.006.aaa ECR 2013/06/03 32? Apax40 [g. i 1 5
Nets Oy Ingenico  |iCT250 iCT2xx-11Txxxxx  |820365V02.12 |4-20196  |3.x Nets Norway AS 3.7 (Viking) (15i-k(?ﬁé(;0424.006.aaa Stand-alone 2013/06/03 32? Apaxd0 |/
Nets Oy Ingenico  |iCT250 iCT2xx-11Txxxxx  |820365V02.12 |4-20196  |3.x Nets Norway AS 3.9 (Viking) z\fiﬁgéfimm.ooe.caa ECR 2013/10/10 32? Apax40 [g. i 1 5 PN%‘:Z(M'
Nets Oy Ingenico  |iCT250 iCT2xx-11Txxxxx  |820365V02.12 |4-20196  |3.x Nets Norway AS 3.9 (Viking) z\fiﬁgéfimm.ooe.caa Stand-alone 2013/10/10 32? Apaxd0 |/ PN%‘:Z(M'
Nets Oy Ingenico iCT250 iCT2xx-11Txxxxx [820365V02.16 |4-20196 3.x Nets Norway AS 4.0 (Viking) (1\%—3%(;0424.006.(1% ECR 2013/11/26 32? Hpely Baxi 1.5 PN(i-42é)13—
Nets Oy Ingenico iCT250 iCT2xx-11Txxxxx [820365V02.16 |4-20196 3.x Nets Norway AS 4.0 (Viking) (1\%—3%(;0424.006.(1% Stand-alone 2013/11/26 32? Hpely n/a PN(i-42é)13—
Nets Oy Ingenico  |iCT250 iCT2xx-11Txxxxx  |820365V02.16 |4-20196  |3.x Nets Norway AS 4.1 (Viking) (15i-k(?ﬁé(;0424.006.eaa ECR 2014/05/06 32? Apax40 [g. i 1 5 PN‘ifg”'
Nets Oy Ingenico  |iCT250 iCT2xx-11Txxxxx  |820365V02.16 |4-20196  |3.x Nets Norway AS 4.1 (Viking) (15i-k(?ﬁé(;0424.006.eaa Stand-alone 2014/05/06 32? Apaxd0 |/ PN‘ifg”'
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E2EE Validation Status - 20260108

* INFO BOX

Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024

PTS Approval Version 5.x date: 30 April 2027
Approval Version 6.x date: 30 April 2032

PCI
PCI PTS

PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 -SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID

PCIPTS Manufacturer name:
Terminal vendor nM:r:::facturer .:or:z;: 2 Hardware version: ::2::;;2‘:;;22:; Zf)lp'::al C::i‘:‘::l z:‘rl;tar:: \‘jee::sion: ::z:j;r RCSEbesd e ::rﬂ I::bri:/‘g::i)t" ::CI BRI E e E2EE ;I::Ld:ation TE"::: e lz:r:::c:’l PNC Case ID

Number(s): [Expiry dates |Software version for Application: protocol

see * above] |Security Application:
Nets Oy Ingenico iCT250 iCT2xx-11Txxxxx [820365V02.16 |4-20196 3.x Nets Norway AS 4.2 (Viking) (1\%—3%(;0424.006133 ECR 2014/11/18 32? Hpely Baxi 1.5 PN(;Z‘?M'
Nets Oy Ingenico iCT250 iCT2xx-11Txxxxx [820365V02.16 |4-20196 3.x Nets Norway AS 4.2 (Viking) (1\%—3%(;0424.006133 Stand-alone 2014/11/18 32? Hpely n/a PN(;Z‘?M'
Nets Oy Ingenico  |iCT250 iCT2xx-11Txxxxx  |820365V02.17 |4-20196  |3.x Nets Norway AS 4.3 (Viking) z\fiﬁg;;o424.ooe.gaa ECR 2014/11/18 2_2? Apax40 [g. i 1 5 PN%‘:?“‘
Nets Oy Ingenico  |iCT250 iCT2xx-11Txxxxx  |820365V02.17 |4-20196  |3.x Nets Norway AS 4.3 (Viking) z\fiﬁg;;o424.ooe.gaa Stand-alone 2014/11/18 |§2? Apaxd0 |/ PN%‘:?“‘
Nets Oy Ingenico iCT250 iCT2xx-11Txxxxx  [820365V02.17  (4-20196 3.x Nets Norway AS 4.4.x (Viking) 15-08.00424.007 ECR 2015/06/24 |§2? RpEdd Baxi 1.5 PN?SZQH_
Nets Oy Ingenico iCT250 iCT2xx-11Txxxxx [820365V02.17 |4-20196 3.x Nets Norway AS 4.4 x (Viking) 15-08.00424.007 Stand-alone 2015/06/24 |§2? Hpely n/a PN(i-:éHS-
Nets Oy Ingenico iCT250 iCT2xx-11Txxxxx [820365V02.19 |4-20196 3.x Nets Branch Norway 4.7 x (Viking) 15-08.00424.007.eaa  |Stand-alone 2016/07/07 |§2? Hpely n/a PN%'OZ‘?W'
Nets Oy Ingenico iCT250 iCT2xx-11Txxxxx [820365V02.19 |4-20196 3.x Nets Branch Norway 4.7 x (Viking) 15-08.00424.007.eaa |ECR 2016/07/07 |§2? Hpely Baxi 1.5 PN%'OZ‘?W'
Nets Oy Ingenico iCT250 iCT2xx-11Txxxxx [820365V02.19 |4-20196 3.x Nets Branch Norway 4.8.x (Viking) 15-08.00424.007.faa Stand-alone 2016/11/21 |§2? Hpely n/a PN%'323016'
Nets Oy Ingenico iCT250 iCT2xx-11Txxxxx [820365V02.19 |4-20196 3.x Nets Branch Norway 4.8.x (Viking) 15-08.00424.007.faa ECR 2016/11/21 |§2? Hpely Baxi 1.5 PN%'323016'
Nets Oy Ingenico iCT250 iCT2xx-11Txxxxx [820365V02.19 |4-20196 3.x Nets Branch Norway 4.9.x (Viking) 15-08.00424.007.gaa | Stand-alone 2017/01/26 |§2? Hpely n/a PN%'ZZ(?W'
Nets Oy Ingenico iCT250 iCT2xx-11Txxxxx [820365V02.19 |4-20196 3.x Nets Branch Norway 4.9.x (Viking) 15-08.00424.007.gaa |ECR 2017/01/26 |§2? Hpely Baxi 1.5 PN%'ZZ(?W'
Nets Oy Ingenico iCT250 iCT2xx-11Txxxxx [820365V02.19 |4-20196 3.x Nets Branch Norway 5.0.x (Viking) 15-08.00424.007.haa | Stand-alone 2017/07/04 32? Hpely n/a PN?OZ(?W'
Nets Oy Ingenico  |iCT250 ICT2xx-11Txxxxx  |820365V02.19  |4-20196 3.x Nets Branch Norway 5.0.x (Viking)  |15-08.00424.007.haa |ECR 2017/07/04 st Apaxd0 | PNC1'§(?17'
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E2EE Validation Status - 20260108

* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 - SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
. . PCIPTS Approval Device model: Software version . L Terminal to .
Terminal vendor Manufanurer Ter;nl:al Hardware version: :oftvv‘areAverls}or:‘forA Approval Version: Hardware version: HOZT ;r RCSlEsdioge for Debit/Credit ::CI BB HHEESEEETER i Ezes ;Iatlld-atlon host Zz:r:natl tol PNC Case ID
Names modet: ScUoplceTion: Number(s): [Expiry dates  |Software version for e Application: ates protocol roteo
see * above] |Security Application:

Non SRED

(CTLS): 820305 Q":,::Tﬁj;“t;er

V02.xx, )

U255, BZCISS'QSXZ; 15-02.00641.005 baa

820365 V02.xx, 9.02.01 (Nets ECR SIL 1.0

e Nets PSAM B (Nets PSAM) BT
Nets Oy Ingenico  |ICT250 ICT2xx-11TXXXXX CTLS)_( (e 420196 [3x Hardware Nets Denmark A/S 13-08.00284.006.eaa 2018/09/17 |OTRS 1.0 e

. version: M11 (Nets DK Merchant
giggig"gfxv Software version 2:3.xx (T2ICDP) | g1 ions T2/CDP)
vO1xx for Security
Application:
9.02.01 Stand-alone n/a
Nets Oy Ingenico iCT2xx iCT2xx-11Txxxxx |820365V02.19 |4-20196 3.x Nets Branch Norway One PA 17-08.00424.008.caa  |Stand-alone 2018/09/12 sg? R n/a PNC;,-42é)18-
Nets Oy Ingenico | IPP350 IPP3xx-01Txxxxx 820365 V02.16 [4-20184  |3x Nets Norway AS 4.0 (Viking) z\fiﬁﬁér;0424.ooe.daa ECR 2013/11/26 sgf Apax40 |p.i 1.5 PNﬁng'
Nets Oy Ingenico | IPP350 IPP3xx-11Txxxxx  |820365V02.17 [4-20184 |3 Nets Branch Norway 45x(Viking)  [15-08.00424.007.aaa |ECR 2015/09/16 sgf Apax40 |p.i 1.5 PN%‘&?”"
Nets Oy Ingenico | IPP350 IPP3xx-11Txxxxx  |820365V02.17 [4-20184  |3x Nets Branch Norway 46.x (Viking)  [15-08.00424.007.caa |ECR 2016/01/12 sgf Apax40 |p.i 1.5 PN%'gsms'
' . BBS Apax40
Nets Oy Ingenico | IPP350 IPP3xx-11Txxxxx 820365 V02.04 [4-20184  |3x Nets Norway AS 3.6 (Viking) 12-08.00424.006 ECR 2013102120 |57 BAXI 15
. BBSApacs40 .

Nets Oy Ingenico | IPP350 IPP3xx-11Txxxxx  |820365V02.04 [4-20184 |3 Nets Norway AS 34 12-08.00424.005 ECR 2012/11/14 Baxi 1.5
Nets Oy Ingenico  |IPP350 IPP3xx-11Txxxxx |820365V02.12 [4-20184 |3 Nets Norway AS 3.7 (Viking) z\fiﬁﬁér;0424.ooe.aaa ECR 2013/06/03 sgf Apax40 |5 i 1.5
Nets Oy Ingenico  |IPP350 IPP3xx-11Txxxxx |820365V02.12 [4-20184 |3 Nets Norway AS 3.9 (Viking) z\fiﬁﬁér;0424.ooe.caa ECR 2013/10/10 sgf Apax40 515 PN%‘&?”‘
Nets Oy Ingenico  |IPP350 IPP3xx-11Txxxxx |820365V02.16 [4-20184  |3x Nets Norway AS 4.1 (Viking) z\fiﬁﬁér;0424.ooe.eaa ECR 2014/05/06 sgf Apax40 |5 i 1.5 PNC1'521°14'
Nets Oy Ingenico | IPP350 IPP3xx-11Txxxxx  |820365V02.16 [4-20184  |3x Nets Norway AS 4.2 (Viking) (1\2-2?50)0424.006.@3 ECR 2014/11/18 sgf Apax40 |p.i 1.5 PNi'fg“'
Nets Oy Ingenico  |IPP350 IPP3xx-11Txxxxx |820365V02.17 [4-20184 |3 Nets Norway AS 4.3 (Viking) (1\2-[2?3))0424.006.9% ECR 2015/02/12 sgf Apax40 |5 i 1.5 PN%‘:;“E"
Nets Oy Ingenico | IPP350 IPP3xx-11Txxxxx  |820365V02.17 [4-20184  |3x Nets Norway AS 44.x(Viking)  |15-08.00424.007 ECR 2015/06/24 sgf Apax40 |p.i 1.5 PN?‘:(?”'
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E2EE Validation Status - 20260108

* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 -SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
. . PCIPTS Approval Device model: Software version . L Terminal to .
Terminal vendor Manufanurer Ter;nl:al Hardware version: :oftvv‘areAverls'wr:.forA Approval Version: Hardware version: HOZT ;r RCSEbesd e for Debit/Credit :CI BRI E e i E2EE ;Iatlld-atlon host Zz;rr:natl tol PNC Case ID
Names modet: ScUoplceTion: Number(s): [Expiry dates  |Software version for e Application: ates protocol roteo
see * above] |Security Application:
Nets Oy Ingenico IPP350 IPP3xx-11Txxxxx [820365V02.19 (4-20184 3.x Nets Norway AS 4.7 x (Viking) 15-08.00424.007.eaa |ECR 2016/07/07 gg? R Baxi 1.5 PN(;-O2§16-
ECR SIL 1.0
Manufacturer
name: Nets
Non SRED
) Denmark A/S
(L) e Device model: 15-02.00641.005 baa
V02.xx, 9.02.01 (Nets
820305V01.xx N [P PSAM) (B PHAY) PNC-2018-
Nets Oy Ingenico IPP350 IPP3xx-11Txxxxx 7 14-20181 3.x Hardware Nets Denmark A/S 13-08.00284.006.eaa 2018/09/17 |OTRS 1.0
SRED (Non L Stand-alone n/a 144
| version: M11 (Nets DK Merchant
CTLS): ) 2.3.xx (T2/CDP) ]
Software version Solutions T2/CDP)
820073v01.xx, for Securit
820528v02.xx ecurity
Application:
9.02.01
Nets Oy Ingenico IPP3xx IPP3xx-11Txxxxx [820365V02.19 |4-20184 3.x Nets Norway AS 4.9.x (Viking) 15-08.00424.007.gaa |ECR 2017/01/26 32? Hpely Baxi 1.5 PN%—222017-
Nets Oy Ingenico IPP3xx IPP3xx-11Txxxxx [820365V02.19 |4-20184 3.x Nets Norway AS 5.0.x (Viking) 15-08.00424.007.haa |ECR 2017/07/04 |§2? Hpely Baxi 1.5 PN(i-022017-
Nets Oy Ingenico IWL220 IWL2xx-01Txxxxx (820365 V02.16 |4-20181 3.x Nets Norway AS 4.2 (Viking) (15iﬁ§é(;0424.006.faa ECR 2014/11/18 32? Hpely Baxi 1.5 PNi'ng'
Nets Oy Ingenico IWL220 IWL2xx-01Txxxxx (820365 V02.16 |4-20181 3.x Nets Norway AS 4.2 (Viking) (15iﬁ§é(;0424.006.faa Stand-alone 2014/11/18 32? Hpely n/a PNi'ng'
Nets Oy Ingenico  |IWL220 IWL2xx-01Txxxxx |820365 V02.17 |4-20181 3x Nets Norway AS 4.3 (Viking) zjiﬁgéfimy.ooe.gaa Stand-alone 2015/02/12 32? Apaxd0 |/ PN%'525°15'
Nets Oy Ingenico  |IWL220 IWL2xx-01Txxxxx |820365 V02,17 |4-20181 3x Nets Norway AS 4.3 (Viking) zjiﬁgéfimy.ooe.gaa ECR 2015/02/12 32? Apaxd0 |/ PN%'525°15'
Nets Oy Ingenico IWL220 IWL2xx-01Txxxxx (820365 V02.12 |4-20181 3.x Nets Norway AS 3.8 (Viking) (15iﬁ§é(;0424.006.baa ECR 2013/08/29 32? Hpely Baxi 1.5
Nets Oy Ingenico IWL220 IWL2xx-01Txxxxx (820365 V02.12 [4-20181 3.x Nets Norway AS 3.8 (Viking) (15iﬁ§é(;0424.006.baa Stand-alone 2013/08/29 32? Hpely n/a
. - BBS Apax40
Nets Oy Ingenico IWL250 IWL2xx-01 Txxxxx (820365 V02.04 |4-20181 3.x Nets Norway AS 3.6 (Viking) 12-08.00424.006 Stand-alone 2013/02/20 8.21 n/a
. - BBS Apax40 .
Nets Oy Ingenico IWL250 IWL2xx-01 Txxxxx (820365 V02.04 [4-20181 3.x Nets Norway AS 3.6 (Viking) 12-08.00424.006 ECR 2013/02/20 8.21 Baxi 1.5
Nets Oy Ingenico  |IWL250 IWL2xx-01 Txxxxx |820365 V02.16 |4-20181 3.x Nets Norway AS 4.0 (Viking) (15iﬁﬁé(;0424.006.daa ECR 2013/11/26 32? Apax40 [g. i 1 5 PN?SZ(?”'
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E2EE Validation Status - 20260108

* INFO BOX

Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024

PTS Approval Version 5.x date: 30 April 2027
Approval Version 6.x date: 30 April 2032

PCI
PCI PTS

PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 -SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
Terminal vendor nM:r:::facturer .:or:z;: 2 Hardware version: ::Z:::;;Z‘:;;L::i:‘: Zf)lp'::al C::i‘:‘::l z:‘rl;tar:: \‘jee::sion: ::z:j;r RCSlEsdioge ::rﬂ I::t:i:/‘:;::i)t" ::CI BB HHEESEEETER Ezes ;I::Ld:ation Te"::: e EZ:':::‘::’I PNC Case ID
Number(s): [Expiry dates |Software version for Application: protocol
see * above] |Security Application:
Nets Oy Ingenico IWL250 IWL2xx-01 Txxxxx (820365 V02.16 [4-20181 3.x Nets Norway AS 4.0 (Viking) (1\%—3%(;0424.006.(1% Stand-alone 2013/11/26 32? Hpely n/a PN(i-SZSHB-
Nets Oy Ingenico  |IWL250 IWL2xx-01 Txxxxx |820365V02.16 |4-20181 3x Nets Norway AS 4.1 (Viking) (15i-k(?ﬁé(;0424.006.eaa ECR 2014/05/06 3_2? Apax40 [g. i 1 5 PN(i-523014-
Nets Oy Ingenico  |IWL250 IWL2xx-01 Txxxxx |820365V02.16 |4-20181 3x Nets Norway AS 4.1 (Viking) (15i-k(?ﬁé(;0424.006.eaa Stand-alone 2014/05/06 3_2? Apaxd0 |/ PN(i-523014-
Nets Oy Ingenico  |IWL250 IWL2xx-01Txxxxx |820365 V02,12 |4-20181 3x Nets Norway AS 3.9 (Viking) z\fiﬁgéfimm.ooe.caa ECR 2013/10/10 3_2? Apax40 [g. i 1 5 PN%‘S”‘
Nets Oy Ingenico  |IWL250 IWL2xx-01Txxxxx |820365 V02,12 |4-20181 3x Nets Norway AS 3.9 (Viking) z\fiﬁgéfimm.ooe.caa Stand-alone 2013/10/10 3_2? Apaxd0 |/ PN%‘S”‘
Nets Oy Ingenico IWL250 IWL2xx-01Txxxxx (820365 V02.12 [4-20181 3.x Nets Norway AS 3.8 (Viking) (1\%—;?%(;0424.006.%3 ECR 2013/08/29 32? Hpely Baxi 1.5
Nets Oy Ingenico IWL250 IWL2xx-01Txxxxx (820365 V02.12 [4-20181 3.x Nets Norway AS 3.8 (Viking) (1\%—;?%(;0424.006.%3 Stand-alone 2013/08/29 32? Hpely n/a
Nets Oy Ingenico  |IWL250 IWL2xx-01Txxxxx |820365 V02.17 |4-20181 3x Nets Norway AS 4.3 (Viking) (15i-k(?ﬁé(;0424.006.gaa Stand-alone 2015/02/12 3_2? Apaxd0 |/ PN%‘::“‘
Nets Oy Ingenico  |IWL250 IWL2xx-01Txxxxx |820365 V02.17 |4-20181 3x Nets Norway AS 4.3 (Viking) (15i-k(?ﬁé(;0424.006.gaa ECR 2015/02/12 3_2? Apaxd0 |/ PN%‘::“‘
Nets Oy Ingenico  |IWL250 IWL2xx-01Txxxxx |820365V02.12 |4-20181 3x Nets Norway AS 3.7 (Viking) (15i-k(?ﬁé(;0424.006.aaa ECR 2013/06/03 3_2? Apax40 [g. i 1 5
Nets Oy Ingenico  |IWL250 IWL2xx-01Txxxxx |820365V02.12 |4-20181 3x Nets Norway AS 3.7 (Viking) (15i-k(?ﬁé(;0424.006.aaa Stand-alone 2013/06/03 3_2? Apaxd0 |/
Nets Oy Ingenico  |IWL250 IWL2xx-01Txxxxx  [820365V02.17 [4-20181 |3 Nets Norway AS 4.4.x (Viking)  |15-08.00424.007 ECR 2015/06/24 2_2? Apax40 |p.i 1.5 PN‘i':ZOﬁ'
Nets Oy Ingenico IWL250 IWL2xx-01Txxxxx (820365V02.17 |4-20181 3.x Nets Norway AS 4.4 x (Viking) 15-08.00424.007 Stand-alone 2015/06/24 32? Hpely n/a PN(i-922015-
Nets Oy Ingenico IWL250 IWL2xx-01Txxxxx (820365V02.19 |4-20181 3.x Nets Branch Norway 4.7 x (Viking) 15-08.00424.007.eaa |ECR 2015/06/24 32? Hpely Baxi 1.5 PN%}Z(?‘]G'
Nets Oy Ingenico IWL250 IWL2xx-01Txxxxx (820365V02.19 |4-20181 3.x Nets Branch Norway 4.7 x (Viking) 15-08.00424.007.eaa  |Stand-alone 2015/06/24 32? Hpely n/a PN%}Z(?‘]G'
Nets Oy Ingenico IWL250 IWL2xx-01Txxxxx (820365V02.19 |4-20181 3.x Nets Branch Norway 4.8.x (Viking) 15-08.00424.007 .faa ECR 2016/11/21 32? Hpely Baxi 1.5 PN%'327016'
Nets Oy Ingenico IWL250 IWL2xx-01Txxxxx (820365V02.19 |4-20181 3.x Nets Branch Norway 4.8.x (Viking) 15-08.00424.007 .faa Stand-alone 2016/11/21 32? Hpely n/a PN%'327016'
Nets Oy Ingenico IWL250 IWL2xx-01Txxxxx (820365V02.19 |4-20181 3.x Nets Branch Norway 4.9.x (Viking) 15-08.00424.007.gaa |ECR 2017/01/26 32? Hpely Baxi 1.5 PN%'ZZ‘?W'
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E2EE Validation Status - 20260108

* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 -SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
. . PCIPTS Approval Device model: Software version . L Terminal to .
Terminal vendor Manufanurer Ter;nl:al Hardware version: :oftvv‘areAverls}or:.forA Approval Version: Hardware version: HOZT ;r RCSEbesd e for Debit/Credit ::CI BRI E e i E2EE ;Iatlld-atlon host Z::r:natl tol PNC Case ID
Names modet: ScUoplceTion: Number(s): [Expiry dates  |Software version for e Application: ates protocol roteo
see * above] |Security Application:
Nets Oy Ingenico IWL250 IWL2xx-01Txxxxx (820365V02.19 |4-20181 3.x Nets Branch Norway 4.9.x (Viking) 15-08.00424.007.gaa | Stand-alone 2017/01/26 32? Hpely n/a PN%'ZZ‘?W'
Nets Oy Ingenico IWL250 IWL2xx-01Txxxxx (820365V02.19 |4-20181 3.x Nets Branch Norway 5.0.x (Viking) 15-08.00424.007.haa |ECR 2017/07/04 |§2? Hpely Baxi 1.5 PN?OZ‘?W'
Nets Oy Ingenico IWL250 IWL2xx-01Txxxxx (820365V02.19 |4-20181 3.x Nets Branch Norway 5.0.x (Viking) 15-08.00424.007.haa | Stand-alone 2017/07/04 |§2? Hpely Baxi 1.5 PN?OZ‘?W'
Nets Oy Ingenico IWL250 WL2xx-01Txxxxx |820365V02.17 (4-20181 3.x Nets Branch Norway 4.5.x (Viking) 15-08.00424.007.aaa |ECR 2015/09/16 |§2? Hpely Baxi 1.5 PN(;—622015-
Nets Oy Ingenico IWL250 WL2xx-01Txxxxx |820365V02.17 (4-20181 3.x Nets Branch Norway 4.5.x (Viking) 15-08.00424.007.aaa | Stand-alone 2015/09/16 |§2? Hpely n/a PN(;—622015-
Nets Oy Ingenico IWL250 WL2xx-01Txxxxx |820365V02.17 (4-20181 3.x Nets Branch Norway 4.6.x (Viking) 15-08.00424.007.caa ECR 2016/01/12 32? Hpely Baxi 1.5 PN%—027016-
Nets Oy Ingenico IWL250 WL2xx-01Txxxxx |820365V02.17 [4-20181 3.x Nets Branch Norway 4.6.x (Viking) 15-08.00424.007.caa  |Stand-alone 2016/01/12 gg? R Baxi 1.5 PN%’;;)W'
ECR SIL 1.0
Manufacturer
name: Nets
Non SRED
X Denmark A/S
(SILS)ae205C0 Device model: 15-02.00641.005 baa
V02.xx, 9.02.01 (Nets
820305V01.xx NS (R PSAM) (S (FEIA ) PNC-2018-
Nets Oy Ingenico IWL250 WL2xx-01TxxXXXX o 14-20181 3.x Hardware Nets Denmark A/S 13-08.00284.006.eaa 2018-09-147 | OTRS 1.0
SRED (Non e Stand-alone n/a 145
version: M11 (Nets DK Merchant
CTLS): ) 2.3.xx (T2/CDP) .
Software version Solutions T2/CDP)
820073v01.xx, e —
820528v02.xx ecurity
Application:
9.02.01
Nets Oy Ingenico IWL284 IWL2xx-11Txxxxx (820365 V02.xx |4-20179 3.x Nets Norway AS el '0. (&l 12-08.00576.004.aaa |ECR 2013/11/14 |SDI 3.0 NEETHEYe: N2
Nordics) protocol 1.0 111
Nets Oy Ingenico IWL284 IWL2xx-11Txxxxx [820365 V02.xx |4-20179 3.x Nets Norway AS 4N:,,2.§)DI 12-08.00576.004.aaa  |Stand-alone 2013/11/14 |SDI 3.0 n/a PN(i'121013'
Nets Oy Ingenico  |IWL286 IWL2xx-11Txxxxx 820365 V02.xx |4-20179  |3.x Nets Norway AS kD] 12-08.00576.004.aaa |ECR 2014/08/12 |SDI 3.0 MEEETHIAGS ||| FNCEL=
Nordics) protocol 1.0 249
Nets Oy Ingenico IWL286 IWL2xx-11Txxxxx 820365 V02.xx |4-20179 3.x Nets Norway AS 4N:,,2.§)DI 12-08.00576.004.aaa  |Stand-alone 2014/08/14 |SDI 3.0 n/a PN(;—42;)14-
Nets Oy Ingenico | IWL28x IWL2xx-11Txxxxx 820365 V02.xx |4-20179  |3.x Nets Branch Norway s (] 12-08.00576.006 ECR 2015/10/05 |SDI 3.1 MEEETHAGS ||| FNCEE=
Nordics) protocol 1.0 265
Nets Oy Ingenico iWL2xx IWL2xx-11Txxxxx (820365V02.19 |4-20181 3.x Nets Branch Norway One PA 17-08.00424.008.caa Stand-alone 2018/09/12 32? Hpely n/a PN(i-427018-
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E2EE Validation Status - 20260108

* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2- Point of Encryption POl 4 - SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
" . PCIPTS Approval Device model: Software version . A Terminal to .
Terminal vendor Manufanurer Ter;nl:al Hardware version: :oftvv‘areAverls}or:.forA Approval Version: Hardware version: HOZT ;r RCSlEsdioge for Debit/Credit ::CI BB HHEESEEETER i EZEE ;Iatlld-atlon host Z::r:natl tol PNC Case ID
Names modet: ScUoplceTion: Number(s): [Expiry dates  |Software version for e Application: ates protocol roteo
see * above] |Security Application:
S80-abc-dX3-0XXX . Swedbank Card Services
Onslip AB X olony |58 NOM-SRED: S80 1440083 |3 AB 2.0 (PayApp)  |14-08.0885.001 ECR 2014/05/09 [sPOH 3.1 |PIP1 PNC-2014-
&y - EVRY Card Services AB
S80-abc-dX3-0XXX . Swedbank Card Services
Onslip AB ;’::hnolo S80 EEB—?’.R‘]ED ST 4-40083 3.x AB 2.0 (PayApp) 14-08.0885.001 Stand-alone 2014/05/09 |SPDH 3.1 PIP 1 PN(i-ezé)‘M-
&y - EVRY Card Services AB
S90-abc-dX3-0XXX . Swedbank Card Services
Onslip AB ;’::hnolo S90 EEB—?’.R‘]ED S 4-40082 3.x AB 2.0 (PayApp) 14-08.0885.001.aaa ECR 2014/05/09 |SPDH 3.1 PIP 1 PN(?‘-621014-
&y - EVRY Card Services AB
S90-abc-dX3-0XXX . Swedbank Card Services
Onslip AB Pax 590 Non-SRED: 90 |, 40082 |3 AB 2.0 (PayApp)  |14-08.0885.001.2aa  |Stand-alone 2014/05/09 [SPDH3.1  |PIP 1 PNC-2014-
Technology PED 3.1 . 161
EVRY Card Services AB
Non-SRED: 820365 Mo
PayEx Norge AS Ingenico [icT220 ICT 21001 o0 Yor-SRED: 420106 2x PayEx 10 13-.008.00838.001 ECR 2014/04122  [SDI3.0 PaymentECR | | PNC-2014-087
- 10
PayEx Norge AS Ingenico [iCT220 ICT2x01Txoo0ex Vor-SRED: 820365 |4 20106 2x PayEx 10 13-.008.00838.001 Stand-alone 2014/04122  [SDI3.0 wa PNC-2014-087
" Mynt Nordic
PayEx Norge AS Ingenico |iPA280 iPA2xH01Tx0000x Yon-SRED: 820365 |4 20123 2x PayEx 10 13-.008.00838.001 ECR 2014/04122  [SDI3.0 Payment ECR | | PNC-2014-090
- 10
" Mynt Nordic
PayEx Norge AS Ingenico  |iPP310 iPP3x-01 000 Yon-SRED: 820365 |4 20142 2x PayEx 10 13-.008.00838.001 ECR 2014/04122  [SDI3.0 Payment ECR | | PNC-2014-001
- 10
" Mynt Nordic
PayEx Norge AS Ingenico |iPP320 iPP3x-01 000 Von-SRED: 820365 |4 20142 2x PayEx 10 13-.008.00838.001 ECR 2014/04122  [SDI3.0 Payment ECR | | PNC-2014-001
- 10
" Mynt Nordic
PayEx Norge AS Ingenico |iPP350 iPP3x-01 000 Yon-SRED: 820365 |4 20142 2x PayEx 10 13-.008.00838.001 ECR 2014/04122  [SDI3.0 PaymentECR | | PNC-2014-001
- 10
Non-SRED: 820365 Mo
PayEx Norge AS Ingenico |iSC250 1SC2x-01Tioooex Yor-SRED: 4-30054 2x PayEx 10 13-.008.00838.001 ECR 2014/04122  [SDI3.0 PaymentECR | | PNC-2014-004
- 10
Non-SRED: 820365 Mo
PayEx Norge AS Ingenico |iSC350 1SC3x-01Tiooox Yor-SRED: 420133 2x PayEx 10 13-.008.00838.001 ECR 2014/04122  [SDI3.0 PaymentECR | | PNC-2014-096
- 10
PayEx Norge AS Ingenico  [WL220 IWL25x-01Txooo0x Von-SRED: 820365 |4 50161 2x PayEx 10 13-.008.00838.001 Stand-alone 2014/04122  [SDI3.0 wa PNC-2014-097
PayEx Norge AS Ingenico  [WL250 IWL25x-01Txooo0x Von-SRED: 820365 |4 50161 2x PayEx 10 13-.008.00838.001 Stand-alone 2014/04122  [SDI3.0 wa PNC-2014-008
. Mynt Nordic
PayEx Norge AS Ingenico iCT220 ICT2xx-11TxxxXXX NONSRED: 4-20196 3.x PayEx 1.0 13-.08.00838.001 ECR 2014/04/22 |SDI 3.0 Payment ECR ANV
820365 V02.xx 1.0 088
. . . Non-SRED: PNC-2014-
PayEx Norge AS Ingenico iCT220 iCT2xx-11TXXXXX 820365 V02.xx 4-20196 3.x PayEx 1.0 13-.08.00838.001 Stand-alone 2014/04/22 |SDI 3.0 n/a 088
. Mynt Nordic
PayEx Norge AS Ingenico iPP310 IPP3xx-11Txxxxx NONSRED: 4-20184 3.x PayEx 1.0 13-.08.00838.001 ECR 2014/04/22 |SDI 3.0 Payment ECR ANV
820365 V02.xx 1.0 092
. Mynt Nordic
PayEx Norge AS Ingenico iPP320 iPP3xx-01Txxxxx NONSRED: 4-20184 3.x PayEx 1.0 13-.08.00838.001 ECR 2014/04/22 |SDI 3.0 Payment ECR ANV
820365 V02.xx 1.0 092
. Mynt Nordic
PayEx Norge AS Ingenico iPP350 iPP3xx-01Txxxxx NONSRED: 4-20184 3.x PayEx 1.0 13-.08.00838.001 ECR 2014/04/22 |SDI 3.0 Payment ECR ANV
820365 V02.xx 1.0 092
. Mynt Nordic
PayEx Norge AS Ingenico iSC250 ISC2xx-01Txxxxx NONSRED. 4-30062 3.x PayEx 1.0 13-.08.00838.001 ECR 2014/04/22 |SDI 3.0 Payment ECR ANV
820365 V02.xx 1.0 095
. " . Non-SRED: PNC-2014-
PayEx Norge AS Ingenico iwL220 IWL2xx-01TXXXXX 820365 V02.xx 4-20181 3.x PayEx 1.0 13-.08.00838.001 Stand-alone 2014/04/22 |SDI 3.0 n/a 099
. " . Non-SRED: PNC-2014-
PayEx Norge AS Ingenico iWL250 IWL2xx-01TXXXXX 820365 V02.xx 4-20181 3.x PayEx 1.0 13-.08.00838.001 Stand-alone 2014/04/22 |SDI 3.0 n/a 099
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E2EE Validation Status - 20260108

* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021

PCI PTS Approval version 4.x date: 30 April 2024
PTS Approval Version 5.x date: 30 April 2027

Approval Version 6.x date: 30 April 2032

PCI
PCI PTS

PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor

2 - Point of Encryption POI

4 -SAM-card 5 - Decryption HOST

Debit/Credit Application Information

Product Information E2EE Reference

Protocol information

Case ID

Terminal vendor

name:

Manufacturer Terminal

model:

Hardware version:

PCIPTS

Software version for
Approval

Security Application:

Number(s):

PCIPTS
Approval
Version:
[Expiry dates
see * above]

Manufacturer name:
Device model:

Hardware version:
Software version for
Security Application:

HOST or HOSTs used for the
product

Software version
for Debit/Credit
Application:

PCI SSC's PA-DSS Reference
#

E2EE Validation
date:

Terminal to
host
protocol

Terminal to
ECR Protcol

PNC Case ID

PayEx Norge AS

Ingenico

iWL280

IWL2xx-11Txxxxx

Non-SRED:

820365 V02.xx CHAOTRS

3.x

PayEx

13-.08.00838.001

Stand-alone

2014/04/22

SDI 3.0

n/a

PNC-2014-
098

Point International A/S

VeriFone
Inc

Vx520

M252-6xX-XX-XXX-3,
M252-7xX-XX-XXX-3,
M252-x5x-xx-xxx-3,
M252-X7X-XX-XXX-3,
M252-65x-Cx-xXxX~
3, M252-69x-Cx-xxx|
3, , M252-79x-Cx-
xxx-3, M252-69x-
Gx-xxx-3, M252-
79x-Gx-xxx-3

Non-SRED:
QT52E20M,
QT520006,
QT520011,
QT520012,
QT520014,
QT520015,
QT520016,
QT5G0013,
QT5G0016, , ,
SRED: QT520101,
QT520102,
QT520103,
QT520104,
QT5G0103,
QT5G0104,
QT5G0105,
QT5G0106,
QT520105,
QT520106,
QT520107,
QT520108,
QT5G0109,
QT520109,
QT520110,

4-30052

Point Transaction Systems
AB, Sweden

Point VxPC ver.
F01.01

13-08.00859.001

ECR

2014/02/21

SPDH 3.1

LPP 3.x

PNC-2014-
058

Point International A/S

VeriFone
Inc

Vx675

M265-xXX-XX-XXX-3

SRED:

QT650101,
QT650102,
QT650103,
QT650104,
QT650120,
QT650240,
QT650340,
QT650101,
QT650102,
QT650103,
QT650104,
QT650120,
QT650240,
QT650340,
QT650301,

4-10116

OTR50250

Point Transaction Systems
AB, Sweden

Point VxPC ver.
F01.01

13-08.00859.001

ECR

2014/02/21

SPDH 3.1

LPP 3.x

PNC-2014-
062
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E2EE Validation Status - 20260108

* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 - SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID

PCIPTS Manufacturer name:

Manufacturer Terminal Software version for PelPTS Approval e mEdE HOST or HOSTs used for the EHE TR PCI SSC's PA-DSS Reference . E2EE Validation Terminal to Terminal to
#

Terminal vendor name: model: Hardware version: Security Application: Approval Version: Hardware ver?ion: e for Debit/Credit date: host ECR Protcol PNC Case ID
Number(s): [Expiry dates |Software version for

Application: protocol
see * above] |Security Application:

Non-SRED:
QT68x01D,
QT680006,
QT680010,
QT680011,
QT680012,
QT680013,
QT680014,
QT680015,
M268-70x-xx-xxn-3, |QT6BO01S,
M268-73x-xx-xxn-3, |QT6B0016,
VeriF M268-74x-xx-xxn-3, |QT6B0017,
Point International A/S Inec” o€ lyx680 M268-76x-xxxxn-3, |QT6B0018, 430053 |3
M268-77x-xx-xxn-3, |QT6B0019,
M268-78x-xx-xxn-3, |QT6B0101,
M268-79x-xx-xxn-3 | QT6B0102,
QT6B0103,
QT6B0104, SRED:
QT680101,
QT680102,
QT680103,
QT680104,
QT680105,
QT680106,
QT680107,

M282-XXX-XX-XXX-3 [Non-SRED:
QT820010,
QT820011,
QT820012,
QT820013,
QT820014,
QT820015,
QT820016, , SRED:
QT820104,
QT820106,
VeriFone QT820107, Point Transaction Systems |Point VxPC ver. PNC-2014-

Point International A/S I Vx820 QT820109, 4-40054 3.x AB, Sweden F01.01 13-08.00859.001 ECR 2014/02/21 |SPDH 3.1 LPP 3.x 066
QT820110,

QT820111,
QT820112,
QT820113,
QT820120,
QT820121,
QT820201,
QT820240,
QT820340,
QT820301,

Point Transaction Systems |Point VxPC ver. PNC-2014-
AB, Sweden F01.01 13-08.00859.001 ECR 2014/02/21 |SPDH 3.1 LPP 3.x 065
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E2EE Validation Status - 20260108

* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 -SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
. . PCIPTS Approval Device model: Software version . L Terminal to .
Terminal vendor nMa::Tanurer 1:;::: 2l Hardware version: :::::i:;e;z e;lsi:::i;c:‘r‘ Approval Version: Hardware version: :g:j:tr SIS R e for Debit/Credit ::CI SRS ReferEnTe i EZEE ::t“:anon host :Z:r:::c:’l PNC Case ID
. . “|Number(s): [Expiry dates  |Software version for Application: . protocol
see * above] |Security Application:
M283-70x-XX-xxX-3 Non-SRED:
QT830017 SRED:
QT830104,
Point International A/S ?{]ec”':me Vx825 gl:gigg 410107 [3x ig‘y”‘sjv:’é‘::c""” Systems Eg;’?BYXPC VeT 113.08.00859.001 ECR 2014/02/21 |SPDH3.1  |LPP 3. PN%‘:;”‘
QT830120,
QT830240,
QT830340
Manufacturer
name: Nets
Denmark A/S
Device model:
Nets PSAM PNC-2014-
Hardware 8.00.07 282
version: M10 (Nets PSAM) 12-02.00841.002.eaa
Software version (Nets PSAM)
for security 3.6.00
Point Transaction Atos YOMANI 90670000xx REV. |Non-SRED: application: (DK8111 14-08.00117.009 APACS 60.1/
Systems A/S Worldline | XR/ML AC PCI 03.02.14 4-30092 3.x 8.00.07 Nets Denmark A/S (Banksys)) (DK8111 (Banksys)) ECR 2014/09/15 |OTRS 1.0 LPP
Manufacturer
name: Nets
Denmark A/S
Device model:
Nets PSAM PNC-2014-
Hardware 8.00.07 282
version: M10 (Nets PSAM) 12-02.00841.002.eaa
Software version (Nets PSAM)
for security 3.6.00
Point Transaction Atos YOMANI 90670000xx REV. |Non-SRED: application: (DK8111 14-08.00117.009 APACS 60.1/
Systems A/S Worldline  [XR/ML AC PCl03.02.14 4-30092 3.x 8.00.07 Nets Denmark A/S (Banksys)) (DK8111 (Banksys)) Stand-alone 2014/09/15 |OTRS 1.0 LPP
Swedbank Card Services
. " AB
:"'"t VETSEEiEn (s YOI OB REE || pa i 4-30092 3 EVRY Card Services AB  |A05.02 (BKX) |11-08.00208.009.aaa |ECR 2013/08/29 |SPDH3.1  |LPP 4.2 N2
ystems A/S Worldline | XR/ML Ax Poi ! N 033
oint Transaction Services
AB
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E2EE Validation Status - 20260108

* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 -SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
q Manufacturer Terminal . Software version for PCIPTS Apprloval Pt model:' HOST or HOSTs used for the Softwarle VErsIon ey ssc's PA-DSS Reference 3 E2EE Validation Terminal to Terminal to
Terminal vendor name: model: Hardware version: Security Application: Approval Version: Hardware version: roduct for Debit/Credit 4 date: host ECR Protcol PNC Case ID
. . G “|Number(s): [Expiry dates  |Software version for B Application: . protocol

see * above] |Security Application:

Non-SRED:
QT68x01D,
QT680006,
QT680010,
QT680011,
QT680012,
QT680013,
QT680014,
QT680015,
M268-70x-xx-xxn-3, | QT6B0015,
M268-73x-xx-xxn-3, | QT6B0016,
M268-74x-xx-xxn-3, |QT6B0017, Ne_ts Norway A_S . 5.01.18 12-01.00482.004 Paypomt‘
Vx680 M268-76x-xx-xxn-3, | QT6B0018, 4-30053 3.x Point Transaction Services A A ECR 2013/04/09 |SDI 2.7 1.13, Sofie
M268-77x-xx-xxn-3, | QT6B0019, AB (el (el 7.06
M268-78x-xx-xxn-3, |QT6B0101,
M268-79x-xx-xxn-3 (QT6B0102,
QT6B0103,
QT6B0104,
SRED:
QT680101,QT68
0102,
QT680103,
QT680104,
QT680109,
OTARGN1NA

Point Transaction VeriFone
Systems A/S Inc

QT68x01D,
QT680006,
QT680010,
QT680011,
QT680012,
QT680013,
QT680014,
QT680015,
M268-70x-xx-xxn-3, | QT6B0015,
M268-73x-xx-xxn-3, | QT6B0016,
M268-74x-xx-xxn-3, | QT6B0017, Nets Norway AS

Vx680 M268-76x-xx-xxn-3, |QT6B0018, 4-30053 3.x Point Transaction Services i '1f.$ 2] '90482'004 Stand-alone 2013/04/09 |SDI 2.7 n/a
M268-77x-xx-xxn-3, |QT6B0019, AB (paypoint) (paypoint)
M268-78x-xx-xxn-3, (QT6B0101,
M268-79x-xx-xxn-3 |QT6B0102,
QT6B0103,
QT6B0104,
SRED:
QT680101,QT68
0102,
QT680103,
QT680104,
QT680109,
OTRGN1NA

Point Transaction VeriFone
Systems A/S Inc

Page: 64 (108)



E2EE Validation Status - 20260108

* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 -SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
q Manufacturer Terminal . Software version for PCIPTS Apprloval Pt model:' HOST or HOSTs used for the Softwarle VErsIon ey ssc's PA-DSS Reference 3 E2EE Validation Terminal to Terminal to
Terminal vendor name: model: Hardware version: Security Application: Approval Version: Hardware version: roduct for Debit/Credit 4 date: host ECR Protcol PNC Case ID
. . G “|Number(s): [Expiry dates  |Software version for B Application: . protocol

see * above] |Security Application:

Non-SRED:
QT68x01D,
QT680006,
QT680010,
QT680011,
QT680012,
QT680013,
QT680014,
QT680015,
M268-70x-xx-xxn-3, | QT6B0015,
M268-73x-xx-xxn-3, | QT6B0016,
M268-74x-xx-xxn-3, |QT6B0017, Nets Norway AS Paypoint
Vx680 M268-76x-xx-xxn-3, | QT6B0018, 4-30053 3.x Point Transaction Services 5'02'01. 2l '90482'005 ECR 2013-04-25 |SDI2.7 1.1);5 Sofie
M268-77x-xx-xxn-3, | QT6B0019, AB (el (el 7.06
M268-78x-xx-xxn-3, |QT6B0101,
M268-79x-xx-xxn-3 (QT6B0102,
QT6B0103,
QT6B0104,
SRED:
QT680101,QT68
0102,
QT680103,
QT680104,
QT680109,
OTARGN1NA

Point Transaction VeriFone
Systems A/S Inc

QT68x01D,
QT680006,
QT680010,
QT680011,
QT680012,
QT680013,
QT680014,
QT680015,
M268-70x-xx-xxn-3, | QT6B0015,
M268-73x-xx-xxn-3, | QT6B0016,
M268-74x-xx-xxn-3, | QT6B0017, Nets Norway AS

Vx680 M268-76x-xx-xxn-3, |QT6B0018, 4-30053 3.x Point Transaction Services 5'02'01. 2] '90482'005 Stand-alone 2013-04-25 |n,
M268-77x-xx-xxn-3, |QT6B0019, AB (paypoint) (paypoint)
M268-78x-xx-xxn-3, (QT6B0101,
M268-79x-xx-xxn-3 |QT6B0102,
QT6B0103,
QT6B0104,
SRED:
QT680101,QT68
0102,
QT680103,
QT680104,
QT680109,
OTRGN1NA

Point Transaction VeriFone
Systems A/S Inc

a n/a
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* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 -SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
. . PCIPTS Approval Device model: Software version . L Terminal to .
Terminal vendor nMa::Tanurer ':or:::: 2l Hardware version: ::Zt:i:;e};:;;z:i:; Approval Version: Hardware version: ::z:j;r SIS R e for Debit/Credit ::CI SRS ReferEnTe i EZEE :::::a“on host lz:r::;lc:’l PNC Case ID
. . “|Number(s): [Expiry dates  |Software version for Application: . protocol
see * above] |Security Application:
Non-SRED:
QT820010,
QT820011,
QT820012,
QT820013,
. " . QT820014, Nets Norway AS Paypoint
:3'3’:;;’:"5;““’” ?{]ec”':me V820 g/lzsz-xxx-xx-xxx- QT820015, 4-40054  [3x Point Transaction Services f;&giiff;m) 253‘3;6?:382'005 ECR 2013-04-25 [SDI 2.7 1.13, Sofie
QT820016, AB 7.06
SRED:
QT820104,
QT820106,
QT820107,
QT820109
Non-SRED:
QT820010,
QT820011,
QT820012,
QT820013,
. " . QT820014, Nets Norway AS
:3'3’:;;’:"5;““’” ?{]ec”':me V820 g/lzsz-xxx-xx-xxx- QT820015, 4-40054  [3x Point Transaction Services f;&giiff;m) 253‘3;6?:382'005 Stand-alone 2013-04-25 [n/a n/a
QT820016, AB
SRED:
QT820104,
QT820106,
QT820107,
QT820109
Manufacturer
name: Nets
Denmark A/S
Device model:
Nets PSAM PNC-2014-
Hardware 8.00.07 107
version: M10 (Nets PSAM) 12-02.00841.002.eaa
Software version (Nets PSAM)
for security 3.5.03
Point Transaction M252-7xx-xx-xx-xxx{ SRED: application: (DK8111 13-08.00117.008.aaa |ECR/ APACS 60.1/
Systems A/S VeriFone In¢ Vx520 3 QT520120 4-30052 3.x 8.00.07 Nets Denmark A/S (VeriFone)) (DK8111 (VeriFone)) Stand-alone 2014/03/13 |OTRS 1.0 LPP
Manufacturer
name: Nets
Denmark A/S
Device model:
Nets PSAM PNC-2014-
Hardware 8.00.07 108
version: M10 (Nets PSAM) 12-02.00841.002.eaa
Software version (Nets PSAM)
M268-78X-XX-XX- SRED: for security 3.5.03
Point Transaction Xxxn-3, QT6B020, application: (DK8111 13-08.00117.008.aaa ECR/ APACS 60.1/
Systems A/S VeriFone In¢ VX680 M268-77x-xx-xxn-3 |QT680120 4-30053 3.x 8.00.07 Nets Denmark A/S (VeriFone)) (DK8111 (VeriFone)) Stand-alone 2014/03/13 |OTRS 1.0 LPP
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* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 - SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
" . PCIPTS Approval Device model: Software version 9 . Terminal to "
Terminal vendor Manufacturer | Terminal Hardware version: Softw‘are vers'lon‘for fopare] Version: Hardware version: HOST or HOSTs used for the for Debit/Credit PCI SSC's PA-DSS Reference . E2EE Validation host Terminal to PNC Case ID
name: model: Security Application: . . product N # date: ECR Protcol
Number(s): [Expiry dates version for Application: protocol
see * above] |Security Application:
Manufacturer
name: Nets
Denmark A/S
Device model:
Nets PSAM PNC-2014-
Hardware 8.00.07 109
version: M10 (Nets PSAM) 12-02.00841.002.eaa
Software version (Nets PSAM)
for security 3.5.03
Point Transaction VeriFone M282-X0X-XX.XXX-|SRED: application: (DK8111 13-08.00117.008.aaa |ECR/ APACS 60.1/
Systems A/S Inc. Vx820 R-3 Q1820120 4-40053 3.x 8.00.07 Nets Denmark A/S (VeriFone)) (DK8111 (VeriFone)) Stand-alone 2014/03/13 |OTRS 1.0 LPP
M252-6XX-XXXXX-3, Ele'tl'hsjr?‘(;:(i igedbank Card Services
Rollian=acion \VeriFone RS v/ 550 nPRTEereeied |G ) 430052 |3x EVRY Card Services AB [V03.01 12-08.00208.011 Stand-alone 2012/07/09 |SPDH3.1  |n/a
Systems AB Inc M252-X5x-XX-XXX-3, . ! N
M252-%7X-xXXXXX-3 QT5G0103 Point Transaction Services
(GPRS+ethernet) AB
M252-6XX-XXXXX-3, Ele'tl'hsjr?‘(;:(i igedbank Card Services
Rollian=acion \VeriFone RS v/ 550 nPRTEereeied |G ) 430052 |3x EVRY Card Services AB  [V03.01 12-08.00208.011 ECR 2012/07/09 |SPDH3.1  [LPP 3.x
Systems AB Inc M252-X5x-XX-XXX-3, . ! N
M252-%7X-xXXXXX-3 QT5G0103 Point Transaction Services
(GPRS+ethernet) AB
QT6B0104 Swedbank Card Services
Point Transaction VeriFone (EE >
Vx680 M268-7xx-xx-xxn-3 |version), 4-30053 3.x EVRY Card Services AB \V03.01 12-08.00208.011 Stand-alone 2012/07/09 |SPDH 3.1 n/a
Systems AB Inc . " N
QT680015 Point Transaction Services
(GPRS version) AB
QT6B0104 Swedbank Card Services
Point Transaction VeriFone (EE >
P Vx680 M268-7xx-xx-xxn-3 |version), 4-30053 3.x EVRY Card Services AB \/03.01 12-08.00208.011 ECR 2012/07/09 |SPDH 3.1 LPP 3.x
y AB Inc . " N
QT680015 Point Transaction Services
(GPRS version) AB
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* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 -SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
. . PCIPTS Approval Device model: Software version . L Terminal to .
Terminal vendor nMa::Tanurer ':or:::: 2l Hardware version: ::Zt::i:;e};:;;::::i:; Approval Version: Hardware version: ::z:j;r SIS R e for Debit/Credit ::CI SRS ReferEnTe i EZEE :::::a“on host EZ:':::‘::’I PNC Case ID
. . “|Number(s): [Expiry dates  |Software version for Application: . protocol
see * above] |Security Application:
Non-SRED:
QT820010,
QT820011,
QT820012,
QT820013,
QT820014,
QT820015,
QT820016,
SRED:
gggg:gg igedbank Card Services
Point Transacion veriFone 1y, 600 R2 et (020107 440054 [3x EVRY AB 101.02 13-07.00208.016 ECR 2014/02/18 |SPDH3.1  |iPOS 3.1 PNC-2014-
Systems AB Inc 3 QT820109, Point Transaction Systems 027
QT820110,
QT820111,
QT820112,
QT820113,
QT820120,
QT820121,
QT820201,
QT820240,
QT820340,
QT820301,
0TR90242
Swedbank Card Services
. . y AB
Point Transaction veriFone |y 820 M2B2-XXXXXXXX| qra20015 440054 [3x EVRY Card Services AB  |V03.01 12-08.00208.011 ECR 2012/07/11 |SPDH3.4  |LPP 3.x
Systems AB Inc 3 . " N
Point Transaction Services
AB
Swedbank Card Services
. . y AB
IRelid Tra’;.ac""" m"Fme Vx820 gAzaz-xxx-xx-xxx- QT820015 4-40054 |3 EVRY Card Services AB  [101.01 12-08.00208.010 ECR 2012/07/09 |SPDH3.1  [iPOS 3.1
7 Point Transaction Services
AB
Non-SRED:
QT830017,
SRED: Swedbank Card Services
n q q QT830104, AB
pontiliansecion veriFone |\ g5 M283-70x-xx-xxx-3 |QT830106, 410107 [3x EVRY AB 101.02 13-07.00208.016 ECR 2014/02/18 |SPDH3.1  |iPOS 3.1 ACHLE
Systems AB Inc . . 028
QT830109, Point Transaction Systems
QT830120, AB
QT830240,
QT830340
Swedbank Card Services
. . y AB
REIBUETCEEE) veriFone |\ g5 M283-70x-xx-xxx-3 |QT830017 410107 [3x EVRY Card Services AB  [V03.01 12-08.00208.011 ECR 2012/07/09 |SPDH3.1  |LPP 3.x
Systems AB Inc . " N
Point Transaction Services
AB
Swedbank Card Services
. . y AB
pontiliansecion veriFone |\ g5 M283-70x-xx-xxx-3 |QT830017 410107 [3x EVRY Card Services AB  [101.01 12-08.00208.010 ECR 2012/07/09 |SPDH3.1  [iPOS 3.1
Systems AB Inc . " N
Point Transaction Services
AB

Page: 68 (108)



E2EE Validation Status - 20260108

* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 -SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
q Manufacturer Terminal . Software version for PelPTS Apprloval Pt model:' HOST or HOSTs used for the Softwarle VErsIon ey ssc's PA-DSS Reference 3 E2EE Validation Terminal to Terminal to
Terminal vendor Hardware version: . o Approval Version: Hardware version: for Debit/Credit host PNC Case ID
name: model: Security Application: . . roduct L # date: ECR Protcol
Number(s): [Expiry dates |Software version for Application: protocol

see * above] |Security Application:

Non-SRED:
QT52E20M,
QT520006, QT52000D,
QT520007, QT520008,
QT520009, QT520011,
QT520012, QT5G0013,
QT520014, QT520015,
QT520016, QT5G0016,
QT5G0017, QT520017,

, SRED:

QT520101, QT520102,
QT520103, QT520104,
QT5G0101, QT5G0102,
Point International A/S VeriFone Inc | Vx520 M252- Txxxxxen-2, (SP glzfgllgs ' 3:555001100: 4-30050 2x :w;‘;:;a"sam" Systems AB, ’;g;"'o‘{XPC ver.
version) M252-80cxx0n| (120107 4520108, A

a QT5G0109, QT520109,
QT520110, QT5G0110,
QT520111, QT5G0111,
QT520112, QT520120,
QT520121, QT5G0120,
QT5G0121, QT520240,
QT5G0240, QT5H0240,
QT520340, QT5G0340,
QT5H0340, QT520301

13-08.00859.001 ECR 2014/02/21 |SPDH 3.1 LPP 3.x PNC-2014-059

Non-SRED: QT68x20T,
QT680006, QT680010,
QT680011, QT680012,
QT680013, QT680014,
QT680015, QT6B0015,
QT6B0016, QT6B0017,
QT6B0018, QT6B0019,
QT6B0101, QT6B0102,
QT6B0103, QT6B0104,
QT6B0105, SRED:
QT680101, QT680102,
QT680103, QT680104,
QT680106, QT680108,
QT680109, QT6G0109,
Point International A/S VeriFone Inc |Vx680 glgg%zlolol,‘ 2222?)111103" 4-20146 2.x gw:gl’:‘ansacnon Systems AB, ’;gm)\{XPC ver.
QT6G0114, QT6GO115,
QT6B0120, QT6G0240,
QT680240, QT6B0240,
QT680340, QT6G0340,
QT6B0340, QT680301,
QT6B0301, QT6B0121,
QT6B0122

13-08.00859.001 ECR 2014/02/21 |SPDH 3.1 LPP 3.x PNC-2014-064

M268-7xX-XX-XXN-2.
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* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 -SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
q Manufacturer Terminal . Software version for PCIPTS Apprloval Pt model:' HOST or HOSTs used for the Softwarle VErsIon ey ssc's PA-DSS Reference 3 E2EE Validation Terminal to Terminal to
Terminal vendor name: model: Hardware version: Security Application: Approval Version: Hardware version: roduct for Debit/Credit 4 date: host ECR Protcol PNC Case ID
. . G “|Number(s): [Expiry dates  |Software version for B Application: . protocol

see * above] |Security Application:

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version: 8.00.07 12-02.00841.002.caa FNEZITiID
M10 (Nets PSAM) (Nets PSAM)
Software version for
Non-SRED: PCI security application: 3.5.03 13-08.00117.007.aaa ECR/ [APACS 60.1/
Point Transaction Systems A/S | Atos Worldline | YOMANI 90670000xx REV. AC  |02.02.12 4-30046 2.x 8.00.07 Nets Denmark A/S (DK8111 (DK8111 tand-als 2014/03/13 |OTRS 1.0 LPP

Manufacturer name:

Nets Denmark A/S

Device model: Nets
SAM

Hardware version: 8.00.07 12-02.00841.002.eaa PNC-2014-281
M10 (Nets PSAM) (Nets PSAM)
Software version for
Non-SRED: security application: 3.6.00 14-08.00117.009 [APACS 60.1/
Point Transaction Systems A/S |Atos Worldline | YOMANI 90670000xx REV. AC  |PCl 02.02.12 4-30046 2. 8.00.07 Nets Denmark A/S (DK8111 (Banksys)) [(DK8111 (Banksys)) ECR 2014/09/15 |OTRS 1.0 LPP

Manufacturer name:
Nets Denmark A/S
Device model: Nets.

PSAM
Hardware version: 58.00.07 12-02.00841.002.caa PNC-2014-281
M10 (Nets PSAM) (Nets PSAM)
Software version for
Non-SRED: security application: 3.6.00 14-08.00117.009 [APACS 60.1/
Point Transaction Systems A/S |Atos Worldiine | YOMANI 90670000xx REV. AC _|PCI 02.02.12 4-30046 2x 8.00.07 Nets Denmark A/S (DK8111 (DK8111 tand-al 2014/09/15 _|OTRS 1.0 Lpp
) ) ) 90670000 Rev: 1 Swedbank Card _Services AB
Point Transaction Systems A/S [Atos Worldiine | YOMANI V-1 |23.04.16 4-30046 2x EVRY Card Services AB A05.02 (BKX) 11-08.00208.009.aaa ECR 2013/08/29  |SPDH 3.1 LPP42 PNC-2013-032
9070000xx Rev: A .
Point Ti Services AB
Point Transaction Systems A/S |Atos Worldiine | YOMANI ggg;ggggx EZ& 2\' Week 20.14.14 4-30046 2x gs‘:ﬁ‘?“”ay AS SenicesAB _|5:0201 (Paypoint)  [12-01.00482.005 ECR 2013-04-15  |SDI2.7 I;g}:z"{‘ég'm'
Point Transaction Systems A/S |Atos Worldiine | YOMANI ggg;ggggx EZ& 2\' Week 20.14.14 4-30046 2x gs‘:ﬁ‘?“”ay AS SenicesAB |5:0201 (Paypoint)  [12-01.00482.005 Stand-alone 2013-04-15  |SDI2.7 n/a
Non-
SRED:QT68x20T,
QT680006,
QT680010,
QT680011,
QT680012,
QT680013,
QT680014,
QT680015,
QT6B0015,
Point Transaction Systems A/S |VeriFone Inc  [Vx680 M268-7xx-303001-2 g;ggggﬁ: 4-20146 2x gz":("#a"::gcﬁfn SenicesaB|5:0201 (paypoint) [12-01.00482.005 (paypoint) [ECR 2013-04-25 |spI2.7 ;2}:2"7‘"561 i
QT6B0018,
QT6B0019,
QT6B0101,
QT6B0102,
QT6B0103,

QT6B0104, , SRED:
QT680101,QT68010
2, QT680103,
QT680104,
QT680109
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* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 -SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
q Manufacturer Terminal . Software version for PelPTS Apprloval Pt model:' HOST or HOSTs used for the Softwarle VErsIon ey ssc's PA-DSS Reference 3 E2EE Validation Terminal to Terminal to
Terminal vendor Hardware version: . o Approval Version: Hardware version: for Debit/Credit host PNC Case ID
name: model: Security Application: . . roduct L # date: ECR Protcol
Number(s): [Expiry dates |Software version for Application: protocol

see * above] |Security Application:

Non-
SRED:QT68x20T,
QT680006,
QTe80010,
QTe80011,
QTe80012,
QTe80013,
QTe80014,
QTe80015,
QTeB0015,
Point Transaction Systems A/S [VeriFone Inc V680 M268-7 030012 ggggg]s: 420146 2x N oy A oices A |P02.01 (paypoint) [ 12:01.00482.005 (paypoint) |Stand-alone 20130425 [wa na
QTeB0018,
QT6B0019,
QTeBo101,
QTeB0102,
QT6B0103,
QT6B0104, , SRED:
QT680101,QT68010
2,QT680103,
QTe80104,
QT680109

Non-SRED:
QT820004,
QT820010,
QT820011,
QT820012,
M2B2-XOKXX00CR 3, T00 440053 2 Re oy 50201 ( 1) |12-01.00482.005 (paypoint) |ECR 2013.04-25 [spi2.7 Revecnyils
M282-XOXXXXKX2. | 41820015, g X Point Transaction Services AB 0201 (paypoin 0100482805 (paypoin 04 g Sofie 7.06
QT820016, SRED:
QT820104,
QT820106,
QT820107,
QT820109
Non-SRED:
QT820004,
QT820010,
QT820011,
QT820012,
QT820013,
QT820014, 4-40053 2.x
QT820015,
QT820016, SRED:
QT820104,
QT820106,
QT820107,
QT820109

3

oT—
SRED:QT68x20T,
QT680006,

QT680010,

QT680011,

. QT680012, Nets Norway AS
Point Transaction Systems A/S |VeriFone Inc | Vx680 M268-7xx-xx-20m-2 QT680013, 4-20146 2x Point Transaction Services AB
QT680014,
QT680015,
QT6B0015,
QT6B0016,

Point Transaction Systems A/S |VeriFone Inc  |Vx820

M282-X0X-XX-XXX-R-3,
M282-X0X-XX-XXX-2

Nets Norway AS

Point Transaction Systems A/S |VeriFone Inc  |Vx820 Point Transaction Services AB

5.02.01 (paypoint) |12-01.00482.005 (paypoint) |Stand-alone 2013-04-25 |n/a n/a

5.01.18 (paypoint) |12-01.00482.004 (paypoint) |Stand-alone 2013/04/09 |SDI 2.7 n/a
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E2EE Validation Status - 20260108

* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024
PTS Approval Version 5.x date: 30 April 2027
Approval Version 6.x date: 30 April 2032

PCI
PCI PTS

PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor

2 - Point of Encryption POI

4 -SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
) Manufacturer [Terminal : Software version for |7 71> (T pevice model: o6 or HosTs used forthe |20 WEEVETSION ooy 6o pa.pss Reference £2e€ validation | =™ | Terminal to
Terminal vendor Hardware version: " e Approval Version: Hardware version: for Debit/Credit host PNC Case ID
name: model: Security Application: . . roduct - # date: ECR Protcol
Number(s): [Expiry dates version for Application: protocol
see * above] |Security Application:
Non-
SRED:QT68x20T,
QT680006,
QT680010,
QT680011,
QT680012,
QT680013,
QT680014,
QT680015,
QT6B0015,
QT6B0016, q
Point Transaction Systems A/S [VeriFone Inc ~|Vx680 M268-7xcxon2  |QT6BOO17, 420146 2x N oy A onices as 0118 (paypoint) | 12:01.00482.004 (paypoint) |ECR 2013/04109  [spI2.7 i,
QT6B0018, .
QT6B0019,
QT6B0101,
QT6B0102,
QT6B0103,
QT6B0104, , SRED:
QT680101,QT68010
2,QT680103,
QT680104,
QT680109,
QT6G0109
1 Swedbank Card Services AB
Point Transaction Systems AB [A08 Worldine |y 90670000crev. A, 56 03.02.12 4-30046 2x EVRY Card Services AB A05.01 11-08.00208.009 ECR 2012/06/01  [SPDH 3.1 LPP 4.x
90670000xx rev. 1 4
Point Ti Services AB
Nas2ScxconZ:  |QT520016 (ethernet Swedbank Card Services AB
Point Transaction Systems AB |VeriFone Inc  |Vx520 . + CTLS), QT5G0103 |4-30050 2.x EVRY Card Services AB V03.01 12-08.00208.011 Stand-alone 2012/07/09  |SPDH 3.1 n/a
M252-1x¢-xx-30m-2, 4
M252-BX0X0M-2. (GPRS+ethernet) Point Transaction Services AB
mggg:gx:x:x:g QT520016 (ethemnet Swedbank Card Services AB
Point Transaction Systems AB |VeriFone Inc |Vx520 g + CTLS), QT5G0103 |4-30050 2x EVRY Card Services AB V03.01 12-08.00208.011 ECR 2012/07/09  |SPDH 3.1 LPP 3.x
M252-1x-30x-300-2, 5 5 5
M252-BX X2 (GPRS+ethernet) Point Transaction Services AB
g/;r;?lg::;oo(h 'Swedbank Card Services AB
Point Transaction Systems AB |VeriFone Inc | Vx680 M268-7xx-xx-xxn-2 version), QT680015 4-20146 2x EVRY Card Services AB V03.01 12-08.00208.011 Stand-alone 2012/07/09 |SPDH 3.1 n/a
i Point Transaction Services AB
(GPRS version)
(C\Ql;/rglg/UB:l?:loolh 'Swedbank Card Services AB
Point Transaction Systems AB |VeriFone Inc | Vx680 M268-7xx-Xx-xxn-2 version), QT680015 4-20146 2x EVRY Card Services AB V03.01 12-08.00208.011 ECR 2012/07/09 |SPDH 3.1 LPP 3.x
(GPRS \v/ersion) Point Transaction Services AB
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E2EE Validation Status - 20260108

* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 -SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
. . PCIPTS Approval Device model: Software version . A Terminal to .
Terminal vendor Manufanurer Ter;nl:al Hardware version: :oftvv‘areAverls'wr:.forA Approval Version: Hardware version: HOZT ;r RCSlEsdioge for Debit/Credit :CI BB HHEESEEETER i Ezes ;Iatlld-atlon host Zz;rr:natl tol PNC Case ID
Names modet: ScUoplceTion: Number(s): [Expiry dates  |Software version for e Application: ates protocol roteo
see * above] |Security Application:
Non-SRED:
QT820004,
QT820010,
QT820011,
QT820012,
QT820013,
QT820014,
QT820015,
QT820016
SRED: QT820104,
M282-XOX-XXXXX-R-3 g%;g}gs Swedbank Card Services AB
Point Transaction Systems AB |VeriFone Inc  |Vx820 ’ ’ 4-40053 2x EVRY AB 101.02 13-07.00208.016 ECR 2014/02/18  |SPDH 3.1 iPOS 3.1 PNC-2014-026
M282-X0X-XX-XXX-2  (QT820109, Point T tion Syst AB
Q18201 10' oint Transaction Systems
QT1820111,
QT1820112,
QT820113,
QT820120,
QT820121,
QT820201,
QT820240,
QT820340,
QT820301,
Q1820242
'Swedbank Card Services AB
Point Transaction Systems AB |VeriFone Inc | Vx820 migg:ﬁgi:x:%:?‘s QT820015 4-40053 2.x EVRY Card Services AB V03.01 12-08.00208.011 ECR 2012/07/11 SPDH 3.1 LPP 3.x
Point Ti Services AB
'Swedbank Card Services AB
Point Transaction Systems AB |VeriFone Inc | Vx820 migg:ﬁgi:x:%:?‘s QT820015 4-40053 2.x EVRY Card Services AB 101.01 12-08.00208.010 ECR 2012/07/09 SPDH 3.1 iPOS 3.1
Point Ti Services AB
. Host2T 1.9,
(Sl Py Ingenico  |iCT220 iCT2xx-11Txxxxx  |820365 VO2.xx  [4-20196  |3.x Samport Payment Services 14y spgng)  [13-08.00794.002 ECR 2013/03/13 |SPDH 3.1 [Host2T 2.,
Services AB AB Shar 1.0
:227’0‘2 :aByment Ingenico  [iCT220 iCT2xx-11Txxxxx 820365 VO2.xx  [4-20196 |3 i;’”pm Payment Services |10, (5pa00)  [13-08.00794.002 Stand-alone 2013/03/13 |SPDH3.1  |n/a
:227’0‘2 :aByment Ingenico  |iCT220 iCT2xx-11Txxxxx  |820365 V02.xx  [4-20196  |3.x i;’”pm Payment Services |15 spggo)  [13-08.00794.002.38a  |ECR 2014/12/15 |SPDH 3.1 |Host2T 2.2 PN%‘;?”‘
(Sl Py Ingenico  |iCT220 iCT2xx-11Txxxxx  |820365 VO2.xx  [4-20196  |3.x Samport Payment Services |43 gpong)  [13.08.00794.002.aaa  |Stand-alone 2014/12/15 |SPDH3.1  |n/a AN
Services AB AB 457
Samport Payment Samport Payment Services (RS L)
port Fay Ingenico  |iCT250 iCT2xx-11Txxxxx 820365 VO2.xx  [4-20196 |3 port Fay 100 (SP900)  |13-08.00794.002 ECR 2013/03/13 |SPDH 3.1 |Host2T 2.x,
Services AB AB Shar 1.0
:227’0‘2 :aByment Ingenico  |iCT250 iCT2xx-11Txxxxx 820365 VO2.xx  [4-20196 |3 i;’”pm Payment Services |10, (5pa00)  [13-08.00794.002 Stand-alone 2013/03/13 |SPDH3.1  |n/a
:227’0‘2 :aByment Ingenico  |iCT250 iCT2xx-11Txxxxx  |820365 V02.xx  [4-20196  |3.x i;’”pm Payment Services |15 spggo)  [13-08.00794.002.38a | Stand-alone 2014/12/15 |SPDH3.1  |n/a PN%‘;;”‘
(Sl Py Ingenico  |IPP350 IPP3xx-11Txxxxx |820365V02.xx  [4-20184  |3.x Samport Payment Services |4, spogg)  [13-08.00794.002 ECR 201303113 |spDH 3.1 |HosteT 1.9
Services AB AB Sharp 1.0
(Sl Py Ingenico  |IPP350 IPP3xx-11Txxxxx |820365V02.xx  [4-20184  |3.x Samport Payment Services |43 pggg)  [13.08.00794.002.8aa  |ECR 2014/12/15 |SPDH 3.1 |Host2T 2.2 AN
Services AB AB 460
Samport Payment Samport Payment Services (RS L)
port Fay Ingenico  |IWL250 IWL2xx-01Txxxxx |820365V02.xx  [4-20181 |3 port Fay 100 (SP900)  |13-08.00794.002 ECR 2013/03/13 |SPDH 3.1 |Host2T 2.x,
Services AB AB Shar 1.0
:227’0‘2 :aByment Ingenico  |IWL250 IWL2xx-01Txxxxx |820365V02.xx  |4-20181 3x i;’”pm Payment Services |10, (5pao0)  [13-08.00794.002 Stand-alone 2013/03/13 |SPDH3.1  |n/a
:227’0‘2 :aByment Ingenico  |IWL250 IWL2xx-01Txxxxx |820365V02.xx  |4-20181 3x i;’”pm Payment Services |15 spggo)  [13-08.00794.002.a8a  |ECR 2014/12/15 |SPDH 3.1 |Host2T 2.2 PN%‘;?”‘
:227’0‘2 :aByment Ingenico  |IWL250 IWL2xx-01Txxxxx |820365V02.xx  |4-20181 3x i;’”pm Payment Services |03 (5poo0)  [13-08.00794.002.aaa  |Stand-alone 2014/12/15 |SPDH3.1  |n/a PN%‘;?”‘
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E2EE Validation Status - 20260108

* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 -SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
. . PCIPTS Approval Device model: Software version . L Terminal to .
Terminal vendor Manufanurer Ter;nl:al Hardware version: :oftvv‘areAverls'wr:.forA Approval Version: Hardware version: HOZT ;r RCSEbesd e for Debit/Credit :CI BRI E e i E2EE ;Iatlld-atlon host Zz;rr:natl tol PNC Case ID
Names modet: ScUoplceTion: Number(s): [Expiry dates  |Software version for e Application: ates protocol roteo
see * above] |Security Application:
Samport Payment Samport Payment Services [P 142
P Y Ingenico IWL280 IWL2xx-11Txxxxx [820365V02.xx  (4-20179 3.x P v 100 (SP900) 13-08.00794.002 ECR 2013/03/13 |SPDH 3.1 Host2T 2.x,
Services AB AB Sharp 1.0
::xi"ez Z‘Eyme”t Ingenico  |IWL280 IWL2xx-11Txxxxx |820365V02.xx  |4-20179 3x i;mpm Payment Services |10, (spgog)  [13-08.00794.002 Stand-alone 2013/03/13 |SPDH3.1  |n/a
::xi"ez Z‘Eyme”t Ingenico  |IWL280 IWL2xx-11Txxxxx |820365V02.xx  |4-20179 3 i;mpm Payment Services 4,3 (spgoo)  [13-08.00794.002.9a  |ECR 2014/12/15 |SPDH 3.1  |HostT 2.x2 PNi‘:ﬁ”‘
::xi"ez Z‘Eyme”t Ingenico  |IWL280 IWL2xx-11Txxxxx |820365V02.xx  |4-20179 3 i;mpm Payment Services |13 (spgog)  [13-08.00794.002.88a  |Stand-alone 2014/12/15 |SPDH3.1  |n/a PNi‘:ﬁ”‘
— SRED (CTLS):
Computer ol . Host2T,
ST P Technology |S300 S300-abo-dx3-0xxx |2 SXXXXXXX |4 40004 3x Samport Payment Services |4, sp1o0)  |14-08.00794.003 ECR 2014/11/10 |SPDH3.1  [shamp NG
Services AB xx (Boot 1.0.0 AB 466
(Shenzhen) 2x,1.0
Sl PED 001),
3.02.xx.
— SRED (CTLS):
Samport Payment oy ;1mf|>'l>r<]x XXX XXX, 1 Samport Payment Services IASECP PNC-2014-
P Y Technology [S300 S$300-abc-dx3-0xxx St 4 |4-40094 3.x P v 100 (SP100) 14-08.00794.003 Stand-alone 2014/11/10 |SPDH 3.1 Sharp
Services AB xx (Boot 1.0.0 AB 466
(Shenzhen) 2.x,1.0
Sl PED 001),
3.02.xx.
_— SRED (CTLS):
Computer Foelln Host2T,
(Sl Py Technology |S800 SB00-abo-dx3-Oxxx |21 IXXXXXA |y yonag g4 Samport Payment Services |4 cp100)  [14-08.00794.003 ECR 2014/11/10 |SPDH3.1  |Sharp ANCAL
Services AB xx (Boot 1.0.0 AB 467
(Shenzhen) PED 001), 2x,1.0
Co Ltd 3.02.xx
— SRED (CTLS):
Computer Foelln Host2T,
(Sl Py Technology [S900 S900-abc-dx3-Oxxx |21 IXXXXXA 1y 4a5a9 34 Samport Payment Services |4, sp100)  [14-08.00794.003 ECR 2014/11/10 |SPDH 3.1 |Sharp AN
Services AB xx (Boot 1.0.0 AB 468
(Shenzhen) 2.x,1.0
Co Ltd PED 001),
3.02.xx
— SRED (CTLS):
Computer Foelln Host2T,
(Sl Py Technology [S900 S00-abc-dx3-Oxxx |21 IXXXXXA 1y 4589 34 Samport Payment Services |4, sp100)  [14-08.00794.003 Stand-alone 2014/11/10 |SPDH3.1  |Sharp AN
Services AB xx (Boot 1.0.0 AB 468
(Shenzhen) 2.x,1.0
Co Ltd PED 001),
3.02.xx
Host2T 1.9,
Samport Payment Services AB |Ingenico ICT220 1CT2xx-01T0000¢ 820365V02.xx 4-20106 2x Samport Payment Services AB 100 (SP900) 13-08.00794.002 ECR 2013/03/13 |SPDH 3.1 Host2T 2.x,
|Sharp 1.0
Samport Payment Services AB |Ingenico ICT220 1CT2xx-01T0000¢ 820365V02.xx 4-20106 2x Samport Payment Services AB 100 (SP900) 13-08.00794.002 Stand-alone 2013/03/13 | SPDH 3.1 n/a
Samport Payment Services AB |Ingenico ICT220 1CT2xx-01T30000¢ 820365V02.x¢ 4-20106 2.x Samport Payment Services AB [ 103 (SP900) 13-08.00794.002.aaa ECR 2014/12/15 |SPDH 3.1 Host2T 2.2 PNC-2014-456
Samport Payment Services AB |Ingenico ICT220 1CT2xx-01T30000¢ 820365V02.x¢ 4-20106 2.x Samport Payment Services AB [ 103 (SP900) 13-08.00794.002.aaa Stand-alone 2014/12/15 |SPDH 3.1 n/a PNC-2014-456
Samport Payment Services AB |Ingenico iPP320 IPP3xx-01Tx000 820365 V02.xx 4-20142 2x Samport Payment Services AB 100 (SP900) 13-08.00794.002 ECR 2013/03/13 | SPDH 3.1 gs:i: 10'9
Samport Payment Services AB |Ingenico iPP320 IPP3xx-01T50000x 820365 V02.xx 4-20142 2.x Samport Payment Services AB [ 103 (SP900) 13-08.00794.002.aaa ECR 2014/12/15 | SPDH 3.1 Host2T 2.2 PNC-2014-459
Samport Payment Services AB |Ingenico IWL220 IWL2xx-01 Txo00x 820365 V02.xx 4-20161 2x Samport Payment Services AB 100 (SP900) 13-08.00794.002 ECR 2013/03/13 | SPDH 3.1 |;If::§: 10'9
Samport Payment Services AB |Ingenico IWL220 IWL2xx-01 Txo00 820365 V02.xx 4-20161 2x Samport Payment Services AB 100 (SP900) 13-08.00794.002 Stand-alone 2013/03/13 | SPDH 3.1 n/a
Samport Payment Services AB |Ingenico IWL220 IWL2xx-01 Txoo0ex 820365 V02.xx 4-20161 2.x Samport Payment Services AB [ 103 (SP900) 13-08.00794.002.aaa ECR 2014/12/15 | SPDH 3.1 Host2T 2.2 PNC-2014-463
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E2EE Validation Status - 20260108

* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024
PTS Approval Version 5.x date: 30 April 2027
Approval Version 6.x date: 30 April 2032

PCI
PCI PTS

PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 -SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
. . PCIPTS Approval Device model: Software version . L Terminal to .
Terminal vendor Manufanurer Ter;nl:al Hardware version: :oftvv‘areAverls}or:.forA Approval Version: Hardware version: HOZT ;r RCSEbesd e for Debit/Credit ::CI BRI E e E2EE ;Iatlld-atlon host Z::r:natl tol PNC Case ID
Names modet: ScUoplceTion: Number(s): [Expiry dates  |Software version for e Application: ates protocol roteo
see * above] |Security Application:
Samport Payment Services AB |Ingenico IwWL220 IWL2xx-01 Txxoox 820365 V02.xx 4-20161 2x Samport Payment Services AB 104 (SP900) 13-08.00794.002.aaa Stand-alone 2014/12/15 | SPDH 3.1 n/a PNC-2014-463
Castles V1.0, VEGA3000- |SRED (Non
. . HW-V1.1, CTLS) : VPO13, . . EMV Suite MPJ . PNC-2018-
Seita Technologies Oy Technology |Vega3000 VEGA3000-HW-1.2 |SRED (CTLS): 3.x Seita Technologies oy 121x 17-08.01038.002.aaa |ECR 2018/02/27 v13.04 ECRSuite 044
Co. Ltd
(CTLS) 1.0.1.1
4-40101
Castles V1.0, VEGA3000- |SRED (Non
. . HW-V1.1, CTLS) : VP013, . . EMV Suite MPJ PNC-2018-
Seita Technologies Oy Technology |Vega3000 VEGA3000-HW-1.2 | SRED (CTLS): 3.x Seita Technologies oy 121.x 17-08.01038.002.aaa  |Stand-alone 2018/02/27 v13.04 N/A 044
Co. Ltd
(CTLS) 1.0.1.1
4-40101
Castes MP200-HW-v1.01, ~[Xxx-x000-xxxx- EMV Suite MPJ PNC-2018-
Seita Technologies Oy '(I;icrl\_lzglogy MP200 MP200-HW-v1.02 |0025 4-40159 4.x Seita Technologies oy 121x 17-08.01038.002.aaa |ECR 2018/02/27 V13.04 ECRSuite 043
Castles MP200-HW-v1.01, | 3000630006300 EMV Suite MPJ PNC-2018-
Seita Technologies Oy '(I;eoctllr:glogy MP200 MP200-HW-v1.02 |0025 4-40159 4.x Seita Technologies oy 121x 17-08.01038.002.aaa  |Stand-alone 2018/02/27 v13.04 N/A 043
Castles XXXX-XXXX-XXXX~ .
Seita Technologies Oy | Technology [MP200 WIFAD A, 0026, 001x-001x-|4-40173 4.x Seita Technologies oy EMASELe 17-08.01038.002.aaa |ECR 2018/02/27 MR ECRSuite AN
MP200-HW-v1.05 1.21.x v13.04 043
Co. Ltd 002x-002x-0027
Castles XXXX-XXXX-XXXX~ .
Seita Technologies Oy Technology (MP200 AT, 0026, 001x-001x-|4-40173 4.x Seita Technologies oy Y itz 17-08.01038.002.aaa  |Stand-alone 2018/02/27 IAD N/A AN
MP200-HW-v1.05 1.21.x v13.04 043
Co. Ltd 002x-002x-0027
CEStcs VEGA3000-HW-  |xxx-x0x-x0x- EMV Suite MPJ PNC-2018-
Seita Technologies Oy Technology |Vega3000 4-40195 4.x Seita Technologies oy 17-08.01038.002.aaa |ECR 2018/02/27 ECRSuite
Co. Ltd V1.3.xxxX xxxx-0027 1.2.1.x v13.04 044
Castles VEGA3000-HW-  |xxx-xox-x0x- EMV Suite MPJ PNC-2018-
Seita Technologies Oy | Technology [Vega3000 4-40195 4.x Seita Technologies oy 17-08.01038.002.aaa  |Stand-alone 2018/02/27 N/A
Co. Ltd V1.3.xxxx xxxx-0027 1.2.1.x v13.04 044
Six Payments Services [Hiss YOMANI 90700x00xx Rev: Six Payments Services 1o SIXML SIXML PNC-2014-
Luxembourg SA Worldline XRIML Ax 03.02.14D 4-30092 3.x Luxembourg SA (Imegra 14-08.00689.006 ECR 2014/10/07 v2.0.0 v2.0.0 207
SA terminal)
90700x00xx Rev:
Atos Ax 1.0.1.x
Six Payments Services . YOMANI 90700x00xx Rev: Six Payments Services o SIXML SIXML PNC-2015-
Luxembourg SA Worldline XRIML Bx 03.02.14D 4-30092 3.x Luxembourg SA (Imegra 14-08.00689.006.aaa |ECR 2015/10/19 v2.0.0 v2.0.0 322
SA . terminal)
90760x00xx Rev:
Cx
SRED (Non ECR
. ICT220, . CTLS): PayEx ECR PNC-2018-
Swedbank PayEx AB Ingenico 1CT250 ICT2xx-T1TXXXXX 820528v02.x 4-20196 3.x PayEx 1.1.x 18-08.01090.002 Stand-alone 2018/11/14 |SDI 3.0 10 230
820073v01.xx
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E2EE Validation Status - 20260108

* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 -SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
. . PCIPTS Approval Device model: Software version . L Terminal to .
Terminal vendor Manufanurer Ter;nl:al Hardware version: :oftvv‘areAverls}or:.forA Approval Version: Hardware version: HOZT ;r RCSEbesd e for Debit/Credit ::CI BRI E e i E2EE ;Iatlld-atlon host Z::r:natl tol PNC Case ID
Names modet: ScUoplceTion: Number(s): [Expiry dates  |Software version for e Application: ates protocol roteo
see * above] |Security Application:
SRED (Non
. IwL220, CTLS): PayEx ECR PNC-2018-
Swedbank PayEx AB Ingenico WL250 IWL2xx-01 Txxxxx 820073v01.xx 4-20181 3.x PayEx 1.1.x 18-08.01090.002 Stand-alone 2018/11/14 |SDI 3.0 10 231
820528v02.xx
SRED (CTLS):
820365v02.xx
IPP310 820305v02.xx
Swedbank PayExAB  |Ingenico  |IPP320, IPP3xx-11Txoox | 20928V02.xx | 51184 3x PayEx 11 18-08.01090.002 ECR 2018/11/14 |SDI 3.0 R EXECE AN
SRED (Non 1.0 229
IPP350, \
CTLS):
820375v01.xx
820554v01.xx
iMP3xx-01 Txxxxx |SRED (Non
Swedbank PayEx AB Ingenico iSMP iMP3x0-01 Txxxxx |CTLS): 4-20183 3.x PayEx 1.1.x 18-08.01090.002 ECR 2018/11/14 |SDI 3.0 ?%YEX EER PN%_225018_
iMP3x2-01 Txxxxx |820528v02.xx .
IPP310,
. IPP320, 820305V11.xx, PayEx ECR PNC-2018-
Swedbank PayEx AB Ingenico |PP350, IPP3xx-51TxxxXX 820180V01 xx 4-30176 4.x PayEx 1.1.x 18-08.01090.002 ECR 2018/11/14 |SDI 3.0 10 228
IPP315
Swedbank PayEx AB |ingenico  |iSMP3 IMPSXX-01 TOXX 650305y 11.xx  [4-30175 |4 PayEx 14.x 18-08.01090.002 ECR 2018/11/14 |SDI 3.0 Jaa EXECK AN
IMP5xx-11 Txxxxx 1.0 227
IMP6xx-01 Txxxxx
. . IMP6xx-11 TxXXXX PayEx ECR PNC-2018-
Swedbank PayEx AB Ingenico iSMP4 IMP6xx-02 Tk 820305v11.xx 4-30220 4.x PayEx 1.1.x 18-08.01090.002 ECR 2018/11/14 |SDI 3.0 10 226
IMP6xx-12 Txxxxx
MPT 6xx (MPT600
y Thyron GPRS, MPT610 Wifi, . TechPay
Z;C""'Ca' Payment Solutions o toms “Pﬂi,yéeo"o series |MPT 615 Wi and 6.0.7 (SecureCom) |4-60027 2x gv;ibg’:: f;;fviz’s"f\gs AB 128 12-08.00739.001 ECR 2012/10/01  |SPDH 3.1 TechLink MPT-
Limited *®S | Mifare, MPT625 GRPS, 10007 1.2
Mifare and bluetooth)
MPT 6xx (MPT600
5 Thyron GPRS, MPT610 Wifi, 3
rochnical Payment Soluons - fgygtoms | PayCel MPT615Wifiand [6.0.7 (SecureCom) |4-60027 2x Seedbank el eces AE R 1% 12-08.00739.001 Stand-alone 2012110/01  [SPDH 3.1 wa
ol series EVRY Card Services AB
Limited Mifare, MPT625 GRPS,
Mifare and bluetooth)
90670000xx Rev: 1, Verif |
Verifone Baltic SIA Atos Worldiine | YOMANI 90670000xx Rev: A, |22.44.3x 4-30046 2x erifone Inc. . BKX A06.01.3¢ 16-08.00582.013 ECR 2016/04/22  |SPDH 3.x LPP 42 PNC-2016-099
'Swedbank Card Services AB
90670000xx Rev: A.x
MERG =g, Point VxPC ver.
Verifone Baltic SIA VeriFone Inc  [Vx520 M252-7xx-xx-3xn-2, QT520240 4-30050 2.x Verifone Inc. : 15-08.00582.010 Stand-alone 2016/05/12 |SPDH 3.1 PNC-2016-121
M252-8xx-Xx-3M-2 F02.01.00¢
9 g M268-778-14-EUF-2,  |QT680240, o Point VxPC ver. AirPay 3.x
Verifone Baltic SIA VeriFone Inc  (Vx680 M268-778-C4-EUF-2  |QT6B0240 4-20146 2.x Verifone Inc. F02.01.500¢ 15-08.00582.010 ECR 2016/05/12 |SPDH 3.1 e PNC-2016-116
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E2EE Validation Status - 20260108

* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 -SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
. . PCIPTS Approval Device model: Software version . L Terminal to .
Terminal vendor nMa::Tanurer ':or:::: 2l Hardware version: ::Zt::i:;e};:;;::::i:; Approval Version: Hardware version: ::z:j;r SIS R e for Debit/Credit ::CI SRS ReferEnTe i EZEE :::::a“on host EZ:':::‘::’I PNC Case ID
. . “|Number(s): [Expiry dates  |Software version for Application: . protocol
see * above] |Security Application:
Verifone Baltic SIA VeriFone Inc|Vx680 el e 420146 2x Verifone Inc. PomiyxPOYer. 115.08.00582.010 Stand-alone 201605112 [SPDH 3.1 PNC-2016-115
‘ ; QT820240 ; Point VXPC ver. SPDH 3.1 s A
Verifone Baltic SIA VeriFone Inc  (Vx820 M282-X0X-XX-XXX-2 QTBZDZMV 4-40054 2.x Verifone Inc. F02.01.30 15-08.00582.010 ECR 2016/05/12 1SO 8583 Pay?o\nl 1.15 PNC-2016-110
MultiPOINT 4.x
Manufacturer
name: Nets
Denmark A/S
Device model:
Nets PSAM PNC-2016-
Hardware 8.20.xx 107
version: M10 (Nets PSAM) 15-02.00641.003
Software version (Nets PSAM)
for security 3.7.x
Atos YOMANI 90670000xx REV. |Non-SRED: application: (DK8111 15.08.00117.011

Verifone Worldline | XR/ML Bx PCI 03.02.14 4-30092 3.x 8.20.03 Nets A/S (Banksys)) (DK8111 (Banksys)) Stand-alone 2016/06/14 |OTRS 1.0 LPP 3.x
Manufacturer
name: Nets
Denmark A/S
Device model:
Nets PSAM PNC-2016-
Hardware 8.20.xx 107
version: M10 (Nets PSAM) 15-02.00641.003
Software version (Nets PSAM)
for security 3.7.x

Atos YOMANI 90670000xx REV. |Non-SRED: application: (DK8111 15.08.00117.011

Verifone Worldline | XR/ML Bx PCI 03.02.14 4-30092 3.x 8.20.03 Nets A/S (Banksys)) (DK8111 (Banksys)) ECR 2016/06/14 |OTRS 1.0 LPP 3.x
Manufacturer
name: Nets
Denmark A/S
Device model:

Verifone ?{]ec”':me Vx520 M252-7xx-xx-xxx-3 |QT520120 4-30052 3x mz:zx;:m 8,20 PN‘i'Ozao fie=
version: M10 (Nets PSAM) 15-02.00641.003
Software version (Nets PSAM)
for security 3.7.x
application: (DK8111 15.08.00117.011
8.20.03 Nets A/S (Banksys)) (DK8111 (Banksys)) _ |ECR 2016/06/14 [0TRS1.0 [LPP3.x
Manufacturer
name: Nets
Denmark A/S
Device model:

Verifone m”':"”e Vx520 M252-7xx-xx-xxx-3 |QT520120 430052 |3 :Z:zxasr:M Yoo PNC1'0230 LCs
version: M10 (Nets PSAM) 15-02.00641.003
Software version (Nets PSAM)
for security 3.7.x
application: (DK8111 15.08.00117.011
8.20.03 Nets A/S (Banksys)) (DK8111 (Banksys))  |Stand-alone 2016/06/14 |OTRS1.0 |LPP 3.x
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E2EE Validation Status - 20260108

* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 -SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
Terminal vendor Manufanurer Termirjal Hardware version: Softw‘are vers'ionlforA Zf)lp'::al C::i‘:‘::l z:::;;:::::;ion: HOST or HOSTs used for the :::ﬁ;\:;’r;/‘g::;" PCI SSC's PA-DSS Reference . E2EE Valid-ation Terr:;r:l " |Terminal to PNC Case ID
name: model: Security Application: N aan—e. [ r T | o s————"— product A # date: e ECR Protcol
see * above] |Security Application:
Manufacturer
name: Nets
Denmark A/S
8328:22 Device model:
. VeriFone M268-77x-xx-xxn-3, b Nets PSAM PNC-2016-
Verifone = VX680 M26B T, | QTEBOT20, 4-30053 3.x Hardware 8.20.x s
QTeBo121, version: M10 (Nets PSAM) | 15-02.00641.003
QT6B0122, Software version (Nets PSAM)
for security 3.7.x
application: (DK8111 15.08.00117.011
8.20.03 Nets A/S (Banksys)) (DK8111 (Banksys))  |Stand-alone 2016/06/14 |OTRS1.0 |LPP 3.x
Manufacturer
name: Nets
Denmark A/S
8¥g§g:§g Device model:
. VeriFone M268-77x-xx-xxn-3, : Nets PSAM PNC-2016-
Verifone e Vx680 M268T e, | QTEBO120, 4-30053 3x Hardware 8.20.xx T
QT6B0121, version: M10 (Nets PSAM)  [15-02.00641.003
QTeB0122, Software version (Nets PSAM)
for security 3.7.x
application: (DK8111 15.08.00117.011
8.20.03 Nets A/S (Banksys)) (DK8111 (Banksys)) _ |ECR 2016/06/14 [0TRS 1.0 [LPP 3.x
M260-x1X-XX-XXX-3,
M260-X5X-XX-XXX-3 Manufacturer
name: Nets
Denmark A/S
833822? Device model:
. VeriFone Nets PSAM PNC-2016-
Verifone = VX690 QT690262, 4-30128 3.x Hardware 8.20.x e
QT690263, version: M10 (Nets PSAM) | 15-02.00641.003
Q1690264 Software version (Nets PSAM)
for security 3.7.x
application: (DK8111 15.08.00117.011
8.20.03 Nets A/S (Banksys)) (DK8111 (Banksys))  |ECR 2016/06/14 |OTRS1.0 |LPP 3.x
M260-x1X-XX-XXX-3,
M260-x5X-XX-XXX-3 Manufacturer
name: Nets
Denmark A/S
8¥ggg§g? Device model:
. VeriFone Nets PSAM PNC-2016-
Verifone e VX690 QT690262, 4-30128 3x Hardware 8.20.xx 16
QT690263, version: M10 (Nets PSAM)  [15-02.00641.003
QT690264 Software version (Nets PSAM)
for security 3.7.x
application: (DK8111 15.08.00117.011
8.20.03 Nets A/S (Banksys)) (DK8111 (Banksys)) _|Stand-alone 2016/06/14 [OTRS1.0 |LPP 3.x
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* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 -SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
. . PCIPTS Approval Device model: Software version . L Terminal to .
Terminal vendor Manufanurer Ter;nl:al Hardware version: :oftvv‘areAverls}or:‘forA Approval Version: Hardware version: HOZT ;r RCSlEsdioge for Debit/Credit ::CI BB HHEESEEETER i EZEE ;Iatlld-atlon host Zz:r:natl tol PNC Case ID
Names modet: ScUoplceTion: Number(s): [Expiry dates  |Software version for e Application: ates protocol roteo
see * above] |Security Application:
Manufacturer
name: Nets
Denmark A/S
i -XXX-XX-XXX- Device model: Y L
Verifone m"Fme V820 2”282 POCXXXXX Q720120 4-40054  [3x Nets PSAM PNC102‘?16
Hardware 8.20.xx
version: M10 (Nets PSAM) 15-02.00641.003
Software version (Nets PSAM)
for security 3.7.x
application: (DK8111 15.08.00117.011
8.20.03 Nets A/S (Banksys)) (DK8111 (Banksys))  |ECR 2016/06/14 |OTRS1.0 |LPP 3.x
name: Nets (Nets PSAM) 15-02.00641.003
- XXX XXX Denmark A/S (Nets PSAM) g s
Verifone ?{]ec”':me V820 2“82 KOXXXXXX] Q120120 4-40054  [3x Device model: 3.7 PN‘iozfm
Nets PSAM (DK8111 15.08.00117.011
Hardware Nets A/S (Banksys)) (DK8111 (Banksys)) Stand-alone 2016/06/14 |OTRS 1.0 LPP 3.x
YU7UUXUUXX KEV: Verifone Inc.
Verifone Baltic SIA (s VG| R G | 430092 [3x Swedbank Card Services ~ [BKX A06.01.xx [16-08.00582.013 ECR 2016/04/22 |SPDH3x  |LPP4.2 PNC-2016-
Worldline [XR/ML Rev: Bx, 24.43.xx 098
aN7aNvNNvy Do AB
Verifone Baltic SIA veriFone \\629 M252-B100x00003, | 550240 4-30052  [3x Verifone Inc. Point VXPC ver. | 15 0g,00582.010 Stand-alone 2016/05/12 |SPDH 3.1 PNC-2016-
Inc M252-7xx-XX-XXX-3 F02.01.xxx 120
q QT520240, q
Verifone Baltic SIA VeriFone 1\, 550 M252-6x0x3X%-3, | a1 6500 xxux [4-30052 [3.x Verifone Inc. Point VXPC ver. | 05 00582.010.aaa | Stand-alone 2016/05/12 |SPDH 3.1 AN
Inc M252-7XX-XX-XXX-3 s F02.01.xxx 066
VeriFone Q1650253 Point VxPC ver. AirPay 3.x PNC-2016-
Verifone Baltic SIA Vx675 M265-xxX-XX-XXX-3 ’ 4-10116 3.x Verifone Inc. ' [15-08.00582.010 ECR 2016/05/12 |SPDH 3.1 Restaurant
Inc QT650240 F02.01.xxx 1x 119
o . VeriFone QT650253, o Point VxPC ver. PNC-2016-
Verifone Baltic SIA e Vx675 M265-xxX-XX-XXX-3 QT650240 4-10116 3.x Verifone Inc. F02.01.50K 15-08.00582.010 Stand-alone 2016/05/12 |SPDH 3.1 118
QT650253, .
VeriFone Q650240 Point VXPC ver Airbay 3.x PNC-2018-
Verifone Baltic SIA Vx675 M265-xxX-XX-XXX-3 ! 4-10116 3.x Verifone Inc. ' [15-08.00582.010.aaa  |[ECR 2018/03/14 |SPDH 3.1 Restaurant
Inc QTyy0500.xxxXX F02.01.xxx o 068
XXX -
QT650253,
Verifone Baltic SIA veriFone |\ 675 M265-xxx-xxxxx-3 | 21090240, 410116 [3x Verifone Inc. Point VxPC Ver. |15 05 00582.010.aaa  |Stand-alone 2018/03/14 |SPDH 3.1 PNC-2018-
Inc QTyy0500.xxxxx F02.01.xxx 068
XXX
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E2EE Validation Status - 20260108

* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 - SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID

PCIPTS Manufacturer name:

Manufacturer Terminal Software version for PelPTS Approval e mEdE HOST or HOSTs used for the EHE TR PCI SSC's PA-DSS Reference . E2EE Validation Terminal to Terminal to
#

Terminal vendor name: model: Hardware version: Security Application: Approval Version: Hardware ver?ion: e for Debit/Credit date: host ECR Protcol PNC Case ID
Number(s): [Expiry dates |Software version for

Application: protocol
see * above] |Security Application:

M268-70x-xX-XXn-3,
M268-73x-Xxx-xxn-3,
M268-74x-XX-XXNn-3,
M268-76x-Xxx-xxn-3,
. M268-77x-xx-xxn-3, |QT680240, Verifone Inc. . AirPay 3.x
Verifone Baltic SIA VveriFone |\, 680 M268-78x-xx-xxn-3, |QT6B0240, 430053  [3x Swedbank Card Services |LoInt VXPC Ver- | 15 48 00582.010 ECR 20160512 |sPOH3.1  |Restaurant AICEIS:
Inc F02.01.xxx 117

M268-79x-XxX-XXn-3, AB 1.x
M268-77X-XX-XXX-
3B, M268-72x-xx-
xxx-3, M268-72x-xx-|
xxx-3B

M268-70x-xx-xxn-3,

M268-73x-XX-XXn-3,

M268-74x-xx-xxn-3,

M268-76x-XX-XXn-3,

q M268-77x-xx-xxn-3, |QT680240, Verifone Inc. q

Verifone Baltic SIA veriFone 1680 M268-78x-xx-xxn-3, |QT6B0240,  [4-30053  [3.x Swedbank Card Services  |ZoIt VXPC Ver- | 5.05 00582.010 Stand-alone 2016/05/12 |SPDH 3.1 el
Inc F02.01.xxx 114
M268-79x-xx-Xxxn-3, AB

M268-77x-XX-XXX-

3B, M268-72x-xx-

XxX-3, M268-72x-XX-|

xxx-3B

M268-778-14-EUF- | QT680240, Verifone Inc. AirPay 3.x

q q VeriFone 3, QT6B0240, a Point VxPC ver. PNC-2018-
Verifone Baltic SIA e Vx680 M268-778-C4-EUF- |QTyy0500.xxxxx 4-30053 3.x igedbank Card Services F02.01 50 15-08.00582.010.aaa |ECR 2018/03/14 |SPDH 3.1 I;Qistaurant 070
3 XXX )

M268-778-14-EUF- |QT680240, .
Verifone Inc.

q q VeriFone 3, QT6B0240, a Point VxPC ver. PNC-2018-
Verifone Baltic SIA e Vx680 M268-778-C4-EUF- | QTyy0500.xxxxx 4-30053 3.x igedbank Card Services F02.01 50 15-08.00582.010.aaa  |Stand-alone 2018/03/14 |SPDH 3.1 070
3 XXX

M260-X1X-XX-XXX-3,
M260-X5X-XX-XXX-3,
M260-X1X-XX-XXX-
3B, M260-x5x-xx- |QT650253, ) AirPay 3.x
es0280 430128 |3x Verifone Inc. Point VXPC ver. |15 48 00582.010 ECR 2016/05/12 |SPDH3.1  |Restaurant ANCAVIE

QTyy0500.xxxxx : F02.01.xxx Tx 113

Verifone Baltic SIA veriFone /690 xxx-3B, M260-x1x-

Inc Xx-xxx-3C,
M260-x5x-xx-xxx- | XXX
3C

M260-x1X-XX-XXX-3,
M260-x5X-Xx-xxx-3,
M260-X1X-XX-XXX~
3B, M260-x5x-xx- | QT650253,
VeriFone xxx-3B, M260-x1x- |QT650240, Point VxPC ver. PNC-2016-

Verifone Baltic SIA e Vx690 ot Qyy0500.xxxxx 4-30128 3.x Verifone Inc. F02.01 50 15-08.00582.010 Stand-alone 2016/05/12 |SPDH 3.1 112

M260-x5x-xx-xxx- XXX
3C
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* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 -SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
. . PCIPTS Approval Device model: Software version . L Terminal to .
Terminal vendor Manufanurer Ter;nl:al Hardware version: :oftvv‘areAverls}or:‘forA Approval Version: Hardware version: HOZT ;r RCSlEsdioge for Debit/Credit ::CI BB HHEESEEETER i EZEE ;Iatlld-atlon host Zz:r:natl tol PNC Case ID
Names modet: ScUoplceTion: Number(s): [Expiry dates  |Software version for e Application: ates protocol roteo
see * above] |Security Application:
M260-x1X-XX-XXX-3,
M260-x5X-Xx-xxx-3,
M260-X1X-XX-XXX~
VeriF 3B, M20xGro | 7E7E0 Point VXPC AirPay 3.x PNC-2018:
Verifone Baltic SIA o |vxe90 0c-38, M260-x1x- ; 4-30128 (3 Verifone Inc. ot XU~ VT 115.08.00582.010.9aa  |ECR 2018/03/14 |SPDH3.x  |Restaurant e 1e
nc XXXXX-3C, QTyy0500.xxxxx F02.01.xxx Tx 071
M260-x5x-xx-xxx- | %
3C
M260-x1X-XX-XXX-3,
M260-X5X-XX-XXX-3,
Mo orostzs,
q q VeriFone ’ R |QT650240, a Point VxPC ver. PNC-2018-
Verifone Baltic SIA e Vx690 xx}f{fé’\gzeo.xu. Qyy0500.xxxxx 4-30128 3.x Verifone Inc. F02.01 50 15-08.00582.010.aaa Stand-alone 2018/03/14 |SPDH 3.x 071
M260-X5X-XX-XXX~ ox
3C
QT650253, CPP 3.X ana
. ’ . 4.x
- . VeriFone M282-XXX-XX-XXX-| QT650240, . Point VxPC ver. SPDH 3.1 A PNC-2016-
Verifone Baltic SIA I Vx820 3 QTyy0500.xxxxx 4-40054 3.x Verifone Inc. F02.0150K 15-08.00582.010 ECR 2016/05/12 1SO 8583 Payf’omt 1.15 11
MultiPOINT
XXX o
QT650253, ";F:(P 3xand
q q VeriFone M282-XXX-XX-XXX-| QT650240, a Point VxPC ver. SPDH 3.1 y . PNC-2018-
Verifone Baltic SIA e Vx820 3 QTyy0500.xxxXX 4-40054 3.x Verifone Inc. F02.01.xxx 15-08.00582.010.aaa |ECR 2018/03/14 1SO 8583 Pay}?omt 1.x 067
MultiPOINT
XXX
4.x
QT650253,
Verifone Baltic SIA veriFone g5 M283-70x-xx-x0xc3 21690240, 410107 [3x Verifone Inc. Point VXPC ver. | 15 0.00582.010 ECR 2016/05/12 |SPDH3.1  |LPP 3.x AL
Inc QTyy0500.XXXXX F02.01.xxx 109
XXX
QT650253,
Verifone Baltic SIA veriFone |\ g5 M283-70x-xxxxx-3 | 21050240, 410107 [3x Verifone Inc. Point VxPC ver. |15 08 00582.010.0aa |ECR 2018/03/14 |SPDH3.x  |LPP 3.x AL
Inc QTyy0500.XXXXX F02.01.xxx 069
XXX
90700x00xx Rev:
Ax QT650253,
q Atos YOMANI 90700x00xx Rev: |QT650240, a SAPC PNC-2016-
Verifone Inc. Worldline | XR/ML Bx Qyy0500.xxxxx 4-30092 3.x Verifone Inc. 02,0130 16-08.00154.105 Stand-alone 2016/09/07 |SPDH N/A 227
90760x00xx Rev:  |xxx
Cx
8258533 'xxxxx Swedbank Card Services
Verifone Inc. veriFone |y 820 M2B2XXHXXXXX 440054 [3x a8 VXIPOSPC 1 47.41.00154.121 ECR 2018/03/28 |SPDH3x  |iPOS 3.x PNC-2018-
Inc 3 QTyy0500.xxxx Evry AB 103.01.xxx 072
xxxy ) Verifone Inc.
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* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 - SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID

PCIPTS Manufacturer name:
q Manufacturer Terminal . Software version for PelPTS Apprloval Pt model:' HOST or HOSTs used for the Softwarle VErsIon ey ssc's PA-DSS Reference 3 E2EE Validation Terminal to Terminal to
Terminal vendor Hardware version: . o Approval Version: Hardware version: for Debit/Credit host PNC Case ID
name: model: Security Application: . . product # date: ECR Protcol
Number(s): [Expiry dates |Software version for

Application: protocol
see * above] |Security Application:

gxfgfgg 'xxxxx Swedbank Card Services
Verifone Inc. veriFone |/ 605 M283-70x-Xx-XXX-3 |xXX 440054 |3x A VXIPOSPC 117 11.00154.121 ECR 2018/03/28 |SPDH3x  |iPOS 3.x ANV
Inc Evry AB 103.01.xxx 073

QTyy0500.xxxxX

Verifone Inc.
XXX

QT650253,
) VeriFone H405-07-x0-xx0-00-|  QT650240,
eizen e Inc L0 BO QTyy0500.xxxxx

XXX

PRP using .
4-10224 4.x Verifone Payment Gateway | E " NB 17-08.00154.114 ECR 2017712122 |POs 03001 |EPAS Retail N7
2.2.0.x 12.04 v2.0 181

Vault: 5.x.x.X,
SRED: 5.x.x, OP:
1.x.X, AppM:
10.x.x.x, VAULT: PRP using )
12?:.(:.('\//;‘)SDRME.D: 410224 |4x Verifone Inc. \z/.ifxﬁB 18.08.00154.129 ECR 2018/09/20 T;)&osom 5; ’SS Real PNC1'327°18'
9.x.x, VAULT: -
7.x.X, AppM:
11.x.x, SRED:
7 XX XXX

H405-07-x0-xx0-00-
. VeriFone B0, H405-07-00-xx0|
Verifone Inc. e M400 00-B0 (M400),
H405-07-30-xx0-00-
B0 (M400 WiFi/BT)

H435-07-02-xx0-X0-
AO (P400), H435-07
32-xx0-x0-A0 (P400|Vault: 2.x.x,
Plus), H435-07-02- [3.x.x, 4.X.X
xx0-x0-A1 (P400), |AppM: 7.x.x,
H435-07-32-xx0-x0- [ 8.x.x, 9.X.X
" A1 (P400 Plus), VFSRED: 5.x.x PRP using "
Verifone Inc. ?'/1‘*0”':"”3 EI‘LOSOIP“OO H435-07-02-XX0- |VFOP: 1xx  |4-10191 4x Verifone Payment Gateway ;/'ZFE)PXNB 17-08.00154.122 ECR 2018/04/03 |POS 03001 5; ’SS Real PN%‘:;”‘
XO-A0 (P400), Vault: 5.x.x 50 12.04 :
H435-07-32-XX0-  |AppM: 10.x.x
X0-A0 (P400 Plus), |Vault: 7.x.x
H435-07-02-XX0-  |AppM: 11.x.x
XO-A1 (P400), VFSRED: 7.x.x
H435-07-32-XX0-
X0-A1 (P400 Plus)
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* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 -SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
. . PCIPTS Approval Device model: Software version . L Terminal to .
Terminal vendor Manufanurer Ter;nl:al Hardware version: :oftvv‘areAverls}or:.forA Approval Version: Hardware version: HOZT ;r RCSlEsdioge for Debit/Credit ::CI BB HHEESEEETER i EZEE ;Iatlld-atlon host Z::r:natl tol PNC Case ID
Names modet: ScUoplceTion: Number(s): [Expiry dates  |Software version for e Application: ates protocol roteo
see * above] |Security Application:
H435-07-02-xx0-x0-
A0 (P400), H435-07|
32-xx0-x0-A0 (P400 .
Plus), H435-07-02- V:g';rf);’;x’
xx0-x0-A1 (P400), A‘ M xx
HA35-07-32xx0-x0-| ‘P L %
A1 (P400 Plus), VFS'R',E'D 5x.x
H435-07-02-XX0- A
VFOP: 1.x.x, A
VeriFone  |P400/P400 | | OAQ(P400), | \ayi T 5 x x VEPP NB PRPusiIng [0 Retail || PNC-2018-
Verifone Inc. H435-07-32-XX0- an o [4-10191 4.x Verifone Payment Gateway 18.08.00154.129 ECR 2018/09/20 |POS 03001
Inc Plus AppM: 10.x.X, 2.4.0.x.x v2.0 140
X0-A0 (P400 Plus), VAULT: 7.xx 12.04
H435-07-02-XX0- AppM: '11')(')(’
X0-A1 (P400), PRI 11.xx,
VFSRED: 7.x.x,
H435-07-32-XX0- VAULT: 8.x.x
X0-A1 (P400 Plus), AppM: .12.xlxl
HA435-07-02-x0x0-|  FEOE 230X,
BO (P400), H435-07 I
32-xxx-x0-B0 (P400
Plus)
QT650253,
- QT650240, POS 03001 |EPAS Retail PNC-2017-
Verifone Inc. QTyy0500.xxxxx VeppNB 1.2.1.x |17-08.00154.111 ECR 2017/06/14 12.04 V2.0 098
VeriFone MO087-351-01-WWA XXX .
I E355 MO87-351-11-WWA 4-30168 4.x Verifone Payment Gateway
PRP using .
Verifone Inc. QTES50301.x MERSNE 17-08.00154.122 ECR 2018/04/03 |POS 03001 EPS [REE] AN
2.3.0.x v2.0 097
12.04
. Verifone MO087-351-01-WWA . VEPP NB POS 03001 |EPAS Retail PNC-2018-
Verifone Inc. I, E355 MO87-351-11-WWA QTE50301.x 4-30168 4.x Verifone Payment Gateway 2.4.0x 18-08.00154.129 ECR 2018/09/20 12.04 V2.0 135
OP: 1.x.x,
HA05-07-x0-x¢0-00-|  APPM: 10x.x,
BO, H405-07-00xx0| YAULT: 8xX,
Verifone Inc. VeriFone 400 00-80 (W400), | APPM:12XX 14 40004 4y Verifone Payment Gateway [VoF No 18-08.00154.131 ECR 201900110 |FOS 03001 |EPASRetail | | PNC-2019-
Inc VFSRED: 7.x.x, 2.5.0.x.x 12.04 v2.0 006
H405-07-30-xx0-00- VAULT: 7.xx
B0 (M400 WiFi/BT) AppM: 11X,
SRED: 7.x.Xx.xx

Page: 83 (108)



E2EE Validation Status - 20260108

* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 -SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
q Manufacturer Terminal . Software version for PelPTS Apprloval e model:' HOST or HOSTs used for the Softwarle VErsIon ey ssc's PA-DSS Reference 3 E2EE Validation Terminal to Terminal to
Terminal vendor Hardware version: " e Approval Version: Hardware version: for Debit/Credit host PNC Case ID
name: model: Security Application: . . product N # date: ECR Protcol
Number(s): [Expiry dates version for Application: protocol

see * above] |Security Application:

H435-U/-UZ-XXU-XU-
AO (P400), H435-07;
32-xx0-x0-A0 (P400| VAULT: 2.x.x,
Plus), H435-07-02- | 3.x.x, 4.xx,
xx0-x0-A1 (P400), | AppM: 7.x.x,
H435-07-32-xx0-X0-|  8.x.X, 9.X,
A1 (P400 Plus), | VFSRED: 5.x.x,
H435-07-02-XX0- | VFOP: 1.x.x,

Verifone Inc. ?{]ec”':me Eﬁjoswmoo Hfgg’f&’égﬁﬂ?i’o_ X:;J;:Tag:::: 4-10191 4x Verifone Payment Gateway ‘Z’E_F;F_’XT(B 18-08.00154.131 ECR 2019/01/10 T§g403001 EE_QS Retal PN%'§7°19'
X0-A0 (P400 Plus), | VAULT: 7.x.,
H435-07-02-XX0- | AppM: 11.x.x,
XO-A1 (P400), | VFSRED: 7.x.x,
H435-07-32-XX0- | VAULT: 8.xx,
X0-A1 (P400 Plus), | AppM: 12.x.x,
H435-07-02-xxx-x0-| VFSRED: 9.x.x
BO (P400), H435-07|
29 vew vn B 1DANN
VAULT:
2.X.X;7.X.X;,
AppM: 7.x.X;
Pa— VeriFone |, ,o SUB179-xx1-01-A, “;"X'Y;SRFD:MOZOQ a e . VEPP NB PR — 0190110 |POS 03001 |EPAS Retail | | PNC-2019-
ertione nc. Inc SUB179-xx1-02-AA | o8 X% |4 X ertione Fayment Sateway {5 5.0.x.x O8SI: and-aione 12.04 v2.0 008
VAULT: 8.x.,
AppM: 12.x.X,
VFSRED: 9.x.x
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* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 - SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID

PCIPTS Manufacturer name:

q Manufacturer Terminal . Software version for PCIPTS Apprloval i model:' HOST or HOSTs used for the Softwarle VErsIon ey ssc's PA-DSS Reference 3 E2EE Validation Terminal to Terminal to
Terminal vendor name: model: Hardware version: Security Application: Approval Version: Hardware version: roduct for Debit/Credit 4 date: host ECR Protcol PNC Case ID
. . G “|Number(s): [Expiry dates  |Software version for B Application: . protocol

see * above] |Security Application:

H435-07-02-xx0-x0-
A0 (P400), H435-07
32-xx0-x0-A0 (P400
Plus), H435-07-02-
xx0-x0-A1 (P400),
H435-07-32-xx0-x0-
A1 (P400 Plus),
H435-07-02-XX0-
X0-A0 (P400),
H435-07-32-XX0-
X0-A0 (P400 Plus),
H435-07-02-XX0-
VeriFone  |P40o/paog | XO-A1 (P400), 3:3? '51>'<x>'<x VD e
Verifone Inc. I Plus H435-07-32-XX0- AppM' 40lx - 4-10191 4.x Verifone Payment Gateway | Data Interface |19-11.00154.133.aaa |ECR 2021/06/24 [N,
X0-A1 (P400 Plus), [\, 28 (VFISDI) 1.4.x
ault: 7.x.x
H435-07-02-xxx-x0- AppM: 11.x.x
BO (P400), H435-07/{ R
32-xxx-x0-BO (P400 x:fl'fii Z""x
Plus), H435-07-32 AppM' 1-2.x 7
xxx-x0-BO (P400 VFSR'ED"Q‘X .
Plus), H435-07-02- U
xxx-x0-A2 (P400),
H435-07-02-xxx-x0-
B1 (P400), H435-07
32-xxx-x0-A2 (P400
Plus), H4365-07-32-
xxx-x0-B1 (P400
H435-07-02-xx0-x0-
A0 (P400), H435-07|
32-xx0-x0-A0 (P400
Plus), H435-07-02-
xx0-x0-A1 (P400),
H435-07-32-xx0-x0-
A1 (P400 Plus),
H435-07-02-XX0-
X0-A0 (P400),
H435-07-32-XX0-
X0-A0 (P400 Plus),
H435-07-02-XX0-
VeriFone  |P400/p40 |  XO-A1 (P400), mf 51>}X>}X Vi SEeiE
Verifone Inc. Inc Plus H435-07-32-XX0- AppM' -0.x x 4-10191 4.x Verifone Payment Gateway | Data Interface |19-11.00154.133.baa |ECR 2022/01/24 |N
X0-AT (P400 Plus), [ (PP F (VFISDI) 1.5.x
ault: 7.x.x
H435-07-02-xxx-x0- AppM: 11.x.x
BO (P400), H435-07 .
32-xxx-x0-BO (P400 x:friz Z""X
Plus), H435-07-32-A P
ppM: 12.x.x
xxx-x0-BO (P400 VESRED: 9.x.x
Plus), H435-07-02- O
xxx-x0-A2 (P400),
H435-07-02-xxx-x0-
B1 (P400), H435-07/
32-xxx-x0-A2 (P400
Plus), H4365-07-32-
xxx-x0-B1 (P400

Vault: 2.x.x,
3.X.X, 4.X.X
AppM: 7.x.X,
8.X.X, 9.X.X
VFSRED: 5.x.x

PNC-2021-
044

A N/A

Vault: 2.x.x,
3.X.X, 4.X.X
AppM: 7.x.X,
8.X.X, 9.X.X
VFSRED: 5.x.x

PNC-2022-
002

A N/A
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* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 - SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
. . PCIPTS Approval Device model: Software version . L Terminal to .
Terminal vendor Manufanurer Ter;nl:al Hardware version: :oftvv‘areAverls}or:.forA Approval Version: Hardware version: HOZT ;r RCSlEsdioge for Debit/Credit ::CI BB HHEESEEETER i EZEE ;Iatlld-atlon host Z::r:natl tol PNC Case ID
Names modet: ScUoplceTion: Number(s): [Expiry dates  |Software version for e Application: ates protocol roteo
see * above] |Security Application:
QT650253, Nets Norway AS, Norway Paypoint
8 Atos YOMANI 90700x00xx Rev:  [QT650240, Verifone Sweden AB, . 5 PNC-2015-
Verifone Norway AS Worldline | XR/ML Ax QTyy0500.xxxXXX 4-30092 3.x Sweden paypoint 5.08.09 | 14-08.00482.008 ECR 2015/08/13 |SDI 3.0 ;(1)2 Sofie 156
XXX Sales Connector Host .
QT650253, Nets Norway AS, Norway
q Atos YOMANI 90700x00xx Rev: |QT650240, Verifone Sweden AB, q PNC-2015-
Verifone Norway AS Worldline | XR/ML Ax QTyy0500.xxxxx 4-30092 3.x Sumtn paypoint 5.08.09 | 14-08.00482.008 Stand-alone 2015/08/13 |SDI 3.0 n/a 156
XXX Sales Connector Host
QT650253, Nets Norway AS, Norway Py
q Atos YOMANI 90700x00xx Rev: |QT650240, Verifone Sweden AB, q . PNC-2015-
Verifone Norway AS Worldline | XR/ML Ax QTyy0500.xxxxx 4-30092 3.x Sweden paypoint 5.10.04 | 14-08.00482.007 ECR 2015/08/13 |SDI 3.0 ;(1)2 Sofie 165
XXX Sales Connector Host .
QT650253, Nets Norway AS, Norway
8 Atos YOMANI 90700x00xx Rev:  [QT650240, Verifone Sweden AB, . PNC-2015-
Verifone Norway AS Worldline | XR/ML Ax Qyy0500.xxxxx 4-30092 3.x Sweden paypoint 5.10.04 | 14-08.00482.007 Stand-alone 2015/08/13 |SDI 3.0 n/a 165
XXX Sales Connector Host
ICA SE EMV
POS -
OpeN/2
QT650253, ICA Banken (8583-87) 1.7
. Atos YOMANI 90700x00xx Rev: |QT650240, < Nets Norway . g SDI 3.2 Paypoint 1.33 PNC-2018-
Verifone Norway AS Worldline | XR/ML Ax QTyy0500.xxxxx 4-30092 3.x Vet (i paypoint 5.15.xx [17-11.00482.015 ECR 2018/01/05 (8583-87) Sofie 7.08 006
XXX (Sales Connector) Verifone
Sales
Connector
3.2 (8583-87)
ICA SE EMV
POS -
OpeN/2
QT650253, ICA Banken (8583-87) 1.7
. Atos YOMANI 90700x00xx Rev: |QT650240, < Nets Norway . g L SDI 3.2 Paypoint 1.33 PNC-2018-
Verifone Norway AS Worldline | XR/ML Ax QTyy0500.xxxxx 4-30092 3.x Vet (i paypoint 5.15.xx [17-11.00482.015 Stand-alone 2018/01/05 (8583-87) Sofie 7.08 006
XXX (Sales Connector) Verifone
Sales
Connector
3.2 (8583-87)
1SO 8583
Stand-alone (1987)ICA
Swedish
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* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 - SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
. . PCIPTS Approval Device model: Software version . L Terminal to .
Terminal vendor Manufanurer Ter;nl:al Hardware version: :oftvv‘areAverls}or:.forA Approval Version: Hardware version: HOZT ;r RCSlEsdioge for Debit/Credit ::CI BB HHEESEEETER i EZEE ;Iatlld-atlon host Z::r:natl tol PNC Case ID
Names modet: ScUoplceTion: Number(s): [Expiry dates  |Software version for e Application: ates protocol roteo
see * above] |Security Application:
Verifone Norway AS = YOMANI|90700x00xx ReV:  |\yqo 24 43 4-30092 3 ICA Banken paypoint 5.16.xx | 17-11.00482.015.baa 2019/09/10 |[Emvpos  |Paypoint1.34 | PNC-2019-
Worldline | XR/ML Ax OpeN/2 089
ECR InterfaceSpe
cification
ICA SE EMV
POS -
OpeN/2
ICA Banken (8583-87) 1.7
. Atos P Nets Norway . g SDI 3.2 Paypoint 1.33 PNC-2018-
Verifone Norway AS Worldline YOXIMO 9068xxxxxx Rev Bx |Week 25.11 4-30094 3.x Vet (i paypoint 5.15.xx [17-11.00482.015.aaa |ECR 2018/06/11 (8583-87) Sofie 7.08 179
(Sales Connector) Verifone
Sales
Connector
3.2 (8583-87)
M260-x1X-XX-XXX-3,
M2O0 xS0, | T650253, Nets Norway AS, Norway
Verifone Norway AS VeriFone I\, 690 3B, M260-x5xxx- | 21000240, 4-30128 3x VeiiferD SrEsem A paypoint 5.14.00 | 16-08.00482.010 Stand-alone 2016/05/04 |SDI 3.0 nla NGV
Inc QTyy0500.xxxxx Sweden 097
Rl MHbEe [ Sales Connector Host
xx-xxx-3C, M260-
X5X-xx-Xxx-3C
M260-x1X-XX-XXX-3,
M2O0 xS0, | T650253, Nets Norway AS, Norway
Verifone Norway AS [ V21FO® |y/x690 3B, M260-x5x-xx- | 1000240, 430128 [3x e S Az paypoint 5.10.00 | 16-08.00482.010 Stand-alone 2016/05/04 |SDI 3.0 n/a PNC-2016-
Inc QTyy0500.xxxxx Sweden 122
o200 el e Sales Connector Host
XX-xxx-3B, M260-
X5X-xx-Xxx-3B
SDI 3.2
QT650253, (8583-87) |5 iy
Verifone Norway AS | Ve1IFO"® |50 M252 Biocxicoocs, | AT650240, 4-30052 (3 Verifone (Sales Connector). |paypoint 5.15.xx |17-11.00482.015 ECR 2018/01/05 |VE1MONe 133 Sofie PNC-2018-
Inc M252-7xx-xx-xxx-3 |QTyy0500.xxxxX Sales 001
Nets Norway (SDI) 7.08
XXX Connector
(8583-87)
SDI 3.2
QT650253, (8583-87)
o VeriFone M252-6xx-xx-xxx-3, | QT650240, o q Verifone PNC-2018-
Verifone Norway AS I Vx520 M252-7xxxxx0xx-3_ | QTyy0500.x00K 4-30052 3.x Verifone (Sales Connector). |paypoint 5.15.xx |17-11.00482.015 Stand-alone 2018/01/05 s n/a 001
Nets Norway (SDI)
XXX Connector
(8583-87)
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* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 -SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
. . PCIPTS Approval Device model: Software version . L Terminal to .
Terminal vendor Manufanurer Ter;nl:al Hardware version: :oftvv‘areAverls}or:.forA Approval Version: Hardware version: HOZT ;r RCSlEsdioge for Debit/Credit ::CI BB HHEESEEETER i EZEE ;Iatlld-atlon host Z::r:natl tol PNC Case ID
Names modet: ScUoplceTion: Number(s): [Expiry dates  |Software version for e Application: ates protocol roteo
see * above] |Security Application:
SDI 3.2
M268-778-14-EUF- |QT650253, (8583-87) Paypoint
o VeriFone 3, QT650240, o q Verifone o PNC-2018-
Verifone Norway AS I Vx680 M268-778-C4-EUF- |QTyy0500.xx0xxx 4-30053 3.x Verifone (Sales Connector). [paypoint 5.15.xx |17-11.00482.015 ECR 2018/01/05 s 1.33, Sofie 002
Nets Norway (SDI) 7.08
3 XXX Connector
(8583-87)
SDI 3.2
M268-778-14-EUF- |QT650253, (8583-87)
5 VeriFone 3, QT650240, . . Verifone PNC-2018-
Verifone Norway AS I Vx680 M268-778-C4-EUF- | QTyy0500.xxxxx 4-30053 3.x Verifone (Sales Connector). [paypoint 5.15.xx |17-11.00482.015 Stand-alone 2018/01/05 s n/a 002
Nets Norway (SDI)
3 XXX Connector
|(8583-87)
mggggixixg QT650253, Nets Norway AS, Norway A
Verifone Norway AS [ V21FO® |y/x690 M260-xTx-xcxx- | 000240, 430128 [3x e S A paypoint 5.10.04 | 14-08.00482.007 ECR 2015/05/17 |SDI 3.0 1.16, Sofie PNC-2015-
Inc QTyy0500.xxxxx Sweden 160
3B,M260-x5x-xx- 7.06
XXX Sales Connector Host
xxx-3B
280K xS | QaT650253, Nets Norway AS, Norway
Verifone Norway AS | VeMFO® 690 M260-xtxxxxonc- | O1090240, 430108 [ax Vi Sl Ak paypoint 5.10.04 |14-08.00482.007 Stand-alone 2015/05/17 [SDI30  [na PNC-2015-
Inc QTyy0500.XXXXX Sweden 160
3B,M260-x5x-Xx-
XXX Sales Connector Host
xxx-3B
M260-x1x-XX-XXX-3,
M260-x5X-Xx-xxx-3,
M260-X1X-XX-XXX~ SDI 3.2
3B, QT650253, (8583-87)
Verifone Norway AS [ VE11FO |yx690 ATt |G, 430128 [3x Verifone (Sales Connector). |paypoint 5.15.xx | 17-11.00482.015 ECR 2018/01/05 |V [paypoint 1.33 [ | PNC-2018-
Inc 3B, QTyy0500.XXXXX Sales 003
Nets Norway (SDI)
M260-X1X-XX-XXX~ | XXX Connector
3c, (8583-87)
M260-X5X-xX-XXX~
3C
M260-x1X-XX-XXX-3,
M260-x5X-Xx-xxx-3,
M260-X1X-XX-XXX~ SDI 3.2
3B, QT650253, (8583-87)
Verifone Norway AS VeriFone /690 NEEDsERerssre |G, 430128 |3x Verifone (Sales Connector). [paypoint 5.15.xx [17-11.00482.015 Stand-alone 2018/01/05 |Verifone n/a AN
Inc 3B, QTyy0500.xxxxx Sales 003
Nets Norway (SDI)
M260-X1X-XX-XXX~ | XXX Connector
3C, (8583-87)
M260-X5X-xX-XXX~
3C
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E2EE Validation Status - 20260108

* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 -SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
. . PCIPTS Approval Device model: Software version . L Terminal to .
Terminal vendor Manufanurer Ter;nl:al Hardware version: :oftvv‘areAverls'wr:.forA Approval Version: Hardware version: HOZT ;r RCSlEsdioge for Debit/Credit :CI BB HHEESEEETER i EZEE ;Iatlld-atlon host Zz;rr:natl tol PNC Case ID
Names modet: ScUoplceTion: Number(s): [Expiry dates  |Software version for e Application: ates protocol roteo
see * above] |Security Application:
QT650253, Nets Norway AS, Norway Paypoint
Verifone Norway AS | VeMFOM® g9 M2B2XXXXXXXX|QTEE0240, |y 40054 |3 Vi Sl Ak paypoint 5.08.09 | 14-08.00482.008 ECR 2015/08/13 [SDI 3.0 1.16, Sofie PNC-2015-
Inc 3 QTyy0500.XXXXX Sweden 7.06 151
XXX Sales Connector Host .
QT650253, Nets Norway AS, Norway
Verifone Norway AS [ VE11FO  |y/xg20 et (1650230, 440054 [3.x PEHETORTIL A paypoint 5.08.09 | 14-08.00482.008 Stand-alone 2015/08/13 |SDI 3.0 n/a ek
Inc 3 QTyy0500.XXXXX Sweden 151
XXX Sales Connector Host
QT650253, Nets Norway AS, Norway Paypoint
Verifone Norway AS [ VE11FO  |y/xg20 et (1650230, 440054 [3x PEHETORTIL A paypoint 5.10.04 | 14-08.00482.007 ECR 2015/08/13 [SDI 3.0 1.16, Sofie ek
Inc 3 QTyy0500.XXXXX Sweden 162
7.06
XXX Sales Connector Host
QT650253, Nets Norway AS, Norway
Verifone Norway AS [ VE11FO  |y/xg20 et (1650230, 440054 [3x PEHETORTIL A paypoint 5.10.04 | 14-08.00482.007 Stand-alone 2015/08/13 |SDI 3.0 n/a ek
Inc 3 QTyy0500.XXXXX Sweden 162
XXX Sales Connector Host
SDI 3.2
QT650253, (8583-87)
q VeriFone M282-XXX-XX-XXX-| QT650240, Verifone (Sales Connector) o Verifone . PNC-2018-
Verifone Norway AS e Vx820 3 Qyy0500.xxxxx 4-40054 3.x Nets Norway AB paypoint 5.15.xx [17-11.00482.015 ECR 2018/01/05 Sales Paypoint 1.33 004
XXX Connector
|(8583-87)
SDI 3.2
QT650253, (8583-87)
q VeriFone M282-XXX-XX-XXX-| QT650240, Verifone (Sales Connector) o Verifone PNC-2018-
Verifone Norway AS e Vx820 3 Qyy0500.xxxxx 4-40054 3.x Nets Norway AB paypoint 5.15.xx [17-11.00482.015 Stand-alone 2018/01/05 Sales n/a 004
XXX Connector
|(8583-87)
QT650253, Nets Norway AS, Norway Paypoint
Verifone Norway AS | Ve"FO®  |\/xg25 M283-70x-xxxxx-3 | 21090240, 410107 [3x verifone Sweden/AB, paypoint 5.10.04 | 14-08.00482.007 ECR 2015/08/13 |SDI 3.0 1.16, Sofie PNC-2015-
Inc QTyy0500.xxxxx Sweden 7.06 163
XXX Sales Connector Host .
QT650253, Nets Norway AS, Norway
Verifone Norway AS [ VE11FOe  |y/xg05 M283-70x-xx-x0xc3 21690240, 410107 [3x PEHETORTIL A paypoint 5.10.04 | 14-08.00482.007 Stand-alone 2015/08/13 |SDI 3.0 n/a ek
Inc QTyy0500.XXXXX Sweden 163
XXX Sales Connector Host
SDI 3.2
QT650253, (8583-87) Paypoint
Verifone Norway AS VeriFone 1,/ 820 NP SERO00 (OIEHIPE, 430053 |3 Verifone (Sales Connector). [paypoint 5.15.xx [17-11.00482.015 ECR 2018/01/05 |Verifone 1.33, Sofie AN
Inc 3 QTyy0500.XXXXX Sales 004
Nets Norway (SDI) 7.08
XXX Connector
(8583-87)
QT650253, Swedbank Card Services  |Verifone VX
q VeriFone M282-XXX-XX-XXX-| QT650240, AB iPOS Payment q PNC-2016-
Verifone Sweden AB e Vx820 3 Qyy0500.xxxxx 4-40054 3.x EVRY AB Core 16-08.00995.002 ECR 2016/11/11 |SPDH 3.1 iPOS 3.1 253
XXX Verifone Sweden AB 102.01
Banksys 90640100%x rev: 0, Nets Norway AS, Norway
Verifone Norway AS Atos Worldiine Y 20.16, 22.44 4-30051 2.x Verifone Sweden AB, Sweden  |paypoint 5.08.09  [14-08.00482.008 Stand-alone 2015/08/13  |SDI 3.0 n/a PNC-2015-153
XENTA 90640100xx rev: A
Sales Connector Host
Banksys 90640100%x rev: 0, Nets Norway AS, Norway
Verifone Norway AS Atos Worldiine Y 20.16, 22.44 4-30051 2.x Verifone Sweden AB, Sweden  |paypoint 5.08.09  [14-08.00482.008 Stand-alone 2015/08/13  |SDI 3.0 n/a PNC-2015-153
XENTA 90640100xx rev: A
Sales Connector Host
90670000xx Rev: 1 BEDNERTEA R Paypoint 1.16,
Verifone Norway AS Atos Worldiine | YOMANI e oo 22% 4-30046 2.x Verifone Sweden AB, Sweden  |paypoint 5.09.06  [14-08.00482.009 ECR 2015/08/13  |SDI 3.0 s:}:z e PNC-2015-158
; Sales Connector Host J
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E2EE Validation Status - 20260108

* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 -SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
q Manufacturer Terminal . Software version for PelPTS Apprloval Pt model:' HOST or HOSTs used for the Softwarle VErsIon ey ssc's PA-DSS Reference 3 E2EE Validation Terminal to Terminal to
Terminal vendor Hardware version: . o Approval Version: Hardware version: for Debit/Credit host PNC Case ID
name: model: Security Application: . . roduct L # date: ECR Protcol
Number(s): [Expiry dates |Software version for Application: protocol

see * above] |Security Application:

90670000xx Rev: 1, Nets Norway AS, Norway

Verifone Norway AS Atos Worldine | YOMANI : 2244 4-30046 2x Verifone Sweden AB, Sweden  [paypoint 5.09.06 | 14-08.00482.009 Stand-alone 2015008113 [sDI3.0 wa PNC-2015-158
90670000 Rev: A
Sales Connector Host
. Nets Norway AS, Norway .
Verifone Norway AS Atos Worldine | YOMANI 0670000Rev: 1,195 44 4-30046 2x Verifone Sweden AB, Sweden  [paypoint 5.08.09  |14-08.00482.008 ECR 201508113 [SDI3.0 Paypoint 1.16. [ | pc-2015-155
90670000 Rev: A Sofie 7.06
Sales Connector Host
90670000xx Rev: 1 Nets Norway AS, Norway
Verifone Norway AS Atos Worldine | YOMANI o l22a4e 4-30046 2x Verifone Sweden AB, Sweden  [paypoint 5.08.08 | 14-08.00482.008 Stand-alone 201508113 [SDI3.0 wa PNC-2015-15
90670000 Rev: A
Sales Connector Host
. Nets Norway AS, Norway .
Verifone Norway AS Atos Woridine | YOMANI 0670000Rev: 1,195 44 4-30046 2x Verifone Sweden AB, Sweden  [paypoint 5.10.04  |14-08.00482.007 ECR 201508113 [SDI3.0 Paypoint 1.16, [ | pc-2015-164
90670000 Rev: A Sofie 7.06
Sales Connector Host
90670000xx Rev: 1 Nets Norway AS, Norway
Verifone Norway AS Atos Worldine | YOMANI 1 l22a4e 4-30046 2x Verifone Sweden AB, Sweden  [paypoint 5.10.04 | 14-08.00482.007 Stand-alone 2015008113 [sDI 3.0 wa PNC-2015-164
90670000 Rev: A
Sales Connector Host
ICA SE EMV
POS - OpeN/2
ICA Banken (8583-87) 1.7
90670000xx Rev: 1, Nets Norway SDI 3.2 (8583- |Paypoint 1.33 y Y
Verifone Norway AS Atos Worldine | YOMANI oo Rev: 1 | Week 24.43 4-30046 2x e paypoint5.15xx  |17-11.00482.015 ECR 20180105 |G et PNC-2018-005
(Sales Connector) Verifone Sales
Connector 3.2
(8583-87)

Nets Norway AS, Norway Paypoint 1.16
Verifone Norway AS VeriFone Inc  [Vx680 M268-7xx-xx-EUF-2 QT820240 4-20146 2.x Verifone Sweden AB, Sweden paypoint 5.08.09 14-08.00482.008 ECR 2015/08/13  |SDI3.0 s gp 7 06. ’ PNC-2015-211
Sales Connector Host ofie 7.

Nets Norway AS, Norway
Verifone Norway AS VeriFone Inc  [Vx680 M268-7xx-xx-EUF-2 QT820240 4-20146 2.x Verifone Sweden AB, Sweden paypoint 5.08.09 14-08.00482.008 Stand-alone 2015/08/13  |SDI3.0 n/a PNC-2015-211
Sales Connector Host

Nets Norway AS, Norway Paypoint 1.16
Verifone Norway AS VeriFone Inc  [Vx680 M268-7xx-xx-EUF-2 QT820240 4-20146 2.x Verifone Sweden AB, Sweden paypoint 5.10.04 14-08.00482.007 ECR 2015/08/13  |SDI3.0 s gp 7.06 o PNC-2015-159
Sales Connector Host ofie 7.

Nets Norway AS, Norway
Verifone Norway AS VeriFone Inc  [Vx680 M268-7xx-xx-EUF-2 QT820240 4-20146 2.x Verifone Sweden AB, Sweden paypoint 5.10.04 14-08.00482.007 Stand-alone 2015/08/13  |SDI3.0 n/a PNC-2015-159
Sales Connector Host

Non SRED:
QT68x20T,
QT680006,
QT680010..19

QT6B0101..104
SRED: Nets Norway AS, Norway

Verifone Norway AS VeriFone Inc [Vx680 M268-7xxx0x3006xn2 420146 2x Verifone Sweden AB, Sweden  |paypoint 5.08.09 | 14-08.00482.008 ECR 2015/05/17  [SDI3.0 Revecnyiis PNC-2015-148
EUEEIIT, Sales Connector Host DTS

QT680102,
QT680103,
QT680104,
QT680109,
QT6G0109

Non SRED:
QT68x20T,
QT680006,
QT680010..19

QT6B0101..104
SRED: Nets Norway AS, Norway

Verifone Norway AS VeriFone Inc [Vx680 M268-7xxx0x3006xn2 420146 2x Verifone Sweden AB, Sweden  |paypoint 5.08.09 | 14-08.00482.008 Stand-alone 2015/05/17  [SDI3.0 Revecnyiis PNC-2015-148
EUEEIIT, Sales Connector Host DTS

QT680102,
QT680103,
QT680104,
QT680109,
QT6G0109
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E2EE Validation Status - 20260108

* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 - SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
q Manufacturer Terminal . Software version for PelPTS Apprloval Pt model:' HOST or HOSTs used for the Softwarle VErsIon ey ssc's PA-DSS Reference 3 E2EE Validation Terminal to Terminal to
Terminal vendor Hardware version: . o Approval Version: Hardware version: for Debit/Credit host PNC Case ID
name: model: Security Application: . . roduct L # date: ECR Protcol
Number(s): [Expiry dates |Software version for Application: protocol

see * above] |Security Application:

Nets Norway AS, Norway
Verifone Norway AS VeriFone Inc | Vx820 M282-X0X-XX-XXX-R-3 |QT820240 4-40053 2x Verifone Sweden AB, Sweden paypoint 5.08.09 14-08.00482.008 ECR 2015/08/13  |SDI 3.0
Sales Connector Host

Paypoint 1.16,

Sofie 7.06 PNC-2015-150

Nets Norway AS, Norway
Verifone Norway AS VeriFone Inc  [Vx820 M282-X0X-XX-XXX-R-3 |QT820240 4-40053 2.x Verifone Sweden AB, Sweden paypoint 5.08.09 14-08.00482.008 Stand-alone 2015/08/13  |SDI 3.0 n/a PNC-2015-150
Sales Connector Host

Nets Norway AS, Norway
Verifone Norway AS VeriFone Inc | Vx820 M282-X0X-XX-XXX-R-3 |QT820240 4-40053 2x Verifone Sweden AB, Sweden paypoint 5.10.04 14-08.00482.007 ECR 2015/08/13  |SDI 3.0
Sales Connector Host

Nets Norway AS, Norway
Verifone Norway AS VeriFone Inc | Vx820 M282-X0X-XX-XXX-R-3 |QT820240 4-40053 2x Verifone Sweden AB, Sweden paypoint 5.10.04 14-08.00482.007 Stand-alone 2015/08/13  |SDI 3.0
Sales Connector Host

Paypoint 1.16,

Sofie 7.06 PNC-2015-161

Paypoint 1.16,

Sofie 7.06 PNC-2015-161

1SO 8583
(1987)ICA
90670000xx Rev: 1 Swedish EMV

Verifone Norway AS Atos Worldline | YOMANI 90670000x Rev: A Week 24.43 4-30046 2x ICA Banken paypoint 5.16.xx 17-11.00482.015.baa ECR 2019/09/10 |POS

[Repei e PNC-2019-090

OpeN/2
ation
Swedbank Card Services AB Verifone VX iPOS
Verifone Sweden AB VeriFone Inc  (Vx820 M282-XXX-XX-XXX-3  |SRED: QT820245 |4-40053 2.x EVRY AB Payment Core 16-08.00995.002 ECR 2016/11/11  |SPDH 3.1 iPOS 3.1 PNC-2016-254
Verifone Sweden AB |102.01
West International AB XAC 8006 TOFXXXBB1XAX4X|QT650253, 4-10095 3.x Swedbank Card Services  |1.16 12-08.00778.001 ECR 2013/01/16 |SPDH 3.1 EPAS 1.0,
QT650253, Swedbank Card Services
5 XAC QT650240, AB EPAS 1.0, PNC-2014-
West International AB Automation |8906 TOFXXXBB1XAX4X QTyy0500.xxxxx 4-10095 3.x Payzone Nordic AB 1.18 13-08.00778.002 ECR 2013/12/17 |SPDH 3.1 iPOS 3.2 014
XXX EVRY Card Services AB
TOFXXXBB1XAX4X
;r(()(;é())(é(LEz?3CHX4 QT650253, Swedbank Card Services
West International AB XAC 1006 3C/OP/SRED) G, 4-10095 3.x At . 1.20 13-08.00778.003 ECR 2015/03/16 |SPDH 3.1 3PS L), ANCAT-
Automation QTyy0500.XXXXX Payzone Nordic AB iPOS 3.2 078
WAL EPTERSLLIS XXX EVRY Card Services AB
(xPED-8006L2-
3CR/
OP/SRED)
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E2EE Validation Status - 20260108

* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024
PTS Approval Version 5.x date: 30 April 2027
Approval Version 6.x date: 30 April 2032

PCI
PCI PTS

PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 -SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
. . PCIPTS Approval Device model: Software version . L Terminal to .
Terminal vendor Manufanurer Ter;nl:al Hardware version: :oftvv‘areAverls'wr:.forA Approval Version: Hardware version: HOZT ;r RCSlEsdioge for Debit/Credit :CI BB HHEESEEETER EZEE ;Iatlld-atlon host Zz;rr:natl tol PNC Case ID
Names modet: ScUoplceTion: Number(s): [Expiry dates  |Software version for e Application: ates protocol roteo
see * above] |Security Application:
TOFXXXBB1XAX4X
;l)(l;)g;(é(LEz?BCHX4 QT650253, Swedbank Card Services
West International AB e . |8006 3C/OP/SRED) es02t0 4-10095 3.x A2 q 1.20 13-08.00778.003 Stand-alone 2015/03/16 |SPDH 3.1 .EPAS i, ANV
Automation QTyy0500.xxxxx Payzone Nordic AB iPOS 3.2 078
LURGERERILLIS XXX EVRY Card Services AB
(xPED-8006L2-
3CR/
OP/SRED)
TOFXXXBB1XAX4X
JIOLXKREBSCLS QT650253, Swedbank Card Services
XAC KL QT650240 AB EPAS 1.0,
West International AB . |8006 3C/OP/SRED) ! 4-10095 3.x q 21 15-08.00778.004 Stand-alone 2016/04/12 |SPDH 3.1 . > PNC-2016-94
Automation QTyy0500.xxxxx Payzone Nordic AB iPOS 3.2
LURGERERILLIS XXX EVRY Card Services AB
(xPED-8006L2-
3CR/
OP/SRED)
TOFXXXBB1XAX4X
JIOLXKREBSCLS QT650253, Swedbank Card Services
XAC KL QT650240 AB EPAS 1.0,
West International AB . |8006 3C/OP/SRED) ! 4-10095 3.x q 21 15-08.00778.004 ECR 2016/04/12 |SPDH 3.1 . > PNC-2016-94
Automation QTyy0500.xxxxx Payzone Nordic AB iPOS 3.2
LURGERERILLIS XXX EVRY Card Services AB
(xPED-8006L2-
3CR/
OP/SRED)
TOFXXXBB1XAX4X
s West International AB
TOFXXXEB3CHX4 20010041 Swedbank Card Services
XAC KL SRED: &S PNC-2018-
West International AB e 8006 3C/OP/SRED) 20010'350 4-10095 3.x Payzone Nordic AB 1.22.** 15-08.00778.005 Stand-alone 2017/11/09 |SPDH 3.1 e
TOFXX4XX3XXX4X 2001A063 EVRY Card Services AB
(xPED-8006L2- Nets Sweden AB
3CR/ Nets Spectracard AB
OP/SRED)
TOFXXXBB1XAX4X
s West International AB
;l)(l;)g;(é(LEz?BCHX4 20010041 i\gedbank Card Services
West International AB iﬁgmation 8006 3C/OP/SRED) §§0E13:350 4-10095 3.x Payzone Nordic AB 1.22.%* 15-08.00778.005 ECR 2017/11/09 |SPDH 3.1 5:22831‘20' PN(i—XZ)?18-
TOFXX4XX3XXX4X 2001A063 EVRY Card Services AB :
(xPED-8006L2- Nets Sweden AB
3CR/ Nets Spectracard AB
OP/SRED)
QT650253, Swedbank Card Services
5 XAC TONXXXXB1CXX4 (QT650240, AB EPAS 1.0, PNC-2014-
West International AB ——— XATP-103 X Qyy0500.xxxxx 4-10134 3.x Payzone Nordic AB 1.18 13-08.00778.002.aaa  |ECR 2014/01/22 |SPDH 3.1 iPOS 3.2 021

XXX

EVRY Card Services AB

Page: 92 (108)




E2EE Validation Status - 20260108

* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024 PCI
PTS Approval Version 5.x date: 30 April 2027 PCI PTS
Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 -SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
. . PCIPTS Approval Device model: Software version . L Terminal to .
Terminal vendor Manufanurer Ter;nl:al Hardware version: :oftvv‘areAverls}or:.forA Approval Version: Hardware version: HOZT ;r RCSlEsdioge for Debit/Credit ::CI BB HHEESEEETER i EZEE ;Iatlld-atlon host Z::r:natl tol PNC Case ID
Names modet: ScUoplceTion: Number(s): [Expiry dates  |Software version for e Application: ates protocol roteo
see * above] |Security Application:
QT650253, Swedbank Card Services
5 XAC TONXXXXB1CXX4 |QT650240, AB EPAS 1.0, PNC-2015-
West International AB Automation XATP-103 X QTyy0500.xxxXXX 4-10134 3.x Payzone Nordic AB 1.20 13-08.00778.003 ECR 2015/03/16 |SPDH 3.1 iPOS 3.2 079
XXX EVRY Card Services AB
QT650253, Swedbank Card Services
5 XAC TONXXXXB1CXX4 |QT650240, AB EPAS 1.0, PNC-2014-
West International AB Automation XATP-103 X QTyy0500.xxxXXX 4-10134 3.x Payzone Nordic AB 1.18 13-08.00778.002.aaa  |Stand-alone 2014/01/22 |SPDH 3.1 iPOS 3.2 021
XXX EVRY Card Services AB
QT650253, Swedbank Card Services
5 XAC TONXXXXB1CXX4 |QT650240, AB EPAS 1.0, PNC-2015-
West International AB Automation XATP-103 X QTyy0500.xxxxx 4-10134 3.x Payzone Nordic AB 1.20 13-08.00778.003 Stand-alone 2015/03/16 |SPDH 3.1 iPOS 3.2 079
XXX EVRY Card Services AB
QT650253, Swedbank Card Services
5 XAC TONXXXXB1CXX4 |QT650240, AB oo
West International AB Automation XATP-103 X QTyy0500.xxxxx 4-10134 3.x Payzone Nordic AB iz, 15-08.00778.004 Stand-alone 2016/04/12 |SPDH 3.1 PNC-2016-95
XXX EVRY Card Services AB
QT650253, Swedbank Card Services
5 XAC TONXXXXB1CXX4 |QT650240, AB oo EPAS 1.0,
West International AB Automation XATP-103 X QTyy0500.xxxxx 4-10134 3.x Payzone Nordic AB iz, 15-08.00778.004 ECR 2016/04/12 |SPDH 3.1 iPOS 3.2 PNC-2016-95
XXX EVRY Card Services AB
West International AB
Swedbank Card Services
AB
West International AB e . |xATP-103 JIONECCCB IS 2001A062 4-10134 3.x Payzone Nordic AB 1.22.%* 15-08.00778.005 Stand-alone 2017/11/09 |SPDH 3.1 ANV
Automation X . XXX
EVRY Card Services AB
Nets Sweden AB
Nets Spectracard AB
West International AB
Swedbank Card Services
AB
West International AB e . |xATP-103 JIONECCCB IS 2001A062 4-10134 3.x Payzone Nordic AB 1.22.%* 15-08.00778.005 ECR 2017/11/09 |SPDH 3.1 .EPAS i, ANV
Automation X . iPOS 3.2 XXX
EVRY Card Services AB
Nets Sweden AB
Nets Soectracard AB
QT650253, Swedbank Card Services
5 XAC TOMXXXXB1LXX4 |QT650240, AB EPAS 1.0, PNC-2014-
West International AB Automation XATP-103P X QTyy0500.xxxxx 4-10140 3.x Payzone Nordic AB 1.18 13-08.00778.002.aaa |ECR 2014/01/22 |SPDH 3.1 iPOS 3.2 020
XXX EVRY Card Services AB
QT650253, Swedbank Card Services
. XAC TOMXXXXB1LXX4 |QT650240, AB EPAS 1.0, PNC-2015-
West International AB ——— XATP-103P X QTyy0500.xxxxx 4-10140 3.x Payzone Nordic AB 1.20 13-08.00778.003 ECR 2015/03/16 |SPDH 3.1 iPOS 3.2 080
XXX EVRY Card Services AB
QT650253, Swedbank Card Services
5 XAC TOMXXXXB1LXX4 |QT650240, AB PNC-2014-
West International AB Automation XATP-103P X QTyy0500.xxxXXX 4-10140 3.x Payzone Nordic AB 1.18 13-08.00778.002.aaa  |Stand-alone 2014/01/22 |SPDH 3.1 020
XXX FVRY Card Services AR
QT650253, Swedbank Card Services
5 XAC TOMXXXXB1LXX4 |QT650240, AB EPAS 1.0, PNC-2015-
West International AB Automation XATP-103P X QTyy0500.xxxxx 4-10140 3.x Payzone Nordic AB 1.20 13-08.00778.003 Stand-alone 2015/03/16 |SPDH 3.1 iPOS 3.2 080
XXX EVRY Card Services AB
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E2EE Validation Status - 20260108

* INFO BOX
Expiration date for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021

PCI PTS Approval version 4.x date: 30 April 2024
PTS Approval Version 5.x date: 30 April 2027

Approval Version 6.x date: 30 April 2032

PCI
PCIPTS

PCI PTS Approval version 2.x: RECOMMEND DEVICE REPLACEMENT - December 31, 2020

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

E2EE Validation Status - POI

Terminal vendor

West International AB

XAC
Automation

XATP-103P

2 - Point of Encryption POI

TOMXXXXB1LXX4
X

QT650253,
QT650240,
QTyy0500.xxXXX
XXX

4-10140

4-SAM-card

5 - Decryption HOST

Swedbank Card Services

Payzone Nordic AB
|EVRY Card Services AB

West International AB

XAC
Automation

XATP-103P

TOMXXXXB1LXX4
X

QT650253,
QT650240,
QTyy0500.xxxXX
XXX

4-10140

3.x

Debit/Credit Application Information

21

15-08.00778.004

Product Information E2EE Reference

Stand-alone

2016/04/12

Protocol information

SPDH 3.1

Case ID

PNC-2016-
096

Swedbank Card Services
AB

Payzone Nordic AB
|EVRY Card Services AB

West International AB

XAC
Automation

XATP-103P

TOMXXXXB1LXX4
X

20010850

4-10140

21

15-08.00778.004

ECR

2016/04/12

SPDH 3.1

EPAS 1.0,
iPOS 3.2

PNC-2016-
096

West International AB
Swedbank Card Services
AB

Payzone Nordic AB
EVRY Card Services AB
Nets Sweden AB

Nets Spectracard AB

West International AB

XAC
Automation

XATP-103P

TOMXXXXB1LXX4
X

20010850

4-10140

1.22%>

15-08.00778.005

Stand-alone

2017/11/09

SPDH 3.1

PNC-2018-
XXX

West International AB
Swedbank Card Services
AB

Payzone Nordic AB
EVRY Card Services AB
Nets Sweden AB

Nets Spectracard AB

1.22.**

15-08.00778.005

ECR

2017/11/09

SPDH 3.1

EPAS 1.0,
iPOS 3.2

PNC-2018-
XXX
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Terminal vendor

Nets Denmark Merchant
Solutions A/S

Nets Finland Oy

Nets Finland Oy

Nets Finland Oy

Nets Finland Oy

Nets Finland Oy

Nets Finland Oy

Nets Finland Oy
Nets Finland Oy
Nets Norway AS
Nets Norway AS
Nets Norway AS
Nets Norway AS
Nets Norway AS
Nets Norway AS
Nets Norway AS

Nets Norway AS

* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032
DEVICE MUST BE RETIRED BY Decem!

Hardware version:

Cryptera A/S  Flexi 00¢4100-42xx

EFT930X-000x0101,
EFT930B-x0::0201.
EFT930X-000x0101,
EFT930B-x0::0201.
EFT930x-xxxx0101,
EFT930B-xxxx0201,
EFT930x-xxxx1101,
EFT930x-xxxx2101,
EFT930X-XXXX3101,
EFT930x-xxxx0102,
EFT930x-xxxx1102,
EFT930x-xxxx2102,
EFT930x-xxxx3102,
EFT930x-xxxx0103
EFT930x-xxxx0101,
EFT930B-xxxx0201,
EFT930x-xxxx1101,
EFT930x-xxxx2101,
EFT930X-XXXX3101,
EFT930x-xxxx0102,
EFT930x-xxxx1102,
EFT930x-xxxx2102,
EFT930x-xxxx3102,
EFT930x-xxxx0103
EFT930x-xxxx0101,
EFT930B-xxxx0201,
EFT930x-xxxx1101,
EFT930x-xxxx2101,
EFT930X-XXXX3101,
EFT930x-xxxx0102,
EFT930x-xxxx1102,
EFT930x-xxxx2102,
EFT930x-xxxx3102,
EFT930x-xxxx0103
EFT930x-xxxx0101,
EFT930B-xxxx0201,
EFT930x-xxxx1101,
EFT930x-xxxx2101,
EFT930X-XXXX3101,
EFT930x-xxxx0102,
EFT930x-xxxx1102,
EFT930x-xxxx2102,
EFT930x-xxxx3102,
EFT930x-xxxx0103

ML30-x00x-0101

414-0428

Ingenico EFT930 V03.xx

Ingenico EFT930 V03.xx

Ingenico EFT930 820065V01.03

Ingenico EFT930 820065V01.03

Ingenico EFT930 820065V01.03

Ingenico EFT930 820065V01.03

Ingenico 820065V01.03

Ingenico ML30-x0-0101 V03.xx

Ingenico i5100MH12 SSA 02.AF

Ingenico i5100MH12 SSA 02.AF

Ingenico i5100MH12 SSA 02.AF

Ingenico i5100MH12 SSA 02.AF

Ingenico i5100MH12 SSA 04.3x

Ingenico i5100MH12 SSA 04.3x

Ingenico i6400MH10 SSA 02.AF

Ingenico i6400MH10 SSA 02.AF

4-20101

4-20012

4-20012

4-20012

4-20012

4-20012

4-20012

4-20035

4-20035

4-20033

4-20033

4-20033

4-20033

4-20033

4-20033

4-20043

4-20043

[Expiry dates
see * above]

E2EE Validation Status - 20260108

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Manufacturer name:
Device model:
Hardware version:
Software version for
Security Application:

HOST or HOSTs used for the
product

PayEx Solutions AS

Nets Norway AS

Nets Norway AS
PavEx Solutions AS

Nets Norway AS

Nets Norway AS

Nets Norway AS

Nets Norway AS

Nets Norway AS

Nets Norway AS
PavEx Solutions AS

Nets Norway AS
Nets Norway AS
Nets Norway AS
Nets Norway AS
Nets Norway AS
Nets Norway AS
Nets Norway AS

Nets Norway AS
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E2E-414-0598
3.0-3.5

3.0-3.5

4.0.0 (SDI Nordics) ~ 12-08.00576.004

4.0.0 (SDI Nordics) ~ 12-08.00576.004

4.1.0 (SDI Nordics) 12-08.00576.004.aaa

4.1.0 (SDI Nordics) 12-08.00576.004.aaa

4.0.0 (SDI Nordics) 12-08.00576.004
3.0-3.5
7.7 12-08.00424.004

7.7 12-08.00424.004

12-08.00424.004.aaa
(Vikina)
12-08.00424.004.aaa
(Vikina)

11-08.00424.001

8 (Viking)

8 (Viking)

11-08.00424.001

12-08.00424.004

12-08.00424.004.aaa

8 (Viking) (Viking)

Stand-alone

Stand-alone

Stand-alone

Stand-alone

ECR

Stand-alone

ECR

Stand-alone

E2EE Validation
date:

2011/05/09
2010/10/06

2010/10/06

2013/01/18

2013/01/18

2013/11/14

2013/11/14

2013/01/18
2010/10/06
2012/08/29
2012/08/29
2013/05/06
2013/05/06
2010/07/08
2010/07/08
2012/08/29

2013/05/06

Terminal to
host
protocol

SDI 3.0

SDI3.0

SDI3.0

SDI2.8
BBSApacs40

BBSApacs40

BBSApacs40
8.21

BBSApacs40
BBS Apax40
8.21
BBS Apax40
8.21
BBSApacs40

BBSApacs40

Terminal to
ECR Protcol

SIL 3.4

EMV Payment
3.0-3.5

n/a

Manison-IAC-
protocol 1.0

Manison-IAC-
protocol 1.0

Manison-IAC-
protocol 1.0
EMV Payment
3.0-3.5

Baxi1.5

N/A

PNC Case ID

PNC-2013-112

PNC-2013-112




* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032
DEVICE MUST BE RETIRED BY Decem!

E2EE Validation Status - 20260108

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor Hardware version:

Nets Norway AS Ingenico i6400MH10 SSA 02.AF

Nets Norway AS Ingenico i6400MH10 SSA 04.3x

Nets Norway AS Ingenico i7910MH12 SSA 02.AF

Nets Norway AS Ingenico i7910MH12 SSA 02.AF

Nets Denmark A/S Ingenico 820365 V02.19

M267-XXX-XX-XXX

Nets Denmark A/S Ingenico M256-300¢-3x-XXX 820365 V02.19

Nets Norway AS Ingenico i7910MH12 SSA 02.AF

Nets Norway AS Ingenico i7910MH12 SSA 04.3x

i7910MH12 SSA 04.3x

Non-SRED:
QA0010A0,
QA0010A1,
QA0011A0,
QA0011A1,
QJ0011A0,
QJO011A3,
QJ0011A4,
QA0011A2,
QA0011A3,
QA0011A4,
QA0012A0,
QA0012A1,
QA0012A2,
QA0020A0,
QA0020A1,
QJO011A5,
QJ0012A0,
QA0014A1,
QA0022A1

Non-SRED: QC0006A3,
QCO006A4, QCO006AS,
QCO006A6, QCO006A7,
‘QCO006A8, QCO008A1,
‘QCO008A3, QCO008A4,
‘QCO008AS, QCO009A0,
QC0009A1, QCO009A2,
QCO009A3, QCO011A0,
QC0011A1, QCO011A2,
QC0011A3, QCO011A4,
QC0020A0, QCO011AS,
QC0011A6

Nets Norway AS Ingenico

N DormandiieE VeriFone Inc  Vx510 M251-500¢-3x300¢
Solutions A/S

Point International A/S VeriFone Inc V570

IM257-XXX-XX-XXX

4-20043

4-20043

4-20038

4-20038

4-20196

4-20181

4-20038

4-20038

4-20038

4-10004

[Expiry dates
see * above]

Manufacturer name:
Device model:
Hardware version:
Software version for
Security Application:

HOST or HOSTs used for the PCI SSC’s PA-DSS Reference . E2EE Validation | 1e"Minalto
Intended environment| host

i :
product A date: protocol

Terminal to
ECR Protcol

12-08.00424.004.aaa
(Vikina)

11-08.00424.001

Stand-alone 2013/05/06

BBSApacs40
8.21

Nets Norway AS 8 (Viking)
BBS Apax40
8.21

BBSApacs40

Nets Norway AS V7.0 2010/07/08

12-08.00424.004 2012/08/29

12-08.00424.004.aaa
(Vikina)

18-11.01222.001

Nets Norway AS 77

BBSApacs40
2013/05/06 8.21

Nets Norway AS 8 (Viking)
BBSApacs40

Nets Branch Norway v3.0.x 2019/05/27

BBSApacs40

v3.0.x 18-11.01222.001 2019/05/27

12-08.00424.004.aaa
(Vikina)

Nets Branch Norway

Nets Norway AS Stand-alone 2013/05/06

o BBSApacs40
8 (Viking) 8.21

Nets Norway AS V7.0 11-08.00424.001 ECR 2010/07/08 ggf Apax40

BBS Apax40

Stand-alone 8.21

Nets Norway AS 11-08.00424.001 2010/07/08

Point VxPC ver.
F01.01

Point Transaction Systems AB,

Sweden 2014/02/21  SPDH 3.1 LPP 3.x

13-08.00859.001

Point VxPC ver.
F01.01

Point Transaction Systems AB,
Sweden

13-08.00859.001 2014/02/21 SPDH 3.1 LPP 3.x
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PNC Case ID

PNC-2019-045

PNC-2019-046

PNC-2014-057

PNC-2014-060




E2EE Validation Status - 20260108

* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032
DEVICE MUST BE RETIRED BY Decem!

Terminal vendor

Point International A/S

Point International A/S

Point International A/S

Hardware version:

VeriFone Inc  Vx610

M256-xxx-3X-XXX

VeriFone Inc  Vx670

M267-XXx X030
M252-6xx-xx-x0n-2, M252-
Txxxx-xxn-2, (online only)
M252-Lxx-xx-xxn-2, (SP
version) M252-8xx-xx-xxn-
2

VeriFone Inc  Vx520

Non-SRED:
QBO0111A0,
QBO111A1,
QBO111A2
Non-SRED: QD0007A1,
QDO007A2,
QDO0007A3,
QDO008A1,
QDO0008A2,
QDO008A3,
QD0008A4,
QDO008AS,
QDO009AQ,
QDO009A1,
QD0009A2, QDO009A3
QDO011A0,
QDO0011A1,
QD0012A0,
QDO0012A1,
QD0012A2,
QD0012A3,
QD0012A4,
QDO0012AS,
QDO012A6,
QDO0012A7,
QDO014A1,
QD0022A1,QD0012A8,
QD0020A0

Non-SRED:

QT52E20M,

QT520006, QT52000D,
QT520007, QT520008,

QT520009, QT520011,

QT520012, QT5G0013,
QT520014, QT520015,

QT520016, QT5G0016,
QT5G0017, QT520017,
, SRED:

QT520101, QT520102,

QT520103, QT520104,

QT5G0101, QT5G0102,
QT5G0103, QT5G0104,
QT5G0105, QT5G0106,
QT520105, QT520106,
QT520107, QT520108,
QT5G0109, QT520109,
QT520110, QT5G0110,
QT520111, QT5G0111,
QT520112, QT520120,
QT520121, QT5G0120,
QT5G0121, QT520240,
QT5G0240, QT5H0240,
QT520340, QT5G0340,
QT5H0340, QT520301

4-30015

4-40005

4-30050

[Expiry dates
see * above]

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Manufacturer name:
Device model:
Hardware version:
Software version for
Security Application:

HOST or HOSTs used for the
product

Point VxPC ver.
F01.01

Point Transaction Systems AB,
Sweden

Point VxPC ver.
F01.01

Point Transaction Systems AB,
Sweden

Point VxPC ver.
F01.01

Point Transaction Systems AB,
Sweden
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PCI SSC's PA-DSS Reference

13-08.00859.001

13-08.00859.001

13-08.00859.001

Intended environment|

E2EE Validation
date:

2014/02/21

2014/02/21

2014/02/21

Terminal to
host
protocol

SPDH 3.1

SPDH 3.1

SPDH 3.1

Terminal to
ECR Protcol

LPP 3.x

LPP 3.x

LPP 3.x

PNC Case ID

PNC-2014-061

PNC-2014-063

PNC-2014-059




* INFO BOX

EXPIRATION DATE for NEW INSTALLATIONS:

PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032

PCI PTS Approval version 1.x: DEVICE MUST BE RETIRED BY December 31, 2017

E2EE Validation Status - 20260108

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 - SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information  E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
» y PCIPTS Approval Device model: Software version o Terminal to .
. Manufacturer Terminal . Software version for " . HOST or HOSTs used for the . ” PCI S5C's PA-DSS Reference E2EE Validation Terminal to
Terminal vendor Hardware version: Approval Version: Hardware version: for Debit/Credit host PNC Case ID

Point International A/S

Point Transaction Systems A/S

Point Transaction Systems A/S

Point Transaction Systems A/S

Point Transaction Systems A/S

Point Transaction Systems A/S

Point Transaction Systems A/S

Point Transaction Systems A/S

Point Transaction Systems A/S

Point Transaction Systems A/S

Point Transaction Systems A/S

Point Transaction Systems A/S

Point Transaction Systems A/'S

VeriFone Inc

Atos Worldline

Atos Worldline

Atos Worldline

Atos Worldline

Atos Worldline

Atos Worldline

Atos Worldline

Atos Worldline

Atos Worldline

Atos Worldline

Atos Worldline

Atos Worldline
S

Vx810

Xenta

Xenta

Xenta

Xentissimo

Xentissimo

Yomani
Yomani

Banksys
Xentissimo

Banksys
Xentissimo

Banksys
Xentissimo

Banksys
Xentissimo

Banksys
XENTA

M28L-XXX-XX-XXX

90640000xx,
90640000xxREV_L

90640000xx,
90640000xxREV L
90640000xx,
90640000xxREV L
9066000XXrevA,
90660000XXrevF,
90660000XXrevG
9066000XXrevA,
90660000XXrevF,
90660000XXrevG

90670000XX rev. A

90670000XX rev. A

9066000XX rev A,
90660000XX rev F,
90660000XX rev G
9066000XX rev A,
90660000XX rev F,
90660000XX rev G
9066000XX rev A,
90660000XX rev F,
90660000XX rev G
9066000XX rev A,
90660000XX rev F,
90660000XX rev G

90640000xx

Security Application:

Non-SRED: QGO009AO,
QGO009A2,
QGO009A3,
QGO009A4,
QGO011A0,
QGO011A1,
QG0012A0,
QGO012A1,
QG0012A2,
QGO012A3,
QG0012A4,
QGO012A6,
QGO020A0,
QG0014A1, QG0022A1

23.04.16

MP120.16

MP120.16

MP120.16

MP120.16

MP120.34
MP120.34

MP121.30.10
(SecureCom)

MP121.30.10
(SecureCom)

MP121.30.10
(SecureCom)

MP121.30.10
(SecureCom)

PCI1.00.02.10x

Number(s):

4-30019

4-300001

4-30001

4-30001

4-30007

4-30001

[Expiry dates
see * above]

version for

Security Application:

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M9

Software version for
Security Application:
7.10.09

product

Point Transaction Systems AB,
Sweden

Swedbank Card Services AB
EVRY Card Services AB
Point Transaction Services AB
Nets Norway AS

Point Transaction Services AB
Nets Norway AS

Point Transaction Services AB

Nets Norway AS
Point Transaction Services AB
Nets Norway AS
Point Transaction Services AB

Nets Norway AS
Point Transaction Services AB
Nets Norway AS
Point Transaction Services AB

Nets Norway AS
Point Transaction Services AB

Nets Norway AS
Point Transaction Services AB

Nets Norway AS
Point Transaction Services AB

Nets Norway AS
Point Transaction Services AB

Nets Denmark A/S
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Application:

Point VxPC ver.
F01.01

A05.02 (BKX)

Paypoint 5.0.10

Paypoint 5.0.10

Paypoint 5.0.10

Paypoint 5.0.10

Paypoint 5.0.10

Paypoint 5.0.10

5.02.01 (paypoint)

5.02.01 (paypoint)

4.8.x (Viking)

4.8.x (Viking)

7.10.10 (Nets
PSAM)

3.4.02 (Banksys
XENTA/DK-8111)

#

13-08.00859.001

11-08.00208.009.aaa

11-08.00482.001

11-08.00482.001

11-08.00482.001

11-08.00482.001

11-08.00482.001

11-08.00482.001

12-01.00482.005 (paypoint)

12-01.00482.005 (paypoint)

15-08.00424.007 faa

15-08.00424.007 faa

12-02.00641.001.aaa (Nets
PSAM)

12-08.00117.005 (Banksys
PENT)

ECR

ECR

Stand-alone

ECR

Stand-alone

ECR

Stand-alone

ECR

Stand-alone

ECR

Stand-alone

Stand-alone

date:

2014/02/21

2013-08-29

2011-08-18

2011-08-

2011-08-18

2011-08-

2011-08-18

2011-08-

2013/05/27

2013/05/27

2016/10/24

2013/05/27

2012/09/03

ECR Protcol
protocol

SPDH 3.1 LPP 3.x

SPDH 3.1 LPP 4.2

i Sofie 7.06

lig n/a

SRz Sofie 7.06

lig n/a

i Sofie 7.06

Bl n/a

SR Sofie 7.06

SDI 2.7 n/a
SDI2.7

Sofie 7.06

g n/a

OTRS 1.0

Paypoint 1.13,

Paypoint 1.13,

Paypoint 1.13,

Paypoint 1.13,

Paypoint 1.13,

PNC-2014-067

PNC-2013-031

PNC-2016-232

PNC-2016-232




E2EE Validation Status - 20260108

* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 1.x: DEVICE MUST BE RETIRED BY December 31, 2017

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4 - SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information  E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
» y PCIPTS Approval Device model: Software version o Terminal to .
. Manufacturer Terminal . Software version for " . HOST or HOSTs used for the . ” PCI S5C's PA-DSS Reference E2EE Validation Terminal to
Terminal vendor Hardware version: Approval Version: Hardware version: for Debit/Credit host PNC Case ID

Point Transaction Systems A/S

Point Transaction Systems A/S

Point Transaction Systems A/S  Ingenico

Point Transaction Systems A/S VeriFone Inc

Point Transaction Systems A/S VeriFone Inc

Point Transaction Systems A/S VeriFone Inc

Atos Worldline Banksys
SA Xentissimo

Atos Worldline Banksys
SA Xentissimo

8550

Vx670

Vx670

Vx670

Security Application:

9066000XX rev
A<BR>90660000XX rev. PCI.00.02.10x
F 90660000XX rev G

9066000XX rev
A<BR>90660000XX rev PCI.00.02.10x
F 90660000XX rev G

i8550MP10, i8550MH10 SSA 2.37

secRW.vso — 03-jun-
2010, secScript.vso
— 28-Apr-2009

IM267-3006-3X-300

$ecRW.vs0 — 03-jun-
2010, secScript.vso
— 28-Apr-2009

QDO0007A1,
QD0007A2,
QDO0007A3,
QDO008A1,
QD0008A2,
QDO0008A3,
QD0008A4,
QDO0008AS,
‘QD0009AO,
QDO009A1,
QD0009A2,
QD0009A3

QDO0011A0,
QDO0011A1,
QD0012A0,
QDO0012A1,
QDO0012A2,
QDO0012A3,
QDO0012A4,
QDO0012A5,
QD0012A8,
QD0012A7

M267-3006-3X-300

Number(s):

4-30007

4-30007

4-20031

4-40005

4-40005

[Expiry dates
see * above]

version for
Security Application:

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M9

Software version for
Security Application:
7.10.09

Manufacturer name:
Nets Denmark A/S
Device model: Nets
PSAM

Hardware version:
M9

Software version for
Security Application:
7.10.09

product

Nets Denmark A/S

Nets Denmark A/S

Nets Norway AS
Point Transaction Services AB

Nets Norway AS
Point Transaction Services AB

Nets Norway AS
Point Transaction Services AB

Nets Norway AS
Point Transaction Services AB
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Application:

7.10.10 (Nets
PSAM)

3.4.02 (Banksys
XENTA/DK-8111)

7.10.10 (Nets
PSAM)

3.4.02 (Banksys
XENTA/DK-8111)

Paypoint 5.0.4

Paypoint 5.0.11

Paypoint 5.0.11

.01 (paypoint)

#

12-02.00641.001.aaa (Nets
PSAM)

12-08.00117.005 (Banksys
XENTA)

12-02.00641.001.aaa (Nets
PSAM)

12-08.00117.005 (Banksys
XENTA)

11-08.00482.002

11-08.00482.003

11-08.00482.003

12-01.00482.005 (paypoint)

date:

2012/09/03

Stand-alone 2012/09/03

Stand-alone 2011-08-29

2011-09-12

Stand-alone 2011-09-12

2013-04-25

ECR Protcol
protocol

OTRS 1.0 TAPA 2.1

OTRS 1.0

n/a

Paypoint 1.13,
Sofie 7.06

Paypoint 1.13,

el Sofie 7.06




* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032
DEVICE MUST BE RETIRED BY Decem!

Terminal vendor Hardware version:

QDO0007A1,
QD0007A2,
QDO0007A3,
QDO008A1,
QD0008A2,
QDO0008A3,
QD0008A4,
QDO0008AS,
‘QD0009AO,
QDO009A1,
QD0009A2,
QD0009A3
QDO0011A0,
QDO0011A1,
QD0012A0,
QDO0012A1,
QDO0012A2,
QDO0012A3,
QD0012A4,
QDO0012A5,
QD0012A8,
QDO0012A7
$ecRW.vs0 — 03-jun-
2010, secScript.vso

Point Transaction Systems A/S VeriFone Inc  Vx670

Point Transaction Systems A/S VeriFone Inc  Vx810 IM281-300¢ XXX
$ecRW.vs0 — 03-jun-
2010, secScript.vso
— 28-Apr-2009

QGO009A0,
QGO009A2,
QGO009A3,
QGO009A4,
QG0011A0,
QGO011A1,
QG0012A0,
QGO0012A1,
QG0012A2,
QG0012A3,
QG0012A4,
QG0012A6,
QG0020A0
QGO0009A0,
QGO0009A2,
QGO0009A3,
QG0009A4,
QG0011A0,
QGO0011A1,
QG0012A0,
QGO0012A1,
QG0012A2,
QGO0012A3,
QG0012A4,
QG0012A6,
QG0020A0

Point Transaction Systems A/S VeriFone Inc  Vx810 IM281-300¢ XXX

Point Transaction Systems A/S VeriFone Inc  Vx810

Point Transaction Systems A/S VeriFone Inc  Vx810

Banksys

XENTA PCI.00.02.10x

Point Transaction Systems A/S 90640000xx

E2EE Validation Status - 20260108

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Manufacturer name:
Device model:
Hardware version:
Software version for
Security Application:

HOST or HOSTs used for the
[Expiry dates el
see * above]

Nets Norway AS

Rat00CS Point Transaction Services AB

5.02.01 (paypoint)

Nets Norway AS

4-30019 Point Transaction Services AB

Paypoint 5.0.11

Nets Norway AS

4-30019 Point Transaction Services AB

Paypoint 5.0.11

Nets Norway AS

Point Transaction Services A 0201 (Paypoint)

Nets Norway AS

4-30019 Point Transaction Services AB

5.02.01 (paypoint)

Manufacturer name:

Nets Denmark A/S

Device model: Nets

PSAM

Hardware version: Nets Denmark A/S
M9 3.4.02 (Banksys
Software version for XENTA/DK-8111)
Security Application:

7.10.09

7.10.10 (Nets
PSAM)
4-30001
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PCI SSC's PA-DSS Reference

n Intended environment|

12-01.00482.005 (paypoint) ~ Stand-alone

11-08.00482.003 ECR

11-08.00482.003 Stand-alone

12-01.00482.005 (paypoint) ECR

12-01.00482.005 (paypoint) ~ Stand-alone

12-02.00641.001.aaa (Nets
PSAM)

ECR
12-08.00117.005 (Banksys
XENTA)

E2EE Validation

date:

2013-04-25

2011-09-12

2011-09-12

2013-04-25

2013-04-25

2012/09/03

Terminal to

host
protocol

OTRS 1.0

Terminal to
ECR Protcol

Paypoint 1.13,
Sofie 7.06

n/a

Paypoint 1.13,
Sofie 7.06

TAPA 2.1

PNC Case ID




E2EE Validation Status - 20260108

* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 1.x: DEVICE MUST BE RETIRED BY December 31, 2017

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4-SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID
PCIPTS Manufacturer name:
PCI | Devi : i Terminal
Manufacturer Terminal Software version for CIPTS Approva evice mode! HOST or HOSTs used for the [T PCI SSC's PA-DSS Reference E2EE Validation erminalto Terminal to

Terminal vendor Hardware version:

for Debi i h
name: model: Security Application: or Debit/Credit ost

Approval Version: Hardware version: i
: roduct - # date: ECR Protcol
Number(s): [Expiry dates version for P Application: protocol

see * above] |Security Application:

PNC Case ID

Swedbank Card Services AB
90640000xx 00.14.32 4-30001 E EVRY Card Services AB 2010/12/13  SPDH 3.1
Point Transaction Services AB
Swedbank Card Services AB
90640000xx 00.14.32 4-30001 E EVRY Card Services AB P320-20.03.01 Stand-alone 2010/11/25  SPDH 3.1
Point Transaction Services AB
Swedbank Card Services AB
90640000xx 00.14.32 4-30001 E EVRY Card Services AB 11-08.00208.005 2011/07/14  SPDH 3.1 LPP 3.12
Point Transaction Services AB
Swedbank Card Services AB
90640000xx 00.14.32 4-30001 E EVRY Card Services AB 11-08.00208.007 2011/07/14  SPDH 3.1 LPP 3.12
Point Transaction Services AB
Swedbank Card Services AB
90640000xx 19.36.14 4-30001 E EVRY Card Services AB 2010/06/30  SPDH 3.1
Point Transaction Services AB
Swedbank Card Services AB
90640000xx 19.36.14 4-30001 E EVRY Card Services AB 11-08.00208.005 2011/07/14  SPDH 3.1 LPP 3.12
Point Transaction Services AB

Point Transaction Systems AB /S\(os Worldiine

Point Transaction Systems AB /S\(os Worldiine

Point Transaction Systems AB /S\(os Worldiine

Point Transaction Systems AB /S\(os Worldiine

Point Transaction Systems AB /S\(os Worldiine

Point Transaction Systems AB /S\(os Worldiine

secRW.vso — 03-jun-
Point Transaction Systems A/S VeriFone Inc  Vx670 M267-300¢-XX-XXX 2010, secScript.vso  4-40005
— 28-Apr-2009

QDO0007A1,
QDO0007A2,
QDO0007A3,
QDO0008A1,
QDO0008A2,
QDO0008A3,
QDO0008A4,
QDO0008AS5,
QDO0009AO,
QDO009A1,
QDO0009A2, Nets Norway AS
QDO0009A3 Point Transaction Services AB
QD0011A0,
QDO0011A1,
QD0012A0,
QDO0012A1,
QD0012A2,
QD0012A3,
QD0012A4,
QDO0012A5,
QD0012A6,
QDO0012A7

Nets Norway AS

Point Transaction Services AB 18-11.01222.002.baa Stand-alone

PNC-2020-021

Point Transaction Systems A/S VeriFone Inc  Vx670 IM267-30¢-XX-XXK

Paypoint 1.13,
5.02.01 (paypoint)  12-01.00482.005 (paypoint) ECR 2020/0312  SDI2.7 B e

DT Nets Norway AS Paypoint 1.13
Point Transaction Systems A/S VeriFone Inc  Vx670 M267-300¢-XX-XXX 2010, secScript.vso  4-40005 Y . 6.4.x 18-11.01222.002.baa 3/12  SDI2.7 VP! e
—28-Apr-2009 Point Transaction Services AB Sofie 7.06

PNC-2020-022
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E2EE Validation Status - 20260108

* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032
DEVICE MUST BE RETIRED BY Decem!

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Manufacturer name:
Device model: Terminal to

HOST or HOSTs used for the PCI SSC's PA-DSS Reference E2EE Validation Terminal to

Terminal vendor Hardware version: ) ion: Hardware version: i i Intended environment| host PNC Case ID
B . product - date: ECR Protcol
[Expiry dates  |Software version for 8 protocol

see * above] |Security Application:

QDO0007A1,
QD0007A2,
QDO0007A3,
QDO008A1,
QD0008A2,
QDO0008A3,
QD0008A4,
QDO0008AS,
‘QD0009AO,
QDO009A1,
QD0009A2, 4-40005 Nets Norway AS

QDO0009A3 Point Transaction Services AB
QDO0011A0,
QDO0011A1,
QD0012A0,
QDO0012A1,
QDO0012A2,
QDO0012A3,
QD0012A4,
QDO0012A5,
QD0012A8,
QDO0012A7
$ecRW.vs0 — 03-jun-
2010, secScript.vso

Point Transaction Systems A/S VeriFone Inc ~ Vx670 18-11.01222.002.baa Stand-alone 2020/03/12  n/a PNC-2020-023

MENITEyAS 18-11.01222.002.baa ECR 20200312 SDI2.7 Revecnyils

Point Transaction Systems A/S VeriFone Inc  Vx810 M281-506Xx-300 Point Transaction Services AB - Sofie 7.06

4-30019
SecRW.vso - 03-jun-

Point Transaction Systems A/S  VeriFone Inc ~ Vx810 M281-300xx-300¢ 2010, secScript.vso  4-30019
— 28-Apr-2009

QGO009A0,
QGO009A2,
QGO009A3,
QGO009A4,
QGO0011A0,
QGO011A1,
Point Transaction Systems A/S VeriFone Inc  Vx810 QGO0012A0,
QGO012A1,
QGO012A2,
QGO012A3,
QGO012A4,
QGO0012A8,
QG0020A0
QGO0009A0,
QGO0009A2,
QGO0009A3,
QG0009A4,
QG0011A0,
QGO0011A1,
Point Transaction Systems A/S VeriFone Inc  Vx810 QG0012A0, 4-30019
QGO0012A1,
QG0012A2,
QGO0012A3,
QG0012A4,
QG0012A6,
QG0020A0

90640000xx PCI1.00.02.10x 4-30001 p Nets Denmark A/S 2 18-11.01222.002.baa 2020/03/12  OTRS 1.0 TAPA 2.1 PNC-2020-025

Swedbank Card Services AB

Xenta 90640000xx 00.14.32 4-30001 E EVRY Card Services AB 4. 18-11.01222.002.baa 2020/03/12  SPDH 3.1 LPP 3.1
Point Transaction Services AB
Swedbank Card Services AB

Xenta 90640000xx 19.36.14 4-30001 E EVRY Card Services AB 11-08.00208.007 2011/07/14  SPDH 3.1 LPP 3.12
Point Transaction Services AB
Swedbank Card Services AB

Xenta 90640000xx 19.36.14 4-30001 E EVRY Card Services AB P320-20.03.01 Stand-alone 2010/06/30  SPDH 3.1
Point Transaction Services AB

Nets Norway AS

18-11.01222.002.baa Stand-alone 2020/03/12  SDI2.7 n/a PNC-2020-024
Point Transaction Services AB

Nets Norway AS Paypoint 1.13,
Point Transaction Services AB i R 01222002022 202005120 S012Y Sofie 7.06

Nets Norway AS

Point Transaction Services AB 18-11.01222.002.baa Stand-alone 2020/03/12

. . Banksys
Point Transaction Systems A/'S XENTA

Point Transaction Systems AB /S“:S Worldiine

Point Transaction Systems AB /S“:S Worldiine

Atos Worldline
SA

Point Transaction Systems AB
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* INFO BOX

EXPIRATION DATE for NEW INSTALLATIONS:

PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032
DEVICE MUST BE RETIRED BY Decem!

Terminal vendor

Point Transaction Systems AB

Point Transaction Systems AB

Point Transaction Systems AB

Point Transaction Systems AB

Point Transaction Systems AB

Point Transaction Systems AB

Point Transaction Systems AB

Point Transaction Systems AB

Point Transaction Systems AB

Point Transaction Systems AB

Point Transaction Systems A/'S

Point Transaction Systems A/S

VeriFone Inc  Artema Hybrid

VeriFone Inc  P2100

VeriFone Inc

VeriFone Inc

Atos Worldline
SA

Atos Worldline
SA

VeriFone Inc  Artema Hybrid

VeriFone Inc

VeriFone Inc

VeriFone Inc

VeriFone Inc

VeriFone Inc  Vx670

Hardware version:

P744-3032-30

040002, 040022

040002, 040022

HW#040002,
HW#040022

90640000xx

90640000xx

P744-3032-30

LAN51BA (single MSR
Head),

LAN51CA (dual MSR
head)

LAN51DA (single MSR
head and camera)
LAN51EA (dual MSR
head and camera)

040002, 040022

HW#040002,
HW#040022

M267-300¢-306-300

4-20017

FR004030 4-20050

FR004030

FR004040
(SecureCom)

19.36.14

19.36.14

FR004030

FR004030

FR004040

(SecureCom) 4-20050
secRW.vso — 03-jun-

2010, secScript.vso  4-40005
— 28-Apr-2009

QDO0007A1,
QDO0007A2,
QDO0007A3,
QDO0008A1,
QDO0008A2,
QDO0008A3,
QDO0008A4,
QDO0008AS5,
QDO0009AO,
QDO009A1,
QDO0009A2,
QDO0009A3
QD0011A0,
QDO0011A1,
QD0012A0,
QDO0012A1,
QD0012A2,
QDO0012A3,
QD0012A4,
QDO0012A5,
QD0012A6,
QDO0012A7

4-40005

[Expiry dates
see * above]

E2EE Validation Status - 20260108

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Manufacturer name:

Device model:
Hardware version:
Software version for
Security Application:

HOST or HOSTs used for the
product

Swedbank Card Services AB
EVRY Card Services AB
Point Transaction Services AB
Nets Sweden AB

Payzone Nordic AB
Swedbank Card Services AB
Nets Sweden AB

Payzone Nordic AB
Swedbank Card Services AB
EVRY Card Services AB
Swedbank Card Services AB
Evry Card Services AB

Point Transaction Systems AB
Swedbank Card Services AB
EVRY Card Services AB
Point Transaction Services AB
Swedbank Card Services AB
EVRY Card Services AB
Point Transaction Services AB
Swedbank Card Services AB
EVRY Card Services AB
Point Transaction Services AB

Nets Sweden AB
Payzone Nordic AB
Swedbank Card Services AB

Nets Sweden AB

Payzone Nordic AB
Swedbank Card Services AB
EVRY Card Services AB
Swedbank Card Services AB
Evry Card Services AB

Point Transaction Systems AB

Nets Norway AS
Point Transaction Services AB

Nets Norway AS
Point Transaction Services AB
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H03.01 (iPOS
payment core)

v3.4.0

6.5.x (Viking)

5.02.01 (paypoint)

11-08.00117.006

12-08.00208.013 (iPOS
payment core)

18-11.01222.001.caa

18-11.01222.001.caa

18-11.01222.001.caa

18-11.01222.001.caa

18-11.01222.001.caa

18-11.01222.001.caa

18-11.01222.002.caa

12-01.00482.005 (paypoint)

Intended environment|

Stand-alone

ECR

ECR

Stand-alone

Stand-alone

Stand-alone

E2EE Validation
date:

2010/11/25

2010/06/30

2011/12/03

2012/11/19

2020/03/27

2020/03/27

2020/03/27

2020/03/27

2020/03/27

2020/03/27

2020/06/04

2020/03/12

Terminal to
host
protocol

SPDH 3.1

SPDH 3.1

SPDH 3.1

SPDH 3.1

SPDH 3.1

SPDH 3.1

SPDH 3.1

SPDH 3.1

SPDH 3.1

SPDH 3.1

SDI2.7

Terminal to
ECR Protcol

IPOS 3.1

IPOS 3.2

iPOS 3.x

LPP 3.12

n/a

IPOS 3.1

IPOS 3.2

Paypoint 1.13,
Sofie 7.06

PNC Case ID

PNC-2020-041
PNC-2020-042

PNC-2020-043

PNC-2020-044

PNC-2020-045
PNC-2020-046

PNC-2020-055




* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032
DEVICE MUST BE RETIRED BY Decem!

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor Hardware version:

secRW.vso — 03-jun-
Point Transaction Systems A/S VeriFone Inc M267-300¢-XX-XXX

— 28-Apr-2009

QDO0007A1,
QDO0007A2,
QDO0007A3,
QDO0008A1,
QDO0008A2,
QDO0008A3,
QDO0008A4,
QDO0008AS5,
QDO0009AO,
QDO009A1,
QDO0009A2,
QDO0009A3
QDO0011A0,
QDO0011A1,
QD0012A0,
QDO0012A1,
QD0012A2,
QDO0012A3,
QD0012A4,
QDO0012A5,
QD0012A6,
QDO0012A7

Point Transaction Systems A/S VeriFone Inc M267 -300¢ XXX

secRW.vso — 03-jun-
Point Transaction Systems A/S VeriFone Inc M281-300¢- XXX

— 28-Apr-2009

$ecRW.vs0 — 03-jun-
Point Transaction Systems A/S VeriFone Inc
— 28-Apr-2009

QGO009A0,
QGO009A2,
QGO009A3,
QGO009A4,
QG0011A0,
QGO011A1,
QG0012A0,
QGO0012A1,
QG0012A2,
QGO0012A3,
QG0012A4,
QG0012A6,
QG0020A0
QGO0009A0,
QGO0009A2,
QGO0009A3,
QG0009A4,
QG0011A0,
QGO0011A1,
QG0012A0,
QGO0012A1,
QG0012A2,
QGO0012A3,
QG0012A4,
QG0012A6,
QG0020A0

PCI1.00.02.10x

Point Transaction Systems A/S VeriFone Inc

Point Transaction Systems A/S VeriFone Inc 81-X006-3-X0X

Banksys

Point Transaction Systems A/S XENTA

90640000xx

Point Transaction Systems AB Xenta 90640000xx 00.14.32

Atos Worldline
SA

2010, secScript.vso  4-40005

2010, secScript.vso 4-30019

2010, secScript.vso  4-30019

E2EE Validation Status - 20260108

E2EE Validation Status - POI

Manufacturer name:
Device model:
Hardware version:
Software version for
Security Application:

HOST or HOSTs used for the
product

Nets Norway AS
Point Transaction Services AB

Nets Norway AS
Point Transaction Services AB

Nets Norway AS
Point Transaction Services AB

Nets Norway AS
Point Transaction Services AB

Nets Norway AS
Point Transaction Services AB

Nets Norway AS
Point Transaction Services AB

Nets Denmark A/S

Swedbank Card Services AB
EVRY Card Services AB
Point Transaction Services AB
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6.5.x (Viking)

6.5.x (Viking)

5.02.01 (paypoint)

6.5.x (Viking)

5.02.01 (paypoint)

6.5.x (Viking)

5.02.01 (paypoint)

PCI SSC's PA-DSS Reference

n Intended environment|

18-11.01222.002.caa

18-11.01222.002.caa Stand-alone

12-01.00482.005 (paypoint) ECR

18-11.01222.002.caa Stand-alone

12-01.00482.005 (paypoint) ECR

18-11.01222.002.baa Stand-alone

18-11.01222.002.caa ECR

12-01.00482.005 (paypoint) ECR

E2EE Validation

date:

2020/06/04

2020/06/04

2020/03/12

2020/06/04

2020/03/12

2020/03/12

2020/06/04

2020/03/12

Terminal to

host
protocol

OTRS 1.0

SPDH 3.1

Terminal to
ECR Protcol

Paypoint 1.13,
Sofie 7.06

Paypoint 1.13,
Sofie 7.06

Paypoint 1.13,
Sofie 7.06

TAPA 2.1

LPP 3.1

PNC Case ID

PNC-2020-056

PNC-2020-057

PNC-2020-058

PNC-2020-059




E2EE Validation Status - 20260108

* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032
DEVICE MUST BE RETIRED BY Decem!

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Manufacturer name:
Device model: o Terminal to .
. . " . HOST or HOSTs used for the . ” PCI SSC's PA-DSS Reference . E2EE Validation Terminal to
Terminal vendor Hardware version: ) ) B Hardware version: roduct Intended environment| date: host ECR Protcol PNC Case ID
[Expiry dates  |Software version for P lication: :

protocol
see * above] |Security Application:

Swedbank Card Services AB
Point Transaction Systems AB  VeriFone Inc M251-300¢-3x-X0K 4-30014 . EVRY Card Services AB 11-08.00208.004 2011/07/05  SPDH 3.1 LPP 3.12
Point Transaction Services AB
Swedbank Card Services AB
Point Transaction Systems AB  VeriFone Inc M251-300¢-3x-X0K 4-30014 . EVRY Card Services AB 11-08.00208.008 2011/07/05  SPDH 3.1 LPP 3.12
Point Transaction Services AB
Nets Sweden AB
Point Transaction Systems AB  VeriFone Inc M251-003x300¢ ; Swedbank Gard Senvices AB Stand-alone 2010/06/30  SPDH 3.1
Point Transaction Services AB
Swedbank Card Services AB
Point Transaction Systems AB  VeriFone Inc M251-300¢-3%-300¢ EVRY Card Services AB 4.8.x (Viking) 15-08.00424.007 faa 2016/11/21 SPDH 3.1 LPP 3.12 PNC-2016-233
Point Transaction Services AB
Nets Sweden AB
Swedbank Card Services AB
EVRY Card Services AB
Point Transaction Services AB
Swedbank Card Services AB
Point Transaction Systems AB  VeriFone Inc M251-300¢-3x-X0K 4-30014 . EVRY Card Services AB 11-08.00208.004 Stand-alone 2011/07/05  SPDH 3.1
Point Transaction Services AB
Swedbank Card Services AB
Point Transaction Systems AB  VeriFone Inc M251-300¢-3x-X0K 4-30014 . EVRY Card Services AB 11-08.00208.008 Stand-alone 2011/07/05  SPDH 3.1
Point Transaction Services AB
Swedbank Card Services AB
Point Transaction Systems AB  VeriFone Inc M256-300¢-3x-XxX 4-30015 . EVRY Card Services AB 11-08.00208.004 2011/07/05  SPDH 3.1 LPP 3.12
Point Transaction Services AB
Swedbank Card Services AB
Point Transaction Systems AB  VeriFone Inc M256-300¢-3x-X0X 4-30015 . EVRY Card Services AB 11-08.00208.008 2011/07/05  SPDH 3.1 LPP 3.12
Point Transaction Services AB
Swedbank Card Services AB
Point Transaction Systems AB  VeriFone Inc M256-300¢-3x-X0X 4-30015 . EVRY Card Services AB Stand-alone 2010/06/30  SPDH 3.1
Point Transaction Services AB
Point Transaction Systems AB  VeriFone Inc M256-003x300¢ 4-30015 ; Sl e e 11-08.00208.004 Stand-alone 2011/07/05  SPDH 3.1
EVRY Card Services AB
Swedbank Card Services AB
Point Transaction Systems AB  VeriFone Inc M256-300¢-3x-XXX 4-30015 . EVRY Card Services AB 11-08.00208.008 Stand-alone 2011/07/05  SPDH 3.1
Point Transaction Services AB
Swedbank Card Services AB
Point Transaction Systems AB  VeriFone Inc M267-300¢-XX-XXX . EVRY Card Services AB 11-08.00208.004 2011/07/05  SPDH 3.1 LPP 3.12
Point Transaction Services AB
Swedbank Card Services AB
Point Transaction Systems AB  VeriFone Inc M267-300¢-XX-XXX . EVRY Card Services AB 11-08.00208.008 2011/07/05  SPDH 3.1 LPP 3.12
Point Transaction Services AB
Nets Sweden AB
Swedbank Card Services AB
Point Transaction Systems AB  VeriFone Inc 4-40005 . EVRY Card Services AB Stand-alone 2010/06/30  SPDH 3.1
Payzone Nordic AB
Point Transaction Services AB
Swedbank Card Services AB
Point Transaction Systems AB  VeriFone Inc IM267-30¢-XX-XKK EVRY Card Services AB 11-08.00208.004 Stand-alone 2011/07/05  SPDH 3.1 n/a
Point Transaction Services AB
Swedbank Card Services AB
Point Transaction Systems AB  VeriFone Inc IM267-30¢-XX-XKK EVRY Card Services AB 11-08.00208.008 Stand-alone 2011/07/05  SPDH 3.1 n/a
Point Transaction Services AB
Swedbank Card Services AB
Point Transaction Systems AB  VeriFone Inc IM281-300¢ XXX EVRY Card Services AB 2010/06/30  SPDH 3.1 LPP 3.12
Point Transaction Services AB
Swedbank Card Services AB
Point Transaction Systems AB  VeriFone Inc IM281-300¢ XXX EVRY Card Services AB 11-08.00208.004 2011/07/05 ~ SPDH 3.1 LPP 3.12
Point Transaction Services AB
Swedbank Card Services AB
Point Transaction Systems AB  VeriFone Inc IM281-300¢ XXX EVRY Card Services AB 11-08.00208.008 2011/07/05  SPDH 3.1 LPP 3.12
Point Transaction Services AB
Swedbank Card Services AB
Point Transaction Systems AB  VeriFone Inc IM281-300¢ XXX EVRY Card Services AB 11-08.00208.004 Stand-alone 2011/07/05  SPDH 3.1 n/a
Point Transaction Services AB

Point Transaction Systems AB  VeriFone Inc M251-300¢-3%-300¢ 4.8.x (Viking) 15-08.00424.007 .faa Stand-alone 2016/11/21 SPDH 3.1 PNC-2016-233
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E2EE Validation Status - 20260108

* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:
PCI PTS Approval version 3.x date: 30 April 2021
PCI PTS Approval version 4.x date: 30 April 2024
PCI PTS Approval Version 5.x date: 30 April 2027
PCI PTS Approval Version 6.x date: 30 April 2032
DEVICE MUST BE RETIRED BY Decem!

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Manufacturer name:
Devi 5 Terminal
) Manufacturer |Terminal : ; evice model: 1, ocr o HOSTS used for the © YersION 1 pe sSC's PA-DSS Reference ) E26E Validation | "™ |Terminal to
Terminal vendor Hardware version: ) B Hardware version: Intended environment| host PNC Case ID
name: model: B N product . date: ECR Protcol
[Expiry dates  |Software version for 8 protocol

see * above] |Security Application:

Swedbank Card Services AB
Point Transaction Systems AB  VeriFone Inc M281-300¢- XXX 4-30019 . EVRY Card Services AB 11-08.00208.008 Stand-alone 2011/07/05  SPDH 3.1 n/a
Point Transaction Services AB
Sharp EFT 1.0,
4-60013 Samport Payment Services AB 2.00 (SP720) 11-08.00496.003 2010/10/22  SPDH 2.7 Sofie 8.07,
Host2T 1.4

. Standard Security
Samport Payment Services AB VeriFone Inc 030003 Provider 1.3, 100521
Standard Security

Samport Payment Services AB VeriFone Inc 030003 Provider 1.3, 100521

4-60013 Samport Payment Services AB 2.00 (SP720) 11-08.00496.003 Stand-alone 2010/10/22  SPDH 2.7 nla
Sharp EFT 1.0,
4-60003 Samport Payment Services AB 2.00 (SP710) 11-08.00496.001 2010/10/22  SPDH 2.7 Sofie 8.07,
Host2T 1.4
Sharp EFT 1.0,
4-60003 Samport Payment Services AB 4.8.x (Viking) 15-08.00424.007 faa 2016/11/21 SPDH 2.7 Sofie 8.07, PNC-2016-234
Host2T 1.4

. Standard Security
Samport Payment Services AB VeriFone Inc 060003 Provider 1.3, 100521
. Standard Security
Samport Payment Services AB VeriFone Inc 060003 Provider 1.3, 100521
Standard Security

Samport Payment Services AB VeriFone Inc 060003 Provider 1.3, 100521

4-60003 Samport Payment Services AB 2.00 (SP710) 11-08.00496.001 Stand-alone 2010/10/22  SPDH 2.7 nla
04000x, 04004x,

Samport Payment Services AB VeriFone Inc 04002x. 04102x

FR038040 4-20050 E Samport Payment Services AB 2.0 (SP610) 11-08.00496.002 2010/11/16  SPDH 2.7 iPOS 2.7

Sharp EFT 1.0,
4-60003 Samport Payment Services AB 2.00 (SP710) 11-08.00496.001 2010/10/22  SPDH 2.7 Sofie 8.07,
Host2T 1.4

. Standard Security
Samport Payment Services AB VeriFone Inc 060001 Provider 1.3, 100521
Standard Security

Samport Payment Services AB VeriFone Inc 060001 Provider 1.3, 100521

4-60003 Samport Payment Services AB 2.00 (SP710) 11-08.00496.001 Stand-alone 2010/10/22  SPDH 2.7 nla
Sharp EFT 1.0,
4-60003 Samport Payment Services AB 2.00 (SP710) 11-08.00496.001 2010/10/22  SPDH 2.7 Sofie 8.07,
Host2T 1.4

. Standard Security
Samport Payment Services AB VeriFone Inc 060005 Provider 1.3, 100521
Standard Security

Samport Payment Services AB VeriFone Inc 060005 Provider 1.3, 100521

4-60003 Samport Payment Services AB 2.00 (SP710) 11-08.00496.001 Stand-alone 2010/10/22  SPDH 2.7 nla

Nets Norway AS, Norway

Verifone Norway AS VeriFone Inc 4-40005 Verifone Sweden AB, Sweden paypoint 5.08.09 14-08.00482.008 2015/05/17

QD0011A0..1, Sales Connector Host

QD0012A0..7

QDO007A

QDO0008A1..5, Nets Norway AS, Norway Paypoint 1.16
Verifone Norway AS VeriFone Inc QDO0009AO..3, 4-40005 Verifone Sweden AB, Sweden paypoint 5.08.09 14-08.00482.008 Stand-alone 2015/05/17 s e PNC-2015-147

ofie 7.06

QDOO011A( Sales Connector Host

QD0012A0..7

QGO0009A0,

QGO0009A2..4,
Nets Norway AS, Norway
Verifone Norway AS VeriFone Inc M281-300¢-XX-XXX . Verifone Sweden AB, Sweden paypoint 5.08.09 14-08.00482.008 2015/05/17
QGomer’ Sales Connector Host

QG0020A0
QGO009A0,

QGO009A2..4,
QG0011A0. Nets Norway AS, Norway

Verifone Norway AS VeriFone Inc M281-5006306 00K Verifone Sweden AB, Sweden  paypoint5.08.09  14-08.00482.008 Stand-alone 2015/05/117 Revecnyliis PNC-2015-148
QGO0012A0..4, ISales\Connactontiost Sofie 7.06

QG0012A6,
QG0020A0

Paypoint 1.16,

Sofie 7.06 PNC-2015-147

Paypoint 1.16,

Sofie 7.06 PNC-2015-148

Nets Norway AS, Norway
20.16, 22.44 4-30001 E Verifone Sweden AB, Sweden paypoint 5.08.09 14-08.00482.008 2015/08/13
Sales Connector Host
Nets Norway AS, Norway
Bailes 000 20.16, 22.44 4-30001 P Verifone Sweden AB, Sweden paypoint 5.08.09 14-08.00482.008 Stand-alone 2015/08/13 n/a PNC-2015-152
XENTA 90640000xx REV_L
= Sales Connector Host
90660000xx rev: A, Nets Norway AS, Norway
90670000xx re 20.34,21.30 4-30007 E Verifone Sweden AB, Sweden paypoint 5.09.06 14-08.00482.009 2015/08/13
90670000xx re Sales Connector Host
90660000xx rev: A, Nets Norway AS, Norway
90670000xx re 20.34,21.30 4-30007 P Verifone Sweden AB, Sweden paypoint 5.09.06 14-08.00482.009 Stand-alone 2015/08/13 n/a PNC-2015-157
90670000xx ¢ Sales Connector Host

Banksys 90640000xx,
XENTA 90640000xx REV_L

Paypoint 1.16,

Sofie 7.06 PNC-2015-152

Verifone Norway AS Atos Worldline

Verifone Norway AS Atos Worldline

Banksys
Xentissimo

Paypoint 1.16,

Sofie 7.06 PNC-2015-157

Verifone Norway AS Atos Worldline

Banksys

Verifone Norway AS Atos Worldline .
Xentissimo
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* INFO BOX
EXPIRATION DATE for NEW INSTALLATIONS:

PCI PTS Approval version 3.x date: 30 April 2021

PCI PTS Approval version 4.x date: 30 April 2024

PCI PTS Approval Version 5.x date: 30 April 2027

PCI PTS Approval Version 6.x date: 30 April 2032
PCI PTS Approval version 1.x: DEVICE MUST BE RETIRED BY December 31, 2017

E2EE Validation Status - POI

The POI vendors and their third party auditors have asserted that the POI vendors’ products listed below are validated according to all the requirements in the E2EE POI form and do not release any cardholder data.

Terminal vendor 2 - Point of Encryption POI 4-SAM-card 5 - Decryption HOST Debit/Credit Application Information Product Information E2EE Reference Protocol information Case ID

90660000%x rev: Nets Norway AS, Norway Paypoint 1.16
90670000xx rev: 20.34, 21.30 4-30007 i Verifone Sweden AB, Sweden  paypoint 5.08.09  14-08.00482.008 2015/08/13  SDI3.0 T
90670000xx rev: Sales Connector Host :
90660000%x rev: Nets Norway AS, Norway
90670000xx rev: 20.34, 21.30 4-30007 i Verifone Sweden AB, Sweden  paypoint5.08.09  14-08.00482.008 Stand-alone 2015/08/13  SDI3.0 n/a
90670000xx rev: Sales Connector Host

Nets Norway AS, Norway Paypoint 116,
Verifone Norway AS VeriFone Inc VX670 M267-300-x-300¢ QD00128 4-40005 r Verifone Sweden AB, Sweden  paypoint 5.08.09  14-08.00482.008 T
Sales Connector Host :

Banksys

Verifone Norway AS Atos Worldline o
Xentissimo

PNC-2015-154

Banksys

Verifone Norway AS Atos Worldline o
Xentissimo

PNC-2015-154

PNC-2015-212

Nets Norway AS, Norway
Verifone Norway AS VeriFone Inc VX670 M267-00-xXx20K QD00128 4-40005 Verifone Sweden AB, Sweden  paypoint 5.08.09  14-08.00482.008 Stand-alone 2015/08/13
Sales Connector Host

PNC-2015-212
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